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As “Guardians of the Connected World,” 

our mission is to protect the global 

leaders of industry from the risks of 

disruption, allowing them to solve their 

most challenging network performance 

and cybersecurity problems, ensuring the 

connected world runs safely and smoothly.

NETSCOUT SYSTEMS, INC. protects the

connected world from cyberattacks and 

performance and availability disruptions 

through its unique visibility platform and 

solutions powered by its pioneering deep 

packet inspection at scale technology. 

NETSCOUT serves some of the world’s

largest enterprises, service providers, and

public sector organizations.
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A trusted partner with a real-time network visibility 
and cybersecurity platform powered by patented DPI 
technology that delivers actionable intelligence to address 
performance, availability, and security at any scale.

Aligned With Key Technology Trends
• Expanding cybersecurity threat landscape
• Digital transformation/cloud migration 
• 5G technology and network evolution
• Artificial & business intelligence and analytics    

Industry Leader
• Service Assurance
• DDoS Security  
• Award winning business and solutions 

Proven and Patented Technology 
• Software centric  
• Scalable Deep Packet Inspection (DPI)

based technology  
• Smart Data powered by Adaptive

Service Intelligence (ASI) 

Trusted Brand 
• Mission critical offerings
• Fortune 500 customer base, sector diversified
• Over 40 years of innovation

Strong Financial P   
• Solid free cash flow generation
• Robust balance sheet 
• Substantial liquidity at FY25 year-end 

for strategic endeavors

N E T S CO U T
 A t  a  G l a n c e
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Revenue

$ in millions except % and EPS

Revenue
Income (Loss) from Operations
 Income (Loss) from Operations %
Net Income (Loss)
Diluted Net Income (Loss) per Share
Free Cash Flow

GAAP Non-GAAPGAAP Non-GAAP
FY’24 FY’25

 $    829.5 
 $     (149.8)

          -18.1%
(147.7)
(2.07)   

 $     52.5

 $    829.5
 $    187.1
          22.6%
 $    159.1
 $      2.20
      –

$
$

 $    822.7
 $     (367.6)

          -44.7%
(366.9)

(5.12)
 $    211.0

 $    822.7
 $    195.1
          23.7%
 $    160.4
 $      2.22
      –

$
$

GAAP to non-GAAP reconciliations are provided on pages R-1 and R-2.

Non-GAAP Net Income
to Free Cash Flow1 

Non-GAAP
Diluted Net
Income
Per Share

Non
Income From
Operations

$829.5 $822.7 $187.1 $195.1 $2.20 $2.22$159.1
NI

$52.5
FCF

$160.4
NI

$211.0
FCF

22.6%

23.7%

FY’24 FY’25 FY’24 FY’25FY’24 FY’25 FY’24 FY’24 FY’25 FY’25

Op. MarginOp. Income

As ”Guardians of the 
Connected World,”

NETSCOUT is 
addressing today’s 

key technology 
trends and 

challenges to help 
our customers 
succeed in the 
digital world.   

5G Technology and Network Evolution
For both Service Providers and Enterprises   

Digital Transformation Through Cloud Migration
Hybrid Cloud Environment visibility  
  

Expanding Cybersecurity Threat Landscape
Convergence of security and visibility
 

A  & Business Intelligence and Analytics 
Leveraging smart data for more use cases
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A d v a n c i n g  O u r  S t ra t e g i c  P r i o r i t i e s

 
 

To  M y  F e l l o w  S h a r e h o l d e r s :
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NETSCOUT

L e a d e r s h i p  T ra n s i t i o n  a n d  L o o k i n g  A h e a d

 

 

Anil Singhalil i h l
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V i s i b i l i t y  W i t h o u t  B o r d e r s  P l a t f o r m
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nGenius Enterprise
Performance Management

Omnis Network
Security

Arbor DDoS
Protection

nGenius Carrier
Service Assurance

Omnis AI
Insights

Achieve unmatched visibility 
across any data center, any cloud, 
or any network to assure the 
best user experience and digital 
service performance.

Unmatched visibility into all 
service provider networks 
and services is possible 
with NETSCOUT actionable 
data insights to assure user 
experience.

Take AlOps to the next level.
Automate, enhance, and secure 
business outcomes with high-
quality, curated telemetry data.

Scalable advanced NDR
capabilities to keep the largest 
networks secure, powered 
by unmatched visibility and 
packet-level intelligence.

Maintain availability of 
key business services and 
applications to provide a strong 
user experience with the DDoS 
protection solution trusted by 
the world’s largest networks.
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T h e  R e a l t i m e  n e t w o r k  v i s i b i l i t y  p l a t f o r m  
f o r  p e r f o r m a n c e ,  s e c u r i t y ,  a n d  a v a i l a b i l i t y ,  a t  a n y  s c a l e

V i s i b i l i t y  W i t h o u t  B o r d e r s  P l a t f o r m

S
E

R
V

IC
E

 
 

 
 

  
  

 A
S

S
U

R
A

N
C

E
C

Y
B

E
R

 
 

 
S

E
R

  
  

 S
E

C
U

R
IT

Y

nGenius Enterprise
Performance Management

Omnis Network
Security

Arbor DDoS
Protection

nGenius Carrier
Service Assurance

Omnis AI
Insights

Achieve unmatched visibility 
across any data center, any cloud, 
or any network to assure the 
best user experience and digital 
service performance.

Unmatched visibility into all
service provider networks
and services is possible 
with NETSCOUT actionable 
data insights to assure user 
experience.

Take AlOps to the next level.
Automate, enhance, and secure
business outcomes with high-
quality, curated telemetry data.

Scalable advanced NDR
capabilities to keep the largest 
networks secure, powered 
by unmatched visibility and
packet-level intelligence.

Maintain availability of 
key business services and 
applications to provide a strong 
user experience with the DDoS
protection solution trusted by 
the world’s largest networks.
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S o l u t i o n s f o r  t h e  Wo r l d ’ s  L a r g e s t
E n t e r p r i s e s  a n d S e r v i c e P r o v i d e r s

T h e R e a l t i m e  n e t w o r k  v i s i b i l i t y  p l a t f o r m 
f o r  p e r f o r m a n c e ,  s e c u r i t y ,  a n d  a v a i l a b i l i t y ,  a t  a n y  s c a l e

A n y w h e r e

Any Enterprise

Any Network

Any Service

Any Cloud

Any Application

Any Vendor

E n t e r p r i s e
P e r f o r m a n c e
M a n a g e m e n t

D D o S
P r o t e c t i o n

N e t w o r k
S e c u r i t y

C a r r i e r  S e r v i c e
A s s u ra n c e

A I
I n s i g h t s



Reconciliation of GAAP to Non-GAAP Financial Measures

Certain numbers may not total due to rounding.

R-1

359.9

$ 462.8

822.7

178.7

164.9

643.9

13.8

657.7

1,011.5

462.6

562.7

195.1

527.3

160.4

7.34

2.22

71.6

72.2

217.7

211.0

360.4

469.0

829.5

187.4

170 6

642.0

16.8

658.8

791.9

471.8

336.9

187.1

306.8

159.1

4.27

2.20

71.5

72.3

58.8

52.5

(in millions, except % and EPS data)

NETSCOUT
FY’25

Reported

NETSCOUT
FY’24

Reported

79.4% 80.0%

(149.8) (367.6)

22.6%

(6.3) (6.7)

23.7%

(2.07)

$

$

$

$

$

$

$

$

$

$

$

$

$

$

$

$

$

$

$

$

$

$

$

$

$

$

Revenue

Product

Service

Total revenue

Total GAAP cost of revenue

Non-GAAPAA adjud stmet ntstt

Total non-GAAP cost of revenue

Gross profit - GAAP

Non-GAAPAA adjud stmet ntstt

Gross profit - non-GAAP

Non-GAAPAA gross profio t margirr n

Total operating expenses - GAAP

Non-GAAPAA adjud stmett ntstt

Total operating expenses - non-GAAP

Income (loss) from operations - GAAP

Non-GAAPAA adjud stmett ntstt

Income from operations - non-GAAP

Non-GAAPAA income from operatiot ns margingg

Net income (loss) - GAAP

Non-GAAPAA adjud stmett ntstt

Net income - non-GAAP

Diluted net income (loss) per share - GAAP

Share impact of non-GAAP adjustments identified above

Diluted net income per share - non-GAAP

Diluted weighted average common shares outstanding - GAAP

Diluted weighted average common shares outstanding - non-GAAP

Net cash provided by operating activities

Purchase of fixed assets and intangible assets

Free cash flow

Non-GAAP adjustments eliminate the GAAP effects of: removing the expenses related to the amortization of acquired intangible assets;
share-based compensation; acquisition related depreciation; restructuring costs; legal (benefit) expenses related to a civil judgement;
goodwill impairment; gain on divestiture of a business; loss on extinguishment of debt; and change in fair value of derivative instrument, all
net of related income tax effects. For the specific detail on the value of each non-GAAP adjustment, please refer to the Company’s quarterly
earnings press releases available in the IR section of www.netscout.com.

$

(366.9)(147.7)

(5.12)

$ $

(16.8) (13.8)

$ $170.6

(320.1) (548.9)

$ $



Detailed Reconciliation of Adjustments: GAAP to Non-GAAP Financial Measures

R-2

829.5

70.8

56.9

217.3

-

0.1

336.9

$ 187.1

70.8

56.9

217.3

-

0.1

-

306.8

4.27

$ 2.20

71.5

72.3

822.7

64.8

50.4

427.0

20.5

0.0

-

-

562.7

195.1

64.8

50.4

427.0

20.5

0.0

-

-

-

1.1

527.3

160.4

7.34

2.22

71.6

72.2

FY’24 FY’25

Revenue

Income (loss) from operations - GAAP

Share-based compensation expense

Amortization expense related to acquired intangible assets

Goodwill impairment

Restructuring charges

Acquisition-related depreciation expense

Legal (benefit) expenses related to civil judgements

Gain on divestiture of a business

Total non-GAAP adjustments

Income from operations - non-GAAP

Net income (loss) - GAAP

Share-based compensation expense

Amortization expense related to acquired intangible assets

Goodwill impairment

Restructuring charges

Acquisition-related depreciation expense

Legal (benefit) expenses related to civil judgements

Gain on divestiture of a business

Change in fair value of derivative instrument

Interest Expense - Loss on Debt Extinguishment

Income tax adjustments

Total non-GAAP adjustments

Net income - non-GAAP

Diluted net income (loss) per share - GAAP

Share impact of non-GAAP adjustments identified above

Diluted net income per share - non-GAAP

Diluted weighted average common shares outstanding - GAAP

Diluted weighted average common shares outstanding - non-GAAP

Certain numbers may not total due to rounding.

$ $

(0.2)

(4.4)

(4.4)

(3.8)

(3.8)

(29.8)

(147.7)

$

$

(149.8) $ (367.6)--$

$ (366.9)$

(36.5)

$ 159.1

(2.07)$ (5.12)$

$



2025 Annual Report
on Form 10-K





UNITED STATES
SECURITIES AND EXCHANGE COMMISSION

Washington, D.C. 20549
FORM 10-K

(Mark One)

☒ ANNUAL REPORT PURSUANT TO SECTION 13 OR 15(d) OF THE SECURITIES EXCHANGE ACT OF 1934

For the fiscal year ended March 31, 2025
OR

☐ TRANSRR ITION REPORT PURSUANT TO SECTION 13 OR 15(d) OF THE SECURITIES EXCHANGE ACT OF 1934
For the transition period from to

Commission filff e number 000-26251

NETSCOUT SYSTEMS, INC.
(Exact name of registrant as specified in its charter)

Delaware 04-2837575
(State or other jurisdiction of
incorporation or organization)

(IRS Employer
Identification No.)

310 Littleton Road, Westforff d, MA 01886
(978) 614-4000

Securities registered pursuant to Section 12(b) of the Act:

Title of each class Trading Symbol(s) Name of each exchange on which registered:
Common Stock, $0.001 par value per share NTCT Nasdaq Global Select Market

Securities registered pursuant to Section 12(g) of the Act: None
Indicate by check mark if the registrant is a well-known seasoned issuer, as definff ed in Rule 405 of the Securities Act. Yes x No¨
Indicate by check mark if the registrant is not required to filff e reports pursuant to Section 13 or Section 15(d) of the Act. Yes ¨ No x
Indicate by check mark whether the registrant: (1) has filff ed all reports required to be fileff d by Section 13 or 15(d) of the Securities

Exchange Act of 1934 during the preceding 12 months (or forff such shorter period that the registrant was required to fileff such reports), and
(2) has been subju ect to such filing requirements forff the past 90 days. Yes x No ¨
Indicate by check mark whether the registrant has submitted electronically every Irr nteractive Data File required to be submitted pursuant

to Rule 405 of Regulation S-T (§ 232.405 of this chapter) during the preceding 12 months (or forff such shorter period that the registrant was
required to submit such files). Yes x No ¨
Indicate by check mark whether the registrant is a large accelerated filer, an accelerated filer, a non-accelerated filer, a smaller reporting

company, or an emerging growth company. See the definitions of "large accelerated filer," "accelerated filer," "smaller reporting company,"
and "emerging growth company" in Rule 12b-2 of the Exchange Act. (Check one):

Large accelerated filer x Accelerated filff er ¨

Non-accelerated fileff r ¨ Smaller reporting company ☐
Emerging growth company ☐

If an emerging growth company, indicate by check mark if the registrant has elected not to use the extended transition period forff
complying with any new or revised finff ancial accounting standards provided pursuant to Section 13(a) of the Exchange Act.¨
Indicate by check mark whether the registrant has fileff d a report on and attestation to its management's assessment of the effeff ctiveness of

its internal control over finff ancial reporting under Section 404(b) of the Sarbar nes-Oxley Act (15 U.S.C. 7262(b)) by the registered public
accounting firff m that prepared or issued its audit report.☒
If securities are registered pursuant to Section 12(b) of the Act, indicate by check mark whether the financial statements of the registrant

included in the filing refleff ct the correction of an error to previously issued financial statements. ☐
Indicate by check mark whether any of those error corrections are restatements that required a recovery analysis of incentive-based

compensation received by any of the registrant’s executive officff ers durd ing the relevant recovery period pursuant to § 240.10D-1(b). ☐
Indicate by check mark whether the registrant is a shell company (as defined in RulRR e 12b-2 of the Exchange Act). YES ☐ NO x
The aggregate market value of common stock held by non-affiff liates of the registrant as of September 30, 2024 (based on the last reported

sale price on the Nasdaq Global Select Market as of such date) was approximately $1,504,536,501. As of May 7, 2025, there were
71,328,733 shares of the registrant's common stock outstanding.

DOCUMENTS INCORPORATRR ED BY REFERENCE
Portions of the registrant's definff itive Proxy Statement forff the 2025 Annual Meeting of Stockholders to be filed with the U.S. Securities

and Exchange Commission pursuant to Regulation 14A not later than 120 days afteff r the end of the fiscal year covered by this Annual Report
on Form 10-K are incorporated by reference in Part III, Items 10-14 of this Annual Report on Form 10-K.



NETSCOUT SYSTEMS, INC.

FORM 10-K

FOR THE FISCAL YEAR ENDED MARCH 31, 2025
TABLE OF CONTENTS

PART I

Item 1. Business 5

Item 1A. Risk Factors 16

Item 1B. Unresolved Staff Comments 31

Item 1C. Cybersecurity 31

Item 2. Properties 32

Item 3. Legal Proceedings 32

Item 4. Mine Safety Disclosures 32

PART II

Item 5. Market for Registrant’s Common Equity, Related Stockholder Matters, and Issuer Purchases of Equity
Securities

33

Item 6. [Reserved] 35

Item 7. Management’s Discussion and Analysis of Financial Condition and Results of Operations 36

Item 7A. Quantitative and Qualitative Disclosures About Market Risk 52

Item 8. Financial Statements and Supplementary Data 53

Item 9. Changes in and Disagreements With Accountants on Accounting and Financial Disclosure 53

Item 9A. Controls and Procedures 53

Item 9B. Other Information 54

Item 9C. Disclosure Regarding Foreign Jurisdictions that Prevent Inspections 54

PART III

Item 10. Directors and Executive Officers of the Registrant 55

Item 11. Executive Compensation 55

Item 12. Security Ownership of Certain Beneficial Owners and Management and Related Stockholder Matters 55

Item 13. Certain Relationships and Related Transactions 55

Item 14. Principal Accountant Fees and Services 55

PART IV

Item 15. Exhibits and Financial Statement Schedules 56

Item 16. Form 10-K Summary 59

Signatures 60
less the context suggests otherwise, references in this Annual Report on Form 10-K (Annual Report) to "NetScout," the

"Company," "we," "us," and "our" refer to NetScout Systems, Inc. and, where appropriate, our consolidated subsu idiaries.

NetScout, the NetScout logo, Adaptive Service Intelligence and other trademarks or service marks of NetScout appearing in
this Annual Report are the property of NetScout Systems, Inc. and/or its subsu idiaries and/or affiff liates in the United States and/or
other countries. Any third-party trade names, trademarks and service marks appearing in this Annual Report are the property of
their respective holders.



Cautionary Statement Concerning Forward-Looking Statements

This Annual Report contains forward-looking statements under Section 21E of the Exchange Act (as defined below) and
other federal securities laws. These statements relate to future events or our future financial performance and are identified by
terminology such as "may," "will," "could," "should," "expects," "plans," "intends," "seeks," "anticipates," "believes,"
"estimates," "potential" or "continue," or the negative of such terms or other comparable terminology. These statements are only
predictions. You should not place undue reliance on these forward-looking statements. Actual events or results may differ
materially. Factors that may cause such differences include, but are not limited to, the factors discussed under the heading "Risk
Factors" and in our other filings with the Securities and Exchange Commission (SEC). These factors may cause our actual
results to differ materially from any forward-looking statement. Moreover, we operate in a very competitive and rapia dly
changing environment. New risks emerge from time to time. It is not possible for our management to predict all risks, nor can
we assess the impact of all factors on our business or the extent to which any factor, or combination of factors, may cause actuat l
results to differ materially from those contained in any forward-looking statements we may make.

Except as required by law, we do not undertake any obligation to release publicly any revisions to these forward-looking
statements afteff r completion of the filing of this Annual Report to reflect later events or circumstances or the occurrence of
unanticipated events.

Risk Factor Summary

Our operating results and financial condition have varied in the past and may vary significantly in the future depending
on a number of factors. Except for the historical information in this report, the matters contained in this report include forward-
looking statements that involve risk and uncertainties. The following factors are among many that could cause actuat l results to
differ materially from those contained in or implied by forward-looking statements made in this report. These statements
involve the risks and uncertainties identifieff d below as well as additional risks and uncertainties that are not yet identified or that
we currently think are immaterial but may also impact our business operations. Such factors are among many that may have a
material adverse impact upon our business, results of operations, liquidity, and financial condition. These risks are more fully
described in Part I, Item 1A. "Risk Factors". These risks include, but are not limited to, the following:

• Unfavorable and uncertain conditions in our industry,rr our customers' industries, the global economy, or reductions in
information technology spending, could limit our ability to grow or maintain our business and negatively affeff ct our
results of operations.

• International trade policies, including trade protection measures such as tariffs, sanctions and trade barriers may
adversely affeff ct our business, financial condition, results of operations and prospects.

• Potential product vulnerabia lities or critical security defects, prioritization decisions regarding remedying
vulnerabia lities or security defects, or customers not deploying security releases or deciding not to upgrade products,
services, or solutions could result in claims of liability against us, damage our reputation, or otherwise harm our
business.

• If our products contain material errors or quality issues, such issues may be costly to correct, revenue may be delayed,
we could be sued, and our reputation could be harmed.

• If our information technology systems, or those of third parties with whom we work, or our data are or were
compromised, we could experience adverse consequences resulting from such compromise, including but not limited
to regulatoryrr investigations or actions; litigation; fines and penalties; disruptr ions of our business operations;
reputational harm; loss of revenue or profitsff ; and other adverse consequences.

• Our ability to quickly and successfulff ly recover from a disaster, public health crisis, or other business continuity event
could affeff ct our ability to deliver our products and negatively impact our business reputation.

• If we fail to introduce new products and solutions or enhance our existing products and solutions to keep up with
rapia d technological change, demand for our products and solutions may decline.

• Our reliance on sole source supplu iers could adversely impact our business.
• Increased customer demands on our technical supporu t services may adversely affeff ct our relationships with our

customers and our financial results.
• The success of our business depends, in part, on the continued growth in the market for and the continued commercial

demand for service delivery, service assurance and network security solutions.
• Failure to manage growth properly and to implement enhanced automated systems, including systems with AI, could

adversely impact our business.
• Our success depends, in part, on our ability to manage and leverage our distribution channels. Disruptr ions to, or our

failure to effeff ctively develop and manage, these partners and the processes and procedurd es that supporu t them could
adversely affeff ct our ability to generate revenues from the sale of our products and services. Managing these

3



distribution channels and relationships requires experienced personnel, and lack of sufficient expertise could lead to a
decrease in sales of our products and services, which could cause our operating results to suffer.

• Our business and operations, and the operations of our customers, partners, and/or supplu iers, may be adversely
affeff cted by epidemics and pandemics.

• Necessary licenses for third-party technology may not be availabla e to us on commercially reasonabla e terms or at all.
• Our success depends on our ability to protect our intellectuat l property rights.
• Others may claim that we infringe on their intellectual property rights.
• Any current or future indebtedness may limit our operations and our use of our cash flow, and any failure to comply

with the covenants that appla y to any indebtedness could adversely affeff ct our liquidity and financial condition.
• Any failure to meet our debt obligations could damage our business.
• We may fail to secure necessary additional financing.
• The failure to recruir t and retain qualifieff d personnel and plan for and manage the succession of key executives could

hinder our ability to successfulff ly manage our business, which could have a material adverse effeff ct on our financial
position and operating results.

• Our business is subju ect to evolving ESG laws, regulations and expectations that could expose us to numerous risks,
including risks to our reputation, business, financial performance and growth.

• We may not successfulff ly complete acquisitions or integrate acquisitions we do make, which could impair our ability
to compete and could harm our operating results.

• We face significant competition from other technology companies.
• Uncertainties of regulation of the Internet and data traveling over the Internet or over the use of AI and evolving

technologies could have a material and adverse impact on our financial condition and results of operations.
• We are subju ect to stringent and evolving U.S. state, local, and federal, and foreign laws, regulations, and rules,

contractuat l obligations, industryrr standards, policies, and other obligations related to data privacy and security. Our
actuat l, or perceived failure to comply with such obligations (or such failure by third parties with whom we work)
could lead to regulatoryrr investigations or actions; litigation; fines and penalties; disruptr ions of our business, results of
operations; reputational harm; loss of revenue or profitff s; and other adverse business consequences.

• If we violate the U.S. Foreign Corruptu Practices Act or applicable anti-briberyrr laws in other countries, or if we fail to
comply with U.S. export controls and government contracting laws, our business could be harmed.

• Our actual operating results may differ significantly from our guidance.
• Our effeff ctive tax rate may fluctuate, which could increase our income tax expense and reduce our net income.
• We may be impacted by changes in taxation, trade, and other regulatoryrr requirements.
• Foreign currency exchange rates may adversely affeff ct our financial statements.
• Our estimates and judgments related to critical accounting policies could be inaccurate.
• Our disclosure controls and procedurd es and internal control over financial reporting may not be effeff ctive.
• Our stock price has been subju ect to fluctuations, and will likely continue to be subju ect to fluctuations, which may be

volatile and due to factors beyond our control.
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PART I

Itemtt 1. Busineii ss

Overview

We are an industryrr leader with four decades of experience in providing service assurance and cybersecurity solutions that
are based on our pioneering deep packet inspection technology at scale, which is used by many Fortunet 500 companies to
protect their digital business services against disruptr ion. Service providers and enterprises, including local, state and federal
government agencies, rely on our solutions to achieve the visibility and protection necessary to optimize network performance,
ensure the deliveryrr of high-quality, mission-critical applications and services, gain timely insight into the end user experience
and protect their networks from attack. With our offeff rings, customers can quickly, effiff ciently and effeff ctively identify and
resolve issues that result in downtime, interruptu ions to services, poor service quality or compromised data, thereby reducing
meantime-to-resolution of issues and driving compelling returns on their investments in their networks and broader technology
initiatives. Some of the more significant technology trends and catalysts for our business include the evolution of customers'
digital transforff mation initiatives such as the migration to cloud environments and the edges of their networks, the rapia dly
evolving cybersecurity threat landscape, artificff ial intelligence and business analytics advancements, and the 5G technology
evolution in both the service provider and enterprise customer verticals.

Our operating results are influenced by a number of factors, including, but not limited to, the volume, mix, and quantity
of products and services sold, pricing, costs and availabia lity of materials used in our products, growth in employee-related costs,
including commissions, and the expansion of our operations. Factors that affeff ct our ability to maximize our operating results
include, but are not limited to, our ability to introduce and enhance existing products, the marketplt ace acceptance of those new
or enhanced products, continued expansion into international markets, expansion into new or adjad cent markets, development of
strategic partnerships, competition, successfulff acquisition and integration effoff rts, and our ability to control costs, and make
improvements in a highly competitive industry.rr

Markets

Our service assurance solutions are used by enterprises (including government agencies) and service providers to
optimize network performance, quickly identifyff and resolve issues impacting application and service quality, and to gain insight
into the end user experience. Our cybersecurity solutions are used by enterprises and service providers to identifyff and mitigate
advanced, volumetric, and application-specific distributed denial of service (DDoS) attacks, as well as assist enterprise security
teams in rapia dly identifying, isolating, investigating, and resolving other advanced network threats. These combined solutions
provide a powerful platform to address both service assurance and cybersecurity challenges for our customers.

Enterpriseii Market

Within the enterprise market, NetScout's nGeniusONE, ISNG, Omnis Cybersecurity solutions, and Arborr Edge
Defense offeff rings enable IT organizations to supporu t a growing range of performance management and cybersecurity use cases
including:

• Networkrr Perforff mance Management - Our nGeniusONE analytics and our ISNG real-time information platform
provide the necessary insight to optimize network performance, restore service and understand the quality of the
users’ experience. By integrating certain acquired product lines and product featurt es into our core offeff rings, our
customers can benefit from a consistent view across their traditional wired network infrastructurt es, remote offiff ces,
and wireless networks (WiFi).

• Applpp ication Perforff mance Management: Data Center Transfos rmation and Cloud Computing - We enable information
technology (IT) organizations, from their development operations to their infrastructurt e teams, to manage the deliveryrr
of services across virtuat l and physical environments, providing a comprehensive, unified real-time view into network,
application, server, and user communities' performance. We proactively detect emerging issues with the ability to
help analyze both physical and virtuat l service delivery environments within the data center which enables
organizations to optimize datacenter infrastrucr ture investments, protect against service degradations, and simplify the
operation of complex, multi-tier application environments in consolidated, state-of-tff he-art data centers. Our solutions
are ofteff n used by enterprises to supporu t private cloud computing environments that are aimed at enabling greater,
more cost-effective accessibility to applications without compromising the reliabia lity and security of those
applications and the network. Our solutions portfolff io also includes a range of virtuat l appliances that can help
enterprise customers extend their monitoring of applications deeper into their traditional or "colo" data centers,
confidff ently migrate applications into public cloud environments and gain a comprehensive, cohesive view into the
resulting hybrid cloud environment.
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• Unified Communications (UC)UU - We deliver deep application-level unified visibility into voice, data and video
services side-by-side in order to understand the interrelationships of all UC services that traverse the network
infrastructurt e and assess quality and perforff mance of the deliveryrr of these services. As a result, our real-time,
actionabla e intelligence helps customers to deliver a high-quality UC experience as users make calls, video conferff ence
and engage in instant messaging. We also help desktop, network, telecom, and application teams manage UC through
a common platform across complex, geographically dispersed, and multi-vendor environments.

• Softwff are-as-a-SerSS vice and Infrn astructure Perforff mance Management - We also provide enterprise customers with
active agent-based offeff rings that can help them determine availabia lity and performance levels for software-as-a-
service (SaaS) applications, and gauge the health of servers, routers and switches as well as wireless and virtuat l
infrastructurt es. As a result, customers can continuously monitor the performance of key business services and the
infrastructurt e used to deliver them, regardless of how applications are deployed or where the user is located.
Deployed independently or as part of our broader service assurance solution, these products also play an important
role in helping enterprises deliver a supeu rior user experience, achieve outstanding service quality and drive better
returt ns on their application and infrastructurt e investments.

• Applpp ication and Desktokk po Virtualization - We provide clear and actionabla e insights that help customers fully realize
the operational benefits associated with Application and Desktop Virtuat lization, and reduce the time it takes to
identifyff and resolve service problems. We offeff r visibility across all virtuat l desktop infrastructurt e (VDI) tiers
including remote access, client, virtuat lization, web, front-end application, and related databaa se systems, and help
customers gain actionabla e metrics and insight from monitoring and analyzing the consumption and performance of
VDI services.

• CybCC erserr curity: DDoS Protection and Omnisii Cyber Intelligence - Computer networks continue to be targeted for
cyberattacks that are aimed at disruptr ing, damaging, or otherwise destroying an enterprise’s ability to conduct its
business or gaining unauthorized access to corporate applications and restricting or stealing valuable information. We
provide a range of network security solutions under the NetScout Arborr brand that enable enterprises to protect their
networks from high-volume and application-specificff DDoS attacks, which are aimed at either overwhelming the
network with traffiff c or over-exercising specific functions or featurt es of a website with the intention to disabla e those
functions or featurt es. We have also recently developed enhanced cybersecurity solutions for enterprises with our
Omnis Cybersecurity suite of products that provide greater deep-dive forensic capabilities as well as analytics that
can provide visibility into anomalous behavior on the network that may be indicative of an advanced threat. These
security analytics enable existing enterprise customers to leverage their historical investments in NetScout's service
assurance solutions by using the Adaptive Service Intelligence (ASI) data already being generated to supporu t service
assurance for cybersecurity use cases.

Government Marketstt

Considered as part of our enterprise customer vertical, we have built a strong position with federal, state and local
government agencies, both in the United States and abroad. Similar to our enterprise customers, government agencies are
focused on streamlining and transforff ming IT into more effiff cient and more easily managed environments. To accomplish this,
agencies are turning to IT solutions that will help simplifyff managing and assuring their IT environments as well as reducing
costs. However, governmental markets differ from enterprise markets primarily due to their purchasing cycles being influenced
by potential changes in government administrators, budgetary priorities and allocated funding for key projects.

Telecommunication Service Providerdd Marketstt

Today's service providers are focused on delivering a compelling set of services and ensuring a high-quality user
experience, while also striving to minimize operational complexity, control costs and improve automation. This, coupled with
the challenge of internet protocol (IP) transforff mation activities and complex technologies such as 5G, Long-Term Evolution
(LTE), Network Functions Virtuat lization (NFV), Internet Protocol Television (IP-TV), WiFi, Fixed Wireless Access (FWA)
and cloud services drives the need for a more automated and unified approach to managing service deliveryrr and the subsu criber
experience and protecting the mobile network. Our service provider solutions supporu t an expanding range of use cases
including:

• Service Assurance for Mobile, Fixedii Line and Cable Operatorsrr - The fundamental transforff mation of the mobile
network to all-IP enables mobile operators to build highly-scalable service deliveryrr environments to offeff r new
services to meet the growing subsu criber demand for data, voice and video-centric services and to consolidate and
simplifyff network operations. Mobile operators use our offeff rings to gain real-time, detailed IP packet-level insight and
core-to-access visibility, which enables them to ensure services offeff red over the network meet certain pre-defined
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quality levels for an optimal subsu criber experience. Our service assurance solutions help service providers effeff ctively
manage capaa city, assess overall network quality, take proactive steps to modify the network before issues impact
subsu cribers, and quickly identifyff and troubleshoot network problems. In addition to improving the overall return on
their network infrastructurt e investments, mobile operators using our solutions also benefit from improved network
quality and unique customer insights - both of which contribute to subsu criber acquisition, retention, and monetization.
The growing demand for high-bandwidth triple-play services, broadband connectivity, content anywhere, IP-TV, on-
demand video traffiff c, newer 5G technology, extended WiFi initiatives, and carrier Ethernet services presents fixed
line and cable multi-system operators with significant revenue opportunities. IP has become the de facto convergence
mechanism for access, distribution and core networks, enabling new service offeff rings and simplifyiff ng network
operations while reducing total cost of operations. For example, cable operators use our solutions to monitor and
manage their local area WiFi connectivity services, ensure the high-quality deliveryrr of video to consumers outside of
their homes as well as provide broadband and telephony services targeting small- and medium-sized businesses.

• Business Intelligei nce for Service Providerdd srr - Service providers strive to understand how the performance of their
networks impact customer experience, subsu criber behavior and related usage trends. By combining network traffiff c
data with other information, including supporu t requests, subsu criber calling plans, demographic data and other details,
service providers can make more timely decisions about their offeff rings and sales and marketing initiatives to acquire,
retain and further monetize their subsu cribers. Our analytics deliver timely insights into a service provider's
subsu cribers, services, networks, and applications, as well as easy export capabilities so that this information can be
integrated into their data lakes and third-party analytic platforms.

• DDoDD S Protection - Internet Service Providers (ISPs), including leading telecommunications providers, cabla e multi-
service operators and cloud providers, have seen significant increases in the sophistication, scale and frequency of
high-volume and application-specificff DDoS attacks on their networks. DDoS attacks are aimed at disruptr ing the
online services of an ISP's business customer by overwhelming the network with traffiff c or by over-exercising specific
functions or featurt es of a website with the intention to disabla e those functions or featurt es. NetScout Arborr smart
DDoS solutions are used by a wide range of ISPs around the world to help protect their networks against DDoS
attacks, and to resell certain DDoS offeff rings to their enterprise customers.

Products Overview

Since our founding in 1984, we have been an industryrr innovator in using IP-based network traffiff c to help
organizations manage and optimize the deliveryrr of services and applications over their networks, improve the end-user
experience and protect networks from unwanted cybersecurity threats. Using our patented ASI technology, our solutions
instantaneously convert network traffiff c data, ofteff n referred to as wire data, into high-value metadata, or "smart data". Our
offeff rings can help customers quickly identifyff and troubleshoot network and application performance issues, defend their
networks from DDoS and other cybersecurity attacks, and rapia dly find and isolate advanced network threats. Our solutions are
deployed by customers in one of four form factors: as integrated hardware and software appliance, as software only that is then
integrated into commercial off-tff he-shelf hardware, in a virtuat lized environment as software only, or as a SaaS solution. Our
solutions help our customers meet the increasing demands and an ever-changing technology landscape of IP networks, service,
applications, and cybersecurity threats. To further elevate our value proposition and address the near- and long-term needs of
customers and prospects, we have delivered majoa r product upgrades across our product lines by integrating key functionality
from acquired product lines, increasing the deployment flexibility of our solutions, and adding new featurt es and capabilities
that enable us to address a broader range of use cases. Our primary products can be categorized as follows:

Service Assurance Solutions for Networkrr Applpp icll atiott n Perforff marr nce, and Busineii ss Intelligence Analytll ictt s

• nGeniusONEOO Management Softwff are and Analytll ic Modules - Our nGeniusONE management software is used to
supporu t our service provider, enterprise, and government customers enabling them to predict, preempt, and resolve
network and service delivery problems while facilitating the optimization and capacity planning of their network
infrastructurt es. Additionally, we market a range of specialized platforms and analytic modules that can enable our
customers to analyze and troubleshoot traffiff c in radio access network and WiFi networks, as well as gain timely
insight into high-value services, applications and systems, and better understand the subsu criber's experience on the
network. nGeniusPULSE is an active testing tool that enables enterprises to identifyff infrastructurt e performance issues
and determine application availabia lity, reliabia lity, and performance. We also market our nGenius Business Analytics
solution, which enables service providers to quickly and effiff ciently analyze their network traffiff c to gain greater and
more timely insights into their subsu cribers, services, networks, and applications, as well as easily export our smart
data into their data lakes and into third-party analytic platforms.
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• Visiii bilitytt Products (Probes, Packet Flow Systyy ems and Tapsa )s - Our ISNG platform provides real-time collection and
analysis of information-rich, high-volume packet-flow data from across the network that is displayed through the
nGeniusONE Service Assurance Solution. The ISNG is an advanced passive network probe that can be deployed as a
traditional appliance with integrated hardware and software, as software-only for use in commercial-off-tff he-shelf
hardware or in virtuat lized or software only form factors. The virtuat lized form factor version of our intelligent data
source, which is marketed as vSTREAM, can be deployed to supporu t NFV environments as well as to cost-effectff ively
monitor application performance in traditional data center, private cloud, and public cloud environments. We also
provide comprehensive packet flow systems (also called network packet brokers or network visibility fabra ic
switches), that deliver targeted network traffiff c access to a range of monitoring and cybersecurity tools and systems,
including the nGeniusONE Service Assurance platform. Additionally, we market a suite of test access points (TAPs)
that enable full, non-disruptr ive access to network traffiff c with multiple link type and speed options.

Cybersecurityii Solutions

• DDoS Protection – We provide cybersecurity solutions that enable service providers and enterprises around the world
to protect their networks against DDoS attacks under the Arborr brand. Certain of our service provider customers
around the world also resell Arborr 's solutions as a managed DDoS service to their enterprise customers. Our portfolff io
of DDoS solutions offeff rs complete deployment flexibility spanning on-premise offeff rings and cloud-based capaa bia lities
to meet a broad array of customer needs, as well as specialized analytics and comprehensive threat intelligence
information. Our smart DDoS offeff rings for service providers include Arborr Sightline for DDoS visibility and threat
detection, Arborr Threat Mitigation System for removing DDoS attack traffiff c from the network without disruptrr ion to
key network services and Arborr Insight for advanced analytical and forensic information. Our smart DDoS offeff rings
for enterprises include Arborr Edge Defense, a perimeter-based appliance for identifyiff ng and blocking incoming DDoS
attacks and outboundt malicious communications, and Arborr Cloud, a global, cloud-based traffiff c scrubbiu ng service that
quickly removes DDoS attack traffiff c. We plan to further enhance and expand these capabilities in ways that will
enable greater adoption of our solutions by service provider and enterprise customers.

• Advadd nced Threat Detection – We hhave actiiv lelyy expa dndedd our enterprise cybersecurity offeff rings into the Network
Detection and Response (NDR) market to better leverage the investment that our enterprise customers have made in
our traditional service assurance solutions. By collecting network traffiff c via our probes, we can expand our value
proposition by providing specialized analytics for both service assurance and cybersecurity offeff rings. We continue to
advance solutions such as new packet forensic capaa bia lities, which includes Omnis Cyber Intelligence, designed
specifically for security operations teams. This solution also creates anomalous behavior analytics that security teams
can use to identifyff and investigate potential advanced network threats. Our Omnis suite of products is focused on
addressing cybersecurity use cases.

Integration with Third-Party Solutions

To have greater operational impact on assuring performance of applications and service delivery,rr we have integrated our
technology with third-party management consoles and business service management systems. This integration allows
organizations to receive alarms on impending performance problems and to link into the nGenius Service Assurance solution in
order to perform detailed problem analysis and troubleshooting. The third-party solution providers that we have integrated our
solutions with include Cisco Systems, Cisco Sourcefirff e, Citrix Systems, Dell Technologies, Hewlett-Packard Company, IBM
Tivoli, and VMWare. In addition, we have embedded NetScout Arborr DDoS mitigation capabilities on a blade within Cisco's
market-leading ASR9000 router and will continue to evaluate partnership opportunities to supporu t integration of its smart DDoS
capabilities into various third-party platforms.

Growth Strategy

The following are key elements in our growth strategy for fiscal year 2026:

• Drive Platfot rm Innovation - In order to supporu t our customers' near-term and longer-term requirements, we plan to
continue innovating by enhancing and expanding our product portfolff io as well as developing an integrated platform
to serve our customers combined service assurance and cybersecurity requirements. In particular, we continue to
invest in research and development, and leverage the strong technical and domain expertise across our organization.
Our engineering teams are focused on advancing technical innovation across our broad product portfolff io. By
capitalizing on our extensive experience with global enterprise, service provider and government organizations with
IP-based networks, we believe we remain well positioned to cross-leverage our technology development across all
majoa r platforms and relevant technologies to address the evolving demands of current and prospective customers.
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• Deliver Pervasive Visiii bility - By making our visibility products availabla e in multiple form factors, including as an
integrated appla iance, software that can be deployed with commercial off-tff he-shelf servers and as virtuat l appliances,
we believe that it is easier and more affoff rdable for customers to deploy our technology more broadly across their
hybrid network and IT infrastructurt es. By offeff ring more cost-effective instrumentation options, we are well
positioned to help existing and new customers gain greater visibility into more places across their end-to-end network
environments and address an even broader range of service assurance and cybersecurity use cases.

• Extension into Adjadd cent Marketkk stt - By enhancing and expanding our product portfolff io and driving product integration
via internal development and acquisitions, we have expanded our reach into complementaryrr adjad cent markets such as
application performance management, infrastrucr ture performance management, big data analytics, and cybersecurity.
We believe that this element of our strategy is integral to gaining access to larger budgets, increasing spending from
existing customers, attracting new customers, and increasing our total addressabla e market. In particular, we are
broadening our cybersecurity solutions beyond the DDoS market with enterprise security offeff rings such as Network
Detection and Response (NDR) that can help our customers extract more value from the network traffiff c that we are
already collecting to supporu t cybersecurity use cases.

• Fortify and Expandx Existing Customer Relationshipsi -We have an expansive, global customer base of service
providers and enterprises that have purchased our products in supporu t of majoa r technology and network initiatives
that they have implemented over the past decade. As a result, we believe we are well positioned to expand the scope
of many of these relationships as well as acquire new customer relationships as we identifyff new opportunities to
supporu t new network, cybersecurity, and broader technology projects.

• Expandx our Customer Base - The investments we have made over the past several years to expand our product
portfolff io and supporu t greater deployment flexibility also positions us to win new customers in establa ished geographic
markets where we can leverage our global direct sales organization and an extensive network of value-added resellers
and systems integrators.

• Increase Marketkk Relevance and Awareness - We plan to continue to implement marketing campaigns aimed at
generating high-quality sales opportunities with both current and prospective enterprise and service provider
customers, promoting thought leadership and building the NetScout brand.

• Extend our Technology Partnett r Alliance Ecosyss tem - We plan to continue to develop and fortifyff alliances with
complementaryrr solutions providers that can help us supporu t a larger, more global and more diverse customer base.
We also plan to continue to enhance our technology value, product capabilities and customer relevance through the
continued integration of our products into technology partner products.

• Pursue Strat tegie c Acquisiii tions - We have completed many acquisitions since our inception that have helped broaden
our capabilities, enhance our products and technologies, enable us to expand into adjad cent markets and better position
us to meet the needs of a larger base of customers and prospects.

• Imprm ove Cost Strutt cture and Drive Efficff iencies - We plan to balance our investments in key technology, product
development, sales and marketing, and other initiatives that will enable us to drive long-term profitaff bla e growth with
an ongoing focus on managing costs and driving effiff ciencies.

Support Services

Customer satisfactff ion is a key driver of our success. Our supporu t programs offeff r customers various levels of high-quality
supporu t services to assist in the deployment and use of our solutions. We have supporu t personnel strategically deployed across
the globe to deliver 24/7 supporu t to our customers. Certain supporu t services, such as on-site supporu t activities, are provided by
qualifieff d third-party supporu t partners. In addition, many of our certifieff d resellers provide Partner Enabled Supporu t to our end
users. This is especially prevalent in international locations where time zones and language, among other factors, make it more
effiff cient for end users to have the reseller provide initial supporu t functions. Our supporu t also includes updates to our software
and firmware at no additional charge, if and when such updates are developed and made generally availabla e to our commercial
customer base. If ordered, suppou rt commences upon fulfilff ment or expiration of the standard warranty for software. For
software, which also includes firmware, the standard warranty commences upon fulfilmeff nt and expires 60 to 90 days thereafter.
With regard to hardware, the standard warranty commences upon fulfilmeff nt and expires 60 days to 12 months thereafter. We
believe our warranties are consistent with commonly accepted industryrr standards. We expect to continue to provide supporu t
services for the acquired platforms under existing agreements and plan to explore opportunities to further simplifyff and
standardize our supporu t obligations over the coming years.
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Manufacff turing

Our manufacff turing operations consist primarily of final product assembly, configff uration, and testing. We purchase
components and subau ssemblies from supplu iers and construcrr t our hardware products in accordance with NetScout standard
specifications. We inspect, test and use process controls to ensure the quality and reliabia lity of our products. We maintain an
ISO 9001 quality systems registration, a certificff ation showing that our corporate procedurd es and manufactff urt ing facilities
comply with standards for quality assurance and process control. We also maintain an ISO 9001:2000 quality systems
registration, a certification showing that our corporate procedurd es comply with standards for continuous improvement and
customer satisfaction.

We generally use standard parts and components for our products, which can be sourced from various supplu iers. We
have generally been able to obtain adequate supplu ies of components in a timely manner from current supplu iers. While certain
components, such as computer network interface cards, are currently purchased from a single supplu ier, we have identified
alternate supplu iers that we believe can be qualifieff d relatively quickly to fulfillff our needs should an issue arise with the existing
supplu ier. We continue to monitor the impact of the war in Ukraine and the hostilities in the Middle East, global geopolitical
tension, and macroeconomic co dindi itions, as ew ll as other factors, on our supplu y chain. Although we have been able to manage
supplu y challenges in the past, there is no guarantee that we will be able to continue to manage these challenges without
significant impacts to our business if our supplu y chain becomes increasingly strained. Our reliance on single source supplu iers
and impacts on our supplu y chain are further described in Item 1A "Risk Factors."

We manufacff ture our products based upon near-term demand estimates resulting from sales forecasts and historical
fulfillmff ent information. However, since these forecasts have a high degree of variability because of factors that include time of
year, overall economic conditions and sales employee incentives, we believe it is pruder nt to maintain inventoryrr levels in
advance of receipt of firm orders to ensure that we have sufficff ient stock to satisfy incoming orders. The potential impacts of the
global and macroeconomic conditions and potential supplu y chain disruptr ions on our business are further described in Item 1A
"Risk Factors."

Sales and Marketing

Sales

We sell our products, supporu t and services through a direct sales force and an indirect reseller and distribution channel.

Our direct sales force generally uses a "high-touch" sales model that consists of face-to-face or virtuat l meetings with
customers to understand and identifyff their unique business challenges and requirements. Our sales teams translate our
customers' requirements into tailored business solutions that allow the customer to maximize the performance of its
infrastructurt e and service delivery environment. Due to the complexity of the systems and the capital expenditures involved,
our sales cycles typically take between three and twelve months. We build strategic relationships with our customers by
continually enhancing our solution to help them address their evolving service deliveryrr management challenges. In addition to
providing a comprehensive solution to meet these needs, we continually provide software enhancements to our customers as
part of their maintenance contracts with us. These enhancements are designed to provide additional and ongoing value to our
existing customers to promote loyalty and the expansion of their deployment of our products. Existing customer growth is also
driven by the expansion and changes in their networks as they add new infrastructurt e elements, new users, new locations, new
applications, experience increasing service traffiff c volumes or encounter incremental cyber threats.

We also maintain an indirect reseller and distribution channel. Sales to customers outside the United States are primarily
export sales through channel partners. Our channel partners assist us by improving our reach to customers, extending our
presence in new markets, and marketing and selling our products to a broad array of organizations globally. We sell through a
range of channel partners including value-added resellers, value-added distributors, resellers, and system integrators, to our
enterprise, service provider and government customers. Historically and currently, we have used indirect distribution channels
principally as intermediaries on contractuat l terms for customers with whom we do not have a contract. Our sales force meets
with end user customers to present our products and solutions, conduct demonstrations, provide evaluation equipment,
recommend detailed product solutions, develop product deployment designs and timelines, and assist in establa ishing financial
and other justificff ations for the proposed solution. During this selling process, a channel partner, who has contracts with both the
end customer and us, may be brought in to facilitate the transaction and to provide fulfillmeff nt services. In the case of
international channel partners, those services usually also include currency translation and supporu t. In the U.S., fulfilff lment
services are usually limited to invoicing and cash collection. Under this approach, we have limited dependence upon channel
partners for the majoa r elements of the selling process. In many cases, there are multiple channel partners with the required
contractuat l relationships, so dependence on any single channel partner is not significant.
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During the fiscal years ended March 31, 2025 and 2024, no direct customers or indirect channel partners accounted for
more than 10% of our total revenue. During the fiscal year ended March 31, 2023, one direct customer, Verizon, accounted for
more than 10% of our total revenue, while no indirect channel partners accounted for more than 10% of our total revenue.

Marketintt g

Our marketing organization drives our market research, strategy, product positioning and messaging, and produces and
manages a variety of programs such as customer forums, trade shows, industryrr events, advertising, public and analyst relations,
social media, direct mail, seminars and webinars, sales promotions and other online marketing programs. These programs are
focused on promoting the sale and acceptance of our solutions to further build the NetScout brand for our service assurance and
cybersecurity products within the marketplt ace.

Key elements of our marketing strategy focus on thought leadership, market positioning, market educd ation, go to market
strategies, reputation management, demand generation, and the acceleration of our strategic selling relationships with local and
global resellers, systems integrators, and our technology alliance partners. During fiscal year 2025, we continued to invest in the
promotion of the NetScout brand related to service assurance and cybersecurity products in their respective markets. We expect
to continue these initiatives during fiscal year 2026.

Research and Development

Our continued success depends significantly on our ability to anticipate and create solutions that will meet emerging
customer requirements. We work closely with our largest enterprise and service provider customers to better understand and
address their near-term and longer-term requirements. By better understanding the key, time-sensitive needs of our global
customer base, we believe our development programs will continue to result in enhanced products that are able to meet the
increasing challenges of an increasingly complex and dynamic global network environment.

We have invested significant financial resources and personnel into the development of our products and technology. Our
continued investment in research and development is crucrr ial to our business and our continued success in the market. We have
assembled a team of highly skilled engineers with expertise in various technologies associated with our business and the
technologies being deployed by our customers. We plan to continue to enhance and expand our product offeff rings and
capabilities in the near future while integrating key capabilities from acquired product lines as appropriate. As a result, we plan
to continue to invest and dedicate significant resources to our research and development activities for both our enterprise and
service provider customers.

We predominantly develop our products internally, with some limited third-party contracting. We have also acquired
developed technology through business acquisitions. To promote industryrr standards and manifest technology leadership, we
participate in and supporu t the activities and recommendations of industryrr standards bodies, and we also engage in close and
regular dialogue with our key customers and alliance partners. These activities provide early insight into the direction of
network and application performance requirements and the changing cybersecurity landscape that impacts current and emerging
technologies.

Seasonality

We have experienced, and expect to continue to experience, quarterly variations in our order bookings as a result of a
number of factors, including the length of the sales cycle, complexity of customer environments, new product introductions and
their market acceptance and seasonal factors affeff cted by customer projects and typical IT buying cycles. Due to these factors,
we historically have experienced stronger bookings during our fiscal third and fourth quarters than in our fiscal first and second
quarters.

Customers

We sell our products to enterprises, service providers and local, state, and federal governmental agencies with large-and
medium-sized high-speed IP computer networks. Our enterprise customers cover a wide variety of industries, such as financial
services, technology, manufacff turing, healthcare, utilities, educd ation, transportation and retail as well as government and
associated agencies. Our telecommunications service provider customer group includes mobile operators, wireline operators,
cable operators, internet service providers, and cloud providers.

Backlog

We produce our products on the basis of our forecast of near-term demand and maintain inventoryrr in advance of receipt
of firm orders from customers. We configff ure our products to customer specifications and generally deliver products shortly
afteff r receipt of the purchase order. Service engagements are also included in certain orders. Customers generally may
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reschedule or cancel unfulff filled orders with little or no penalty. Our total backlog at any particular time is not necessarily
indicative of future sales levels. Within total backlog, fulfillff able backlog includes what we consider to represent orders that are
generally availabla e to be delivered to customers as of the end of the reporting period. Deliveryrr of our fulfillaff bla e backlog
typically occurs early in the subsu equent quarter. However, deliveryrr may be delayed or accelerated due to various other reasons,
including but not limited to, changes in timing of customer projects and product deliveryrr schedules, which may not be within
our control. Our total combined product backlog at March 31, 2025 was $33.1 million compared to $6.8 million at March 31,
2024. Combined product backlog included fulfillaff bla e backlog of $25.1 million and $2.5 million at March 31, 2025 and 2024,
respectively. Total backlog includes orders that were received late in the quarter and radio frequency propagation modeling
projects, as well as multi-year enterprise license agreements. In some cases, we have begun these projects but have not yet hit
billabla e milestones. At March 31, 2025 and 2024, deferred revenue contained a gross balance of $8.3 million and $1.2 million,
respectively related to these radio frequency propagation modeling project orders.

Competition

We compete with many companies in the markets we serve. The service assurance market, including the infrastrucr ture,
network, and application performance management markets, is highly competitive, rapia dly evolving, and fragmented with
overlapping technologies and a wide range of competitors, both large and small, who may deliver certain elements of our
solution. Consequently, there are a number of companies who have greater name recognition and subsu tantially greater financial,
management, marketing, service, supporu t, technical, distribution and other resources than we do. Additionally, certain
competitors, either due to their size and resources or due to their technological strengths, may be able to respond more
effeff ctively than we can to new or changing opportunities, technologies, standards and customer requirements.

Principal competitive factors in our service assurance market include scalability; ability to address a large number of
applications, locations and users; product performance; the ability to easily deploy into existing network environments; the
ability to offeff r virtuat lized solutions; and the ability to administer and manage the solution.

While we face multiple competitors within the service assurance industry,rr we believe that we compete favorably on the
basis of the following factors:

• we provide a comprehensive service delivery management solution that is capable of addressing the needs of both
enterprise and service provider customers and can be scaled to meet the challenges of today's dynamic service
deliveryrr environments;

• we believe that our solutions provide supeu rior data and compete favorably on a broad range of metrics including the
ability to recognize and track a large number of applications;

• we believe our solutions possess the scalability to supporu t high and increasing levels of data and network traffiff c;

• our solutions look at both data and control plane traffiff c across an entire network; and

• our ASI technology is optimized to provide real-time information about service performance and real-time alerts to
emerging service problems whereas traditional solutions are inherently latent, supporu ting only forensic-trouble
shooting afteff r an issue has occurred.

In the enterprise market, our competitors include companies who provide network performance management, application
performance management, infrastructurt e performance management and other related solutions such as CA Technologies (a
Broadcom Inc. business), Cisco Systems, Dynatrace, Datadog, ExtraHop, IBM, Infovista, Viavi, Gigamon, New Relic,
Riverbed Technology, Splunk (a Cisco Systems business) and SolarWinds. In addition, we both compete with and partner with
large enterprise management vendors, such as HP and IBM, who offeff r performance management solutions. We also compete
with smaller, privately held competitors who ofteff n focus on specific vertical markets.

In the service provider market, we compete with traditional probe vendors, network equipment manufactff urt ers, big data
and analytics vendors, and virtuat lization vendors. These vendors include Anritsu, Cisco, Ericsson, EXFO, Huawei, IBM,
Infovista, Niksun, Elisa Polystar, Radcom, Splunk (a Cisco Systems business), Nokia and Viavi. We face additional
competitive threats from startupsu and new entrants that seek to offeff r innovative solutions in an industryrr characterized by rapia d
technological change.

In the cybersecurity market, we face a range of competitors, including those that may have greater name recognition and
subsu tantially greater financial, management, marketing, service, supporu t, technical, distribution and other resources than we do.
We believe that the scalability of our solutions, flexible deployment, and price-performance of our cybersecurity solutions
positions us well to compete against both larger network equipment and security companies and smaller niche security solutions
vendors.
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In the service provider DDoS solutions market, we compete under the NetScout Arborr brand with a broad range of
vendors including Radware, Akamai, F5 Networks, A10 Networks, Fortinet, Fastly, Cloudflaff re and Corero Network
Security. In the enterprise market for Network Detection and Response (NDR) solutions that utilize specialized threat analysis,
traffiff c analysis, and packet forensics to detect and raise alerts of advanced network threats, we compete under the NetScout
Omnis Cybersecurity brand with a range of vendors including Darktrace, Vectra Networks, Extrahop, Cisco, and other
specialist providers.

Our ability to sustain a competitive advantage depends on our ability to deliver continued technology innovation and
adapt to meet the evolving needs of our customers. Competitive factors in our industryrr are further described in Item 1A "Risk
Factors."

Intellectual Property Rights

We rely on patent, copyright, trademark, and trade secret laws and contract rights to establa ish and maintain our rights in
our technology and products. While our intellectuat l property rights are an important element in our success, our business does
not depend on any one particular patent, trademark, copyright, trade secret, license, or other intellectuat l property right.

We use contracts, statutt oryrr laws, domestic and foreign intellectuat l property registration processes, and international
intellectuat l property treaties to protect our intellectuat l property portfolff io and rights from infringement. From a contractuat l
perspective, we use license agreements and non-disclosure agreements to control the use of our intellectuat l property and protect
our trade secrets from unauthorized use and disclosure. In addition to license agreements, we rely on U.S. and international
copyright law to protect against unauthorized copying of software programs in the U.S. and abroad. We have obtained U.S. and
international trademark registrations to preserve and protect certain trademarks. We have also filed and obtained U.S. patents
and international counterpar rts to protect certain unique NetScout inventions from being unlawfully exploited by other parties.
However, there is no assurance that pending or future patent applications will be granted, that we will be able to obtain patents
covering all our products, or that we will be able to license, if needed, patents from other companies on favorable terms or at all.
Our proprietary rights are subju ect to other risks and uncertainties described under Item 1A "Risk Factors."

Human Capital Management

We strive to remain a team of entrepreneurs, with the agility of a start-up and the sophistication of a global technology
company. We believe that our culture is critical to our success and growth. Our Lean But Not Mean culture complements and
augments our technology, exceptional talent, and forward-thinking innovation. "Lean" decision-making enables early resolution
of tough choices and puts employees and the long-term success of the company first. We believe our commitment to our culture
and values, a diverse workforce, talent development, and health and safety, and providing competitive total rewards motivates
our employees around the world. Our Compensation Committee oversees our key human capital management strategies and
programs and shares oversight of health and safety matters with the Nominating and Corporate Governance Committee of the
Board of Directors.

Emplm oyll ees

At March 31, 2025, we had 2,123 employees worldwide – over 99% of whom were full time employees. Our employees
are in 35 countries with 62% of our employees located in the United States.

Culture & Values

We believe that our company culture is critical to our success and growth. Our culture complements and augments our
technology, exceptional talent, and forward-thinking innovation. As a result of our philosophy, we have pledged to be
considerate, loyal and appreciative of our employees while also enacting decision-making processes and business strategies that
result in effiff cient business outcomes.

We dedicate heightened attention to our mission as Guardians of the Connected World and this mission serves as a key
component in our employee engagement program. We continuously communicate our mission, values, and goals to all of our
global employees through town hall meetings that provide direct interaction with the CEO, and in-depth focus groups that
supporu t messaging from top executives. These meetings allow leaders to stay connected with all employees and ensure
everyonerr is equipped with the knowledge and tools to align their effoff rts with our vision, mission and goals. The Nominating
and Corporate Governance Committee oversees these effoff rts as part of its comprehensive review of environmental, social, and
governance (ESG) matters and the Compensation Committee oversees NetScout's human capital management as related to
culture and values as well.
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Commitmett nt to Workplrr acll e Culture
NetScout's commitment to workplk ace culture is important to our organizational excellence and complements our core

values of performing with integrity, compassion, collaboration, and innovation. We embrace and encourage our employees'
differences in age, color, disabia lity, ethnicity, family or marital statust , gender identity or expression, language, national origin,
physical and mental ability, political affiff liation, race, religion, sexual orientation, socio-economic statust , veteran statust , and
other characteristics that make our employees unique. Our ESG team includes members from multiple functional areas whose
activities are overseen by our executive ESG Steering Committee, to foster transparent, merit-based, and consistent processes in
employee engagement, onboarding, learning and development, policymaking, and career planning.

Talent Developmll ent

We invest in the ongoing development of our employees across the globe. As part of that program, we offeff r opportunities
to identifyff leaders and develop and supporu t all employees, including:

• Management and leadership development – to create leaders who provide direction, apply disciplined management
practices, collabora ate across functions, and understand the impact they have on others.

• Diversity management training – to supporu t an inclusive workplkk ace and foster consistent management practices across
the globe.

• Management talent assessment – to bring greater transparency and understanding of required skills and abilities as we
identifyff leaders at all levels.

Healthll and Safea ty Regue latory Compliance

Our Health and Safety (H&S) Council is responsible for H&S policy, managing and coordinating H&S regulatoryrr
compliance, and tracking goals and results. The H&S Council reports to senior executives and its results are reported to the
Nominating and Corporate Governance Committee of the Board of Directors.

Total Rewardsdd

We offeff r a competitive compensation and benefits package to attract, retain and motivate our employees. Our
compensation package includes market-competitive pay, cash and equity incentive compensation, an Employee Stock Purchase
Plan, retirement benefits, health benefits, paid time offff and leave benefits.

Environmental, Social and Governance

We are committed to making a positive impact on the lives of our employees, in our surrounding communities, and for
our customers and investors, and believe that effeff ctively managing ESG matters is an important part of creating long-term
value. As set out in its Charter, our Nominating and Corporate Governance Committee oversees our ESG program. The
Nominating and Corporate Governance Committee meets regularly and reviews and advises on ESG strategy and apprises the
full Board of Directors, which also considers our overall ESG program and strategy as well as its alignment with our mission.
The Audit Committee also regularly reviews ESG-related topics such as enterprise risk management, our anticorruptu ion
program, ethics and compliance issues, supplu y chain issues including human rights protections, and data privacy and security.
The Compensation Committee regularly reviews ESG-related topics such as talent development, human capital management,
compensation, and leadership training.

The ESG Steering Committee, under the strategic direction of the Chief Executive Offiff cer and chaired by our General
Counsel, who also serves as our Chief ESG Offiff cer, provides guidance and management oversight for the ESG program. The
Offiff ce of ESG, chaired by our General Counsel, acting in his role of Chief ESG Offiff cer, is responsible for the development and
implementation of the ESG program. With representation across key business functions, the mandate of the Offiff ce of ESG is to
consider our existing ESG effoff rts, understand stakeholder perspectives (including customers, investors, and employees among
others), identifyff areas for improvement that align with our business, and monitors and reports on the progress of our program to
hold ourselves accountable to our stakeholders and the broader community.

Our global ESG program aims to make a significant impact across various areas. We focus on reducing the environmental
footprt int of our operations and products. We promote a positive and engaged workplkk ace culture through our Lean But Not
Mean philosophy. We are committed to bridging the digital divide as Guardians of the Connected World. Additionally, we use
our cybersecurity expertise to help our customers achieve network resiliency.
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Government Regulation

As a company with global operations, we are subju ect to a variety of evolving regulatoryrr requirements in the countries in
which we operate or in which we offeff r our service assurance and cybersecurity solutions, including, among other things, data
privacy, AI, information security, export, antibribery, and other legal, regulatoryrr and compliance requirements. In the ordinary
course of business, we may collect, receive, use, store, generate, transferff , dispose of,ff transmit, share, and process (collectively,
"process") sensitive, proprietary, and confidff ential information, including personal information, business data, trade secrets,
intellectuat l property, and confidff ential third-party data (collectively, "sensitive data"). Accordingly, we may be subju ect to
numerous data privacy and security obligations, including federal, state, and local laws, regulations, industryrr standards,
guidance, and other obligations related to data privacy and security. Additionally, to the extent we collect personal information
from individuals outside of the United States, we are, or may become, subju ect to foreign data privacy and security laws, such as
the European Union's General Data Protection Regulation ("EU GDPR"). Foreign data privacy and security laws impose
significant and complex compliance obligations on entities that are subju ect to those laws.

We are also subju ect to global laws and regulations that govern or restrict our business and activities in certain countries
and with certain persons, including the U.S. Commerce Department's Export Administration Regulations and economic and
trade sanctions regulations maintained by the Offiff ce of Foreign Asset Control (OFAC), as well as anti-briberyrr and anti-
corruptu ion laws and regulations, including the U.S. Foreign Corrupr t Practices Act (FCPA) and the U.K. Briberyrr Act.

These laws are examples of the stringent and evolving regulatoryrr frameworks related to our business activities that may
increase our compliance obligations and exposure for any noncompliance. For more information on the potential impacts of
government regulations affeff cting our business, see "Risk Factors" included under Part I, Item 1A.

Corporate Information

Our corporate headquarters are located at 310 Littleton Road, Westforff d, Massachusetts, and our telephone number is
(978) 614-4000. We were incorporated in Delaware in 1984.

Our internet address is http://w// ww.NetScout.com. Our Annual Report on Form 10-K, Quarterly Reports on Form 10-Q,
Current Reports on Form 8-K and amendments to reports filed pursuant to Sections 13(a) and 15(d) of the Exchange Act, are
made availabla e free of charge on or through our website at ir.netscout.com as soon as reasonabla y practicable afteff r such reports
are filed with, or furnished to, the SEC. None of the information posted on our website is incorporated by reference into this
Report.

We webcast our earnings calls and certain events we participate in or host with members of the investment community.
They are made availabla e on our investor relations website at ir.netscout.com//investors/events-and-presentations/events-
calendar/default.aspx. Additionally, we provide notificff ations of news or announcements regarding our financial performance,
including SEC filings, investor events, press and earnings releases, as part of our investor relations website. The contents of
these sections of our investor relations website are not intended to be incorporated by reference into this report or in any other
report or document we file with the SEC.
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Itemtt 1A. Riskii Factortt s.rr

You should carefully consider the risks and uncertainties described below, together with the information included
elsewhere in this Annual Report and other documents we file with the SEC. The risks and uncertainties described below are
those that we have identifieff d as material but are not the only risks and uncertainties facing us. Our business is also subju ect to
general risks and uncertainties that affeff ct many other companies. Additional risks and uncertainties not currently known to us or
that we currently believe are immaterial may also impair our business, including our results of operations, liquidity, and
financial condition.

Because of the following factors, as well as other variables affeff cting our results of operations, past financial performance
may not be a reliabla e indicator of future performance, and historical trends should not be used to anticipate results or trends in
future periods.

Risks Related to Our Business and Industryy

Unfavorable and uncertain conditions in our industry, our customers' industries, the global economy, or
reductions in information technology spending, could limit our ability to grow or maintain our business and negatively
affeff ct our results of operations.

Unfavorable and uncertain conditions in the economy both in the United States and abroad, including conditions resulting
from financial and credit market fluctuations, high interest rates, inflation, bank failures, international trade policies (including
trade protection measures, such as tariffs, sanctions and other trade barriers), political turmoil, a shiftinff g regulatoryrr landscapea ,
changes in government spending patterns, natural catastrophes, outbrt eaks of contagious diseases, warfare, including in Ukraine,
and terrorist attacks on the United States, Europe, the Asia Pacific region or elsewhere, could cause a decrease in business
investments, including spending on information technology, and negatively affeff ct the growth of our business and our results of
operations. In addition, we serve certain industries that have historically been cyclical and have experienced periodic downturt ns
that have had a material adverse impact on demand for the products, software, and services that we offeff r. Many of our
customers are concentrated in certain industries, including financial services, public sector, healthcare, and the service provider
market. Furthermore, consolidation in certain industries may result in reduced overall spending on our products and solutions.
We cannot predict the timing, strength, or duration of any economic slowdown, instability, or recovery, generally or how any
such event may impact our business.

International trade policies, including trade protection measures such as tariffs, sanctions and trade barriers may
adversely affeff ct our business, financial condition, results of operations and prospects.

The recent announcements of new tariffs and restrictive trade policies have created a dynamic and unpredictabla e trade
landscapea , which may adversely impact our business. Although our current business model is not directly reliant on the import
or export of physical goods, trade policies may indirectly adversely impact our business and operations. In addition, many of
our customers operate businesses that may be impacted by trade policies, which may result in decreased demand for our
products and services or extended sales cycles as customers assess the impact of evolving trade policies on their operations and
face increased costs or decreased revenue due to tariffsff and trade restrictions.

Trade disputes, trade restrictions, tariffs, and other political tensions between the U.S. and other countries may also
exacerbar te unfavff orable macroeconomic conditions including inflationary pressures, foreign exchange volatility, financial
market instability, and economic recessions or downturt ns, which may also negatively impact customer demand for our services,
delay renewals or limit expansion opportunities with existing customers, limit our access to capital, or otherwise negatively
impact our business and operations. Ongoing tariff and macroeconomic uncertainty has and may continue to contribute to
volatility in the price of our common stock.

While we continue to monitor international trade developments, the ultimate impact of these risks remains uncertain and
any prolonged economic downturt n or escalation in trade tensions could materially and adversely affeff ct our business, results of
operations, financial condition and prospects. In addition, tariffsff and other trade developments have and may continue to
heighten the risks related to the other risk factors described elsewhere in this report.
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Potential product vulnerabilities or critical security defects, prioritization decisions regarding remedying
vulnerabilities or security defects, or customers not deploying security releases or deciding not to upgrade products,
services, or solutions could result in claims of liability against us, damage our reputation, or otherwise harm our
business.

The products and services we sell or license to customers, including our cloud-based solutions and our service offeff rings,
may contain vulnerabia lities or critical security defects which have not been identifieff d or remedied. We may also make
prioritization decisions in determining which vulnerabia lities or security defects to fix, and the timing of these fixes, which could
result in exploitation that compromises security.

Customers also sometimes need to test security releases before they can be deployed, which can delay implementation. In
addition, we rely on third-party providers of software and cloud-based services, and we cannot control the rate at which they
remedy vulnerabia lities. Customers may also not deploy a security release or decide not to upgrade to the latest versions of our
products or services leaving them vulnerabla e.

If our products contain material errors or quality issues, such issues may be costly to correct, revenue may be
delayed, we could be sued, and our reputation could be harmed.

Our products are inherently complex, and, despite our quality assurance processes and testing by our customers and us,
errors or quality issues may be found in our products afteff r commencement of commercial shipments, especially when products
are first introduced or when new versions are released. These errors may result from components supplu ied by third parties
incorporated into our products, which makes us dependent upon the cooperation and expertise of such third parties for the
diagnosis and correction of such errors. If errors are discovered, we may not be able to correct them in a timely manner or at all.
In addition, we may need to make significant expenditures to eliminate errors and failures. Material errors and failures in our
products could result in loss of or delay in market acceptance of our products and could damage our reputation. Regardless of
the source of these defects or errors, we may need to divert the attention of our engineering personnel from our product
development effoff rts to address the detection and correction of these errors and defects. If one or more of our products fail, a
customer may assert warranty and other contractuat l claims for subsu tantial damages against us. Our contracts with customers
contain provisions relating to warranty disclaimers and liabia lity limitations, which may not be upheld. Defending a lawsuit,
regardless of its merit, is costly and may divert management's attention and harm the market's perception of us and our
products. In addition, if our business liabia lity insurance coverage proves inadequate or future coverage is unavailabla e on
acceptabla e terms or at all, our business, operating results, and financial condition could be adversely impacted.

The occurrence or discovery of these types of errors or failures could have a material and adverse impact on our business,
operating results, and financial condition. Any such errors, defects, or security vulnerabia lities could also adversely affeff ct the
market's perception of our products and business.

If our information technology systems, or those of third parties with whom we work, or our data are or were
compromised, we could experience adverse consequences resulting from such compromise, including but not limited to
regulatory investigations or actions; litigation; fines and penalties; disruptions of our business operations; reputational
harm; loss of revenue or profitff s; and other adverse consequences.

Cyber-attacks, malicious internet-based activity, fraud, and similar activities threaten the confidff entiality, integrity, and
availabia lity of our sensitive, proprietary,rr and confidff ential information, including personal information, business data, trade
secrets, intellectuat l property, and confidff ential third-party data, and information technology systems, and those of the third
parties with whom we work. Such threats are prevalent and continue to rise, are increasingly difficult to detect, and come from
a variety of sources, including traditional computer "hackers," threat actors, "hacktivists" promoting certain causes, organized
criminal threat actors, personnel (such as through theftff or misuse or unintentional disclosure), sophisticated nation states, and
nation-state-supporu ted actors.

Increasingly, cyber-attacks are being used for geopolitical reasons and in conjunction with military conflicff ts and defense
activities to drive strategic advantages for nation states and their supporu ters. During times of war and other majoa r confliff cts, we
and the third parties with whom we work may be vulnerabla e to heightened risk of these attacks, including retaliatory cyber-
attacks that could materially disruptr our systems and operations, supplu y chain, and ability to produce, sell and distribute our
goods and services.

We and the third parties with whom we work are subju ect to a variety of evolving threats, including but not limited to
social-engineering attacks (including phishing attacks), malicious code (such as viruses and worms), malware (including
advanced persistent threat intrusrr ions), denial-of-service attacks, credential stuft fiff ng, credential harvesting, personnel misconduct
or human error, ransomware attacks, supplu y-chain attacks, software bugs, server malfuncff tions, software or hardware failures,
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loss of data or other information technology assets, telecommunications failures, and other similar threats, including attacks
enhanced or facilitated through the use of Artificff ial Intelligence ("AI"). Severe ransomware attacks are also prevalent and could
lead to significant interruptu ions in our operations, ability to provide our products or services, loss of sensitive data and income,
reputational harm, and diversion of funds for us and our customers.

In addition, some of our customers are subju ect to the EU's Digital Operational Resilience Act and similar UK regulatoryrr
requirements on operational resilience which may obligate such customers to impose contractuat l provisions on us, including
certain mandatory third-party risk management provisions. If we fail to materially comply with these contractuat l requirements,
we may be subju ect to investigations, audits or other adverse consequences.

Additionally, future or past business transactions could expose us to additional cybersecurity risks, as our systems could
be negatively affeff cted by vulnerabia lities present in acquired or integrated systems or technologies. Security issues not
previously discovered during due diligence may arise in such systems or technologies.

Our reliance on third parties could also introduce cybersecurity risks and vulnerabia lities, including supplu y-chain attacks,
and other threats to our business operations due to security incidents or other interruptu ions they experience. For example, we
rely on third parties and technologies to operate some of our business systems and process sensitive data in a variety of
contexts, including, without limitation, cloud-based infrastrucr ture, data center facilities, encryptrr ion and authentication
technology, employee email, content deliveryrr to customers, and other information systems. We also rely on third-party service
providers to provide other products, services, or parts to our customers. While we have instituted a third-party risk management
process that is designed to account for third party specificff risks, our ability to monitor these third parties' information security
practices is limited. Third parties may not sufficiently maintain their information security measures or may change them
without our knowledge or delay notificff ation to us in a timely manner. If the third parties we rely on are subju ect to a security
breach or otherwise suffer disruptr ions that affeff ct the services we use, the integrity and availabia lity of our internal information
could be compromised causing the loss of confidff ential or proprietary information, damage to our reputation, and economic loss.
In addition, supplu y-chain attacks have increased in frequency and severity, and we cannot guarantee that third parties'
infrastructurt e in our supplu y chain or the supplu y chains of third parties with whom we work have not been compromised. While
we may be entitled to damages if a third party with whom we work fails to satisfy their data privacy or security-related
obligations to us, we cannot be certain that our applicable contracts with these third parties will adequately limit our data
privacy or security-related liability to them or others, be sufficff ient to allow us to obtain indemnificff ation or recovery from them,
or be sufficient to cover all or any of our damages.

Although we have multiple and layered controls and security measures designed to prevent, detect and respond to
cyberattacks, experienced computer hackers are increasingly organized and sophisticated, and we cannot guarantee that our
security measures will be sufficient to protect against unauthorized access to our IT networks, software and systems. Malicious
attack effoff rts operate on a large-scale and sometimes offeff r targeted attacks as a paid-for service. In addition, the techniques
used to obtain access or sabota age networks change frequently, and we may be unabla e to anticipate such techniques, implement
adequate preventative measures, or detect and stop security breaches that may arise from such techniques. As a provider of
security solutions, we may be a more attractive target for such attacks. Other individuals or entities, including personnel or
vendors, may also intentionally or unintentionally provide unauthorized access to our IT environments.

While we take steps to detect, mitigate, and remediate vulnerabia lities in our information systems (such as hardware and/or
software), vulnerabia lities could be exploited and result in a security incident. We rely on third parties for vulnerabia lity reporting
including severity assessments that help prioritize patching. We may not, however, detect or remediate all such vulnerabia lities
including on a timely basis.

Any of the previously identifieff d or similar threats could cause a security incident or other interruptu ion that could result in
unauthorized, unlawful, or accidental acquisition, modification, destruction, loss alternation, encryptrr ion, disclosure of,ff or access
to our sensitive data or our information technology systems, or those of the third parties with whom we work. A security
incident or other interruptu ion could disruptr our ability (and that of third parties with whom we work) to provide our products
and services.

Applicable data privacy and security obligations may require us, or we may voluntarily choose, to notifyff relevant
stakeholders, including affeff cted individuals, customers, regulators and investors, of security incidents, or take other actions,
such as providing credit monitoring and identity theftff protection services. Such disclosures and related actions can be costly,
and the disclosure or the failure to comply with such applicable requirements could lead to adverse consequences.

If we, or a third party with whom we work, experience a security incident or are perceived to have experienced a security
incident, we may experience adverse consequences, such as government enforcement actions; additional reporting, disclosure,
notificff ation and/or oversight requirements; restrictions on processing sensitive data; litigation; indemnificff ation obligations;
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negative publicity; reputational harm; interruptu ions in our operations (including availabia lity of data); financial loss; and other
similar harms. Security incidents and attendant consequences may cause customers to stop using our services, deter new
customers from using our services, and negatively impact our ability to grow and operate our business.

Our contracts may not contain limitations of liabia lity, and even where they do, there can be no assurance that limitations
of liabia lity in our contracts are sufficient to protect us from liabilities, damages, or claims related to our data privacy and
security obligations. We cannot be sure that our insurance coverage will be adequate or sufficient to protect us from or to
mitigate liabia lities arising out of our privacy and security practices, that such coverage will continue to be availabla e on
commercially reasonabla e terms or at all, or that such coverage will pay future claims.

Our ability to quickly and successfulff ly recover from a disaster, public health crisis, or other business continuity
event could affeff ct our ability to deliver our products and negatively impact our business reputation.

The occurrence of a natural disaster, public health crisis, or an act of war or terrorism, or a decision or need to close any
of our facilities without adequate notice or time for making alternative arrangements could result in interruptu ions in the delivery
of our products and services. Our central business functions, including administration, human resources, finance services, legal,
development, manufacff turing and customer supporu t depend on the proper functioning of our computer, telecommunication and
other technology systems and operations, some of which are operated or hosted by third parties.

While we have business continuity programs in place, a disruptr ion or failure of systems or operations because of a
disaster, public health crisis or other business continuity event could cause data to be lost or otherwise delay our ability to
complete sales and provide products and services and provide the highest level of service to our customers. In addition, we
could have difficulty producing accurate financial statements on a timely basis, which could have an impact on our ability to
make timely disclosures and could adversely affeff ct the trading value of our stock. Although we endeavor to ensure there is
redundancy in these systems and that they are regularly backed-up,u there is no guarantee that data recovery in the event of a
disaster would be effeff ctive or occur in an effiff cient and timely manner. Our operations are dependent upon our ability to protect
our technology infrastructurt e against damage from business continuity events that could have a significant disruptr ive effeff ct on
our operations. We could experience material adverse interruptu ions to our operations or deliveryrr of services to our clients in a
disaster recovery scenario.

If we fail to introduce new products and solutions or enhance our existing products and solutions to keep up with
rapid technological change, demand for our products and solutions may decline.

The market for application and network performance management, service assurance, cybersecurity solutions, and
business intelligence is highly competitive and characterized by rapia d changes in technology, including AI, evolving industryrr
standards, changes in customer requirements, a current high level of and increasing competition, and frequent product
introductions and enhancements. Our success is dependent upon our ability to meet our customers' needs, which are driven by
changes in technologies, new application technologies, new security risks and the emergence of new industryrr standards. In
addition, new technologies may shorten the lifeff cycle for our products and solutions or could render our existing or planned
products and services less competitive or obsolete. We must address demand from our customers for advancements in our
products and services applications to supporu t our customers' growing needs and requirements in complex networks. To meet
this challenge and remain competitive in the market, we must introduce new enhancements and additional form factors to our
existing product lines and service offeff rings. If we are unabla e to develop, introduce and communicate new network and
application performance management and service assurance products, network security products, business intelligence products,
and solutions or enhancements to existing products in a timely and successfulff manner, this inability could have a material and
adverse impact on our business, operating results and financial condition.

As our success depends in part on our ability to develop product enhancements and new products and solutions that keep
pace with continuing changes in technology, cyber risk and customer preferff ences, we must devote significant resources to
research and development, development and introduction of new products and enhancements on a timely basis, and obtaining
market acceptance for our existing products and new products. We have introduced and intend to continue to introduce new
products and solutions, including ongoing migration to "softwff are as a service" as well as cybersecurity products. If the
introduction of these products and solutions is significantly delayed or if we are unsuccessfulff in bringing these products and
solutions to market, our business, operating results, and financial condition could be materially and adversely impacted. We are
developing and are already deploying a number of new products as well as enhancements to our existing products and offeff rings,
as well as additional software only solutions and products availabla e in multiple form factors for most of our existing solutions.

We must invest in research and development to remain competitive in our industry.rr However, there can be no assurances
that continued investment and increased research and development expenses will ultimately result in our maintaining or
increasing our market share, which could result in a decline in our operating results. The process of developing new solutions is
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complex and uncertain; we must commit significant resources to developing new services or featurt es without knowing whether
our investments will result in services or featurt es the market will accept. If our research and development expenses increase
without a corresponding increase in our revenues, it could have a material adverse effeff ct on our operating results. Also, we may
not be able to successfulff ly complete the development and market introduction of new products or product enhancements in a
timely manner. If we fail to develop and deploy new products and product enhancements on a timely basis, or if we fail to gain
market acceptance of our new products, our revenues will likely decline, and we may lose market share to our competitors.

Our reliance on sole source suppliers could adversely impact our business.

Specific components that are necessary for the hardware assembly of our instruments are obtained from separate sole
source supplu iers or a limited groupu of supplu iers, including some with operations in locations with geopolitical uncertainty.
These components include our network interface cards and proprietary hardware. Our reliance on sole or limited supplu iers
involves several risks, a lack of control over the manufactff urt ing process and inventoryrr management, potential inability to obtain
an adequate supplu y of required components, and the inability to exercise control over pricing, quality and timely deliveryrr of
components. For most of our producd ts, we do not have the internal manufactff urt ing capabilities to meet our customers' demands
so we rely on third parties to suppu lement our capabilities. It is our practice to mitigate these risks by partnering with key
supplu iers, including distributors, to establa ish a variety of supplu y continuity practices. These practices may include, among other
approaches, establa ishing buffeff r supplu y requiring supplu iers to maintain adequate stocks of materials and use-based and kanban
programs to set supplu y thresholds. We also maintain escrow arrangements for certain technologies. Where possible, we use
widely availabla e off-tff he-shelf hardware and work with large supplu iers with multiple factories in diverse geographies. However,
failure of supplu y, including because of a public health crisis, geopolitical conflicff ts, terrorism or war, tariffs and associated trade
wars, sanctions or embargoes, or failure to execute effeff ctively on any of our risk mitigation practices could result in our
inability to obtain adequate suppu ly or deliveries or to ship our products on a timely basis or at all. Moreover, if we are unabla e to
continue to acquire from these supplu iers on acceptabla e terms or should any of these supplu iers cease to supplu y us with
components for any reason, we may not be able to identifyff and integrate an alternative source of supplu y in a timely fashion or at
the same costs. Any transition to one or more alternate manufactff urt ers could result in significant delays, operational problems,
and increased costs, and may limit our ability to deliver our products to our customers on time for such transition period or, in
extreme circumstances, at all. These risks could damage relationships with our current and prospective customers, cause
shortfalff ls in expected revenue, and could materially and adversely impact our business, operating results and financial
condition.

Increased customer demands on our technical support services may adversely affeff ct our relationships with our
customers and our financial results.

We offeff r technical supporu t services with many of our products. Our customers depend on our supporu t organization to
resolve issues relating to our products deployed on their networks. A high level of supporu t is critical for continued relationships
with our customers. If we or our channel partners do not effeff ctively assist our customers in deploying our products, succeed in
helping our customers quickly resolve post-deployment issues, and provide effeff ctive ongoing supporu t, it could adversely affeff ct
our ability to sell our products to existing customers and could harm our reputation with existing and potential customers. Any
failure to maintain high quality supporu t and services could harm our operating results and reputation. Further, if customers
demand these services, and we cannot adequately meet their demand, or if we cannot realize revenues in connection with our
provision of services related to product supporu t, it could have a material and adverse impact on our financial condition and
results of operations.

The success of our business depends, in part, on the continued growth in the market for and the continued
commercial demand for service delivery, service assurance and network security solutions.

We derive nearly all our revenue from the sale of products and services that are designed to allow our customers to ensure
the deliveryrr of services through management of the performance and network security of applications across IP networks. We
have expanded our operations in the past through acquisitions and organic growth and may continue to expand them in the
future to gain share in the evolving markets in which we operate. Thereforff e, we must be able to predict the appropriate featurt es
and prices for future products to address the market, the optimal distribution strategy, and the future changes to the competitive
environment. For us to be successfulff , our potential customers must recognize the value of more sophisticated application
management and network security solutions, decide to invest in the management of their networked applications and adopt our
management solutions. Any failure of this market to continue to be viable would materially and adversely impact our business,
operating results, and financial condition. Additionally, businesses may choose to outsource the operations and management of
their networks to managed service providers. Our business may depend on our ability to continue to develop relationships with
these service providers and successfulff ly market our products to them.
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Failure to manage growth properly and to implement enhanced automated systems, including systems with AI,
could adversely impact our business.

The growth in size and complexity of our business and our customer base has been and will continue to be a challenge to
our management and operations. Additional growth will place significant demands on our management, infrastructurt e, and
other resources. To manage further growth effeff ctively, we must increase management depth and enhance succession planning.
It is also important to our continued success that we hire qualifieff d employees, properly train them and manage out poorly
performing personnel, all while maintaining our corporate culturt e and spirit of innovation. If we are not successfulff at these
effoff rts, our growth and operations could be adversely affeff cted, and we may not be able to achieve our near- and long-term
finff ancial or operational goals. We will also need to maintain and continually improve our financial and management controls,
reporting systems, and procedurd es as our business grows and evolves over time. If we are unabla e to manage our growth
effeff ctively, our costs, the quality of our products, the effeff ctiveness of our sales organization, our ability to attract and retain key
personnel, our business, our operating results and financial condition could be materially and adversely impacted. To manage
our growth effeff ctively, we may need to implement new or enhanced automated infrastructurt e technology and systems,
including systems with AI.

Any disruptr ions or ineffeff ctiveness relating to our systems implementations and enhancements could adversely affeff ct our
ability to process customer orders, ship products, provide services and supporu t to our customers, bill and track our customers,
fulfillff contractuat l obligations, and otherwise run our business.

As our business evolves, we must also expand and adapt our information technology (IT) and operational infrastructure.
Our business relies on our data systems, billing systems and other operational and financial reporting and control systems.
These systems have become increasingly complex due to the complexity of our business and acquisitions of new businesses
with different systems. To manage our technical supporu t infrastructurt e effeff ctively and improve our sales effiff ciency, we will
need to continue to upgrade and improve our data systems, billing systems, ordering processes, customer relationship
management systems, and other operational and financial systems, procedurd es and controls. These upgrades and improvements
may be difficult and costly, and they may require employees to dedicate a significant amount of time to implement. If we are
unabla e to adapt our systems and organization in a timely, effiff cient, and cost-effective manner to accommodate changing
circumstances, our business may be adversely affeff cted.

Our success depends, in part, on our ability to manage and leverage our distribution channels. Disruptions to, or
our failure to effeff ctively develop and manage, these partners and the processes and procedures that support them could
adversely affeff ct our ability to generate revenues from the sale of our products and services. Managing these distribution
channels and relationships requires experienced personnel, and lack of sufficient expertise could lead to a decrease in
sales of our products and services, which could cause our operating results to suffer.

Our future growth and success may require us to increase the number and use of our indirect sales effoff rts through our
distributors and channel partners and to leverage those relationships to expand these distribution channels and to develop new
indirect distribution channels to increase revenue. Our channel partners have no obligation to purchase any products from us.
Some of our distribution and channel partners also distribute and sell competitive products and services and the reduction in
sales of our products by these partners could materially reduce our revenues. In addition, they could internally develop products
that compete with our solutions or partner with our competitors and bundle or resell competitors' solutions, possibly at lower
prices. The potential inability to develop relationships with new partners in new markets, expand and manage our existing
partner relationships, the unwillingness of our partners to market and sell our products effeff ctively or the loss of existing
partnerships or experienced personnel could have a material and adverse impact on our business, operating results and financial
condition. Sales to customers outside the United States accounted for 43%, 43%, and 36% of our total revenue for the fiscal
years ended March 31, 2025, 2024 and 2023, respectively.

The need to develop such relationships can be particularly acute in areas outside of the U.S. Recruir ting and retaining
qualifieff d channel partners and training them in the use of our technology and services and ensuring that they comply with our
legal and policy requirements requires significant time and resources throughout the relationship. If we are unabla e to devote the
time necessary to retain and train such channel partners, our revenues could be negatively impacted.

Our business and operations, and the operations of our customers, partners, and/or suppliers, may be adversely
affeff cted by epidemics and pandemics.

We face risks related to epidemics, pandemics, and other outbrt eaks of communicable diseases that adversely affeff ct the
commercial activity, economies, financial markets, and communities in which we and our customers, supplu iers and other
business partners operate. An epidemic, pandemic, or other outbrt eak of communicable diseases poses the risk that we, our
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customers, supplu iers, and other business partners may be disruptr ed or prevented from conducting normal business activities for
certain periods of time, the durations of which are uncertain, and may otherwise experience significant impairment of business
activities. Our business continuity plans and processes may not anticipate or plan for everyrr potential risk scenario for the
outbrt eak of an epidemic or pandemic and our customers, supplu iers, and other business partners may not have similarly robust
continuity plans and processes in place.

In addition, we rely on third-party supplu iers and manufactff urt ers throughout the globe, which may be impacted by
epidemics or pandemics. Future epidemics or pandemics may result in the shutdown of certain businesses and the closure of
international borders, which may result in disruptr ions to our supplu y chain, including from temporaryrr closure of third-party
supplu ier and manufacff turer facilities, interruptu ions in product supplu y or restrictions on the export or shipment of our products, as
well as the import of products into countries in which we operate. These potential events could have an adverse effeff ct on our
revenues and operating results.

To the extent a future epidemic or pandemic adversely affeff cts our business and financial results, it may also have the
effeff ct of heightening many of the other risks described in this "Risk Factors" section, such as those relating to the estimates
made for our critical accounting policies, and the operation of internal controls over such estimates, as well as on our liquidity
and on our ability to satisfyff any indebtedness obligations and debt covenants.

Risks Related to Our Intellectual Propertyp y

Necessary licenses for third-party technology may not be available to us on commercially reasonable terms or at
all.

We currently, and will in the future, license technology from third parties that we use to produce or embed in our
products. While we have generally been able to license required third-party technology to date, third-party licenses required in
the future may not be availabla e to us on commercially reasonabla e terms or at all. If we are unabla e to obtain any necessary third-
party licenses, we would be required to redesign our product or obtain subsu titute technology, which may not perform as well, be
of lower quality or be more costly. The loss of these licenses or the inability to maintain any of them on commercially
acceptabla e terms could delay development of future products or the enhancement of existing products. We may also choose to
pay a premium price for such a license in certain circumstances where continuity of the licensed product would outweigh the
premium cost of the license. The unavailabia lity of these licenses or the necessity of agreeing to commercially unreasonabla e
terms for such licenses could materially adversely affeff ct our business, financial condition, operating results, and cash flows.

Our success depends on our ability to protect our intellectual property rights.

Our business is heavily dependent on our intellectual property. We rely upon a combination of patent, copyright,
trademark and trade secret laws and registrations and non-disclosure and other contractuat l and license arrangements to protect
our intellectuat l property rights. The reverse engineering, unauthorized copying, or other misappropriation of our intellectuat l
property, including intentionally or unintentionally through AI, could enable third parties to benefit from our technology
without compensating us or make claims on our intellectuat l property. Furthermore, the laws of some foreign jurisdictions do
not offeff r the same protections for our proprietary rights as the laws of the United States, and we may be subju ect to unauthorized
use of our products in those countries. Legal proceedings to enforce our intellectuat l property rights could be burdensome and
expensive and could involve a high degree of uncertainty. In addition, legal proceedings may divert management's attention
from growing our business. There can be no assurance that the steps we have taken to protect our intellectuat l property rights
will be adequate to deter misappra opriation or loss of proprietary information, or that we will be able to detect unauthorized use
by third parties and take appropriate steps to enforce our intellectuat l property rights. The unauthorized copying or use of our
products or proprietary information could result in reduced sales of our products and eventually harm our operating results.

Others may claim that we infringe on their intellectual property rights.

We have and may continue to be subju ect to claims by others, whether valid or not, that our products infringe on their
intellectuat l property rights, patents, copyrights, or trademarks. Further, intellectuat l property issues, such as ownership,
copyright, and patentability, have not been fully settled with respect to AI technology. These claims, whether valid or not, could
require us to spend significant sums in litigation, pay damages or royalties, delay product shipments, reengineer our products,
rename our products and rebuild name recognition or acquire licenses to such third-party intellectuat l property. We may not be
able to secure any required licenses on commercially reasonabla e terms or secure them at all, which could force our customers to
stop using our products, or in the case of resellers and others, stop selling our products. In some instances, we have defended
against specious patent infringement claims by non-practicing or patent assertion entities, which ultimately achieved successfulff
outcomes. In some cases, we have agreed to contract terms that indemnifyff our customers and partners if our products or
technology infringe or misappra opriate third party intellectual property rights; thereforff e, we could become involved in litigation
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or claims brought against our customers or partners if our products or technology are the subju ect of such allegations. Any of
these claims or resulting events could have a material and adverse impact on our business, operating results, and financial
condition.

Risks Related to Our Liquidity and Financial Conditionq y

Any current or future indebtedness may limit our operations and our use of our cash flow, and any failure to
comply with the covenants that apply to any indebtedness could adversely affeff ct our liquidity and financial condition.

We are party to a Third Amended and Restated Credit Agreement, which provides for a five-year $600.0 million senior
secured revolving credit facility, including a letter of credit sub-u facility of up to $75.0 million. We may elect to use the new
credit facility for working capital purposr es (including to finance the repurchase of common stock). The commitments under the
Third Amended and Restated Credit Agreement will expire on October 4, 2029, and any outstanding loans will be due on that
date. As of the date of this report, we did not have any amounts outstanding under the Third Amended and Restated Credit
Agreement. Our debt level can have negative consequences, including exposing us to future interest rate risk. We may incur
significantly more debt in the future, and there can be no assurance that our cost of funding will not subsu tantially increase. Our
current revolving credit facility also imposes certain restrictions on us; for a more detailed description please refer to
"Management's Discussion and Analysis of Financial Condition and Results of Operations." Upon an event of default, for
example, the administrative agent, with the consent of,ff or at the request of,ff the holders of more than 50% in principal amount of
the loans and commitments, may terminate the commitments and accelerate the maturity of the loans outstanding and enforce
certain other remedies under the Third Amended and Restated Credit Agreement and other loan documents, which would
adversely affeff ct our liquidity and financial condition. If we take on additional indebtedness, the risks described above could
increase.

Any failure to meet our debt obligations could damage our business.

Our ability to meet our obligations under the Third Amended and Restated Credit Agreement will depend on market
conditions and our future performance, which is subju ect to economic, financial, competitive, and other factors beyond our
control. If we are unabla e to remain profitaff bla e, or if we use more cash than we generate in the future, our level of indebtedness at
such time could adversely affeff ct our operations by limiting or prohibiting our ability to obtain financing for additional capia tal
expenditures, acquisitions and general corporate purposr es. In addition, if we are unabla e to make payments as required under the
Third Amended and Restated Credit Agreement, we would be in default under the terms of the loans, which could seriously
harm our business. If we incur significantly more debt, this could intensifyff the risks described above.

We may fail to secure necessary additional financing.

Our future success may depend in part on our ability to obtain additional financing to supporu t our continued growth and
operations and any downgrades in our credit rating could affeff ct our ability to obtain additional financing in the future or may
affeff ct the terms of any such financing. If our existing sources of liquidity are insufficient to satisfy our operating requirements,
we may need to seek to raise capia tal by one or more of the following:

• issuing additional common stock or other equity instruments;
• acquiring additional bank debt;
• issuing debt securities; or
• obtaining lease financings.

However, we may not be able to obtain additional capital when we want or need it, or capital may not be availabla e on
satisfactoryrr terms, including in light of current macroeconomic conditions, such as heightened inflation and increasing interest
rates, stock price volatility, and the risk of a potential recession. Furthermore, any additional capital may have terms that
adversely affeff ct our business, such as new financial or operating covenants, or that may result in dilution to our stockholders.

We expect that existing cash, cash equivalents, marketable securities, cash provided from operations and our bank credit
facilities will be sufficient to meet ongoing cash requirements. However, our failure to generate sufficient cash as our debt
becomes due or to renew credit lines prior to their expiration could materially adversely affeff ct our business, financial condition,
operating results, and cash flows.
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Other Risks Related to Our Business

The failure to recruit and retain qualifieff d personnel and plan for and manage the succession of key executives
could hinder our ability to successfulff ly manage our business, which could have a material adverse effeff ct on our financial
position and operating results.

We operate in global markets where there is intense competition for experienced personnel. We depend on our ability to
identify,ff recruir t, hire, train, develop and retain qualified and effeff ctive profesff sionals and to attract and retain talent needed to
execute our business strategy. Our future success depends in large part upon our ability to attract, train, motivate and retain
highly skilled employees, particularly executives, sales and marketing personnel, software engineers, and technical supporu t
personnel. The complexity of our products, software systems and services require highly trained profesff sionals. The labora
market for these individuals has historically been very competitive due to the limited number of people availabla e with the
necessary technical skills and understanding. If we are unabla e to attract and retain the highly skilled technical personnel that are
integral to our sales, marketing, product development and technical supporu t teams, the rate at which we can generate sales and
develop new products or product enhancements may be limited. This inability could have a material and adverse impact on our
business, operating results, and financial condition.

In addition, we must maintain the size of our sales force to supporu t our direct sales and indirect sales channels. Because
our products are very technical, salespeople require a comparatively long period of time to become productive, typically three
to twelve months. This lag in productivity, as well as the challenge of attracting qualifieff d candidates, may make it difficult to
maintain our sales force. If we are unabla e to maintain our sales capability, our business, operating results and financial
condition could be materially and adversely impacted.

Loss of key personnel or a failure of our succession plan could adversely impact our business. Our future success depends
to a significant degree on the skills, experience and effoff rts of Anil Singhal, our President, Chief Executive Offiff cer, and co-
founder, and our other key executive offiff cers and senior managers to work effeff ctively as a team. Effeff ctive succession planning
is also important for our long-term success. For example, on May 8, 2025, we announced the retirements from their roles of Ms.
Bua, our Chief Financial Offiff cer, and Mr. Szabados, our Chief Operating Offiff cer, each to be effeff ctive May 31, 2025, and the
appointments of Mr. Piazza as our new Chief Financial Offiff cer and Mr. Munshi as our new Chief Operating Offiff cer, each to be
effeff ctive on June 1, 2025. Failure to ensure effeff ctive transferff s of knowledge and smooth transitions involving key employees
could hinder our strategic planning and execution. The loss of one or more of our key personnel could have a material and
adverse impact on our business, operating results, and financial condition. We must, thereforff e, continuously plan for and
manage the succession of key executives due to retirement, illness, or competitive offeff rs.

Our business is subject to evolving ESG laws, regulations and expectations that could expose us to numerous risks,
including risks to our reputation, business, financial perforff mance and growth.

We and our supplu iers are subju ect to, and may become subju ect to, evolving laws and regulations pertaining to identifying,
measuring, and reporting ESG matters. In addition, regulators, customers, investors, employees and other stakeholders remain
focused on ESG matters and related disclosures. These changing rules, regulations and stakeholder expectations have resulted
in, and are likely to continue to result in, expense and management time and attention spent complying with or meeting such
regulations and expectations. We also communicate certain ESG initiatives and goals in our public disclosures. Statements
about our ESG initiatives and goals, and progress against those goals, may be based on standards for measuring progress that
are still developing, internal controls and processes that continue to evolve, and assumptions that are subju ect to change in the
future. If our ESG-related data, processes and reporting are incomplete or inaccurate, or if we fail or are perceived to have
failed to achieve progress with respect to our ESG goals on a timely basis, or at all, our reputation, business, financial
performance and growth could be adversely affeff cted. However, the lack of harmonization in the ESG legal and regulatoryrr
landscapea across the jurisdictions in which we operate may subju ect us to enhanced compliance risks and costs. In the U.S.,
effoff rts targeting diversity, equity, and inclusion programs and ESG effoff rts whether through legislation, policies, investigations,
litigation, and regulatory scrutiny could result in the Company facing additional obligations, becoming the subju ect of
investigations or enforcement actions, or sustaining reputational harm.

We may not successfulff ly complete acquisitions or integrate acquisitions we do make, which could impair our
ability to compete and could harm our operating results.

We may choose to acquire complementaryrr businesses, products, or technologies to remain competitive or expand our
business. We investigate and evaluate potential acquisitions of complementaryrr businesses, products, and technologies in the
ordinary course of business. We may compete for acquisition opportunities with entities having significantly greater resources
than we have. As a result, we may not succeed in acquiring some or all businesses, products, or technologies that we seek to
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acquire. Our inability to effeff ctively consummate acquisitions on favorable terms could significantly impact our ability to
compete effeff ctively in our targeted markets and could negatively affeff ct our results of operations.

Acquisitions that we do complete could adversely impact our business. The potential adverse consequences from
acquisitions include:

• the potentially dilutive issuance of common stock or other equity instruments;
• the incurrence of debt and amortization expenses related to acquired intangible assets;
• the potential litigation or other liabilities or claims or regulatoryrr actions in connection with an acquisition;
• the incurrence of significant costs and expenses to complete the acquisition and integrate the acquired business; and
• the potentially negative impact of poor performance of an acquisition on our earnings per share.

Acquisition transactions also involve numerous business risks. These risks from acquisitions include:

• diffiff culties in assimilating the acquired operations, technologies, personnel and products;
• difficulties in assimilating diverse financial reporting and management information systems as well as differing

ordering processes and customer relationship management systems;
• use of cash to pay for acquisitions that may limit other potential uses of our cash, including stock repurchases and

repayment of outstanding indebtedness;
• substantial accounting charges for restructurt ing and related expenses, write-off of in-process research and

development, impairment of goodwill, amortization or impairment of intangible assets and share-based compensation
expense;

• the potential loss of key employees, customers, distributors or supplu iers; and
• the inability to generate sufficient revenue to offsff et acquisition or investment costs.

If we are not able to successfulff ly manage these issues, the anticipated benefits and effiff ciencies of the acquisitions may
not be realized fully or at all, or may take longer to realize than expected, and our ability to compete, our revenue and gross
margins and our results of operations may be adversely affeff cted.

We face significff ant competition from other technology companies.

The service assurance, application performance management, network security, cybersecurity and business intelligence
markets are highly competitive, rapia dly evolving, and fragmented markets that have overlapping technologies and competitors,
both large and small, and we expect increasing competition on solutions offeff rings and pricing. We believe customers make
service management system, network security, cybersecurity and business intelligence purchasing decisions based primarily
upon the following factors:

• product and service performance, functionality and price;
• timeliness of new product and service introductions;
• network capaa city;
• ease of installation, integration, and use;
• customer service and technical supporu t;
• name and reputation of vendor;
• quality and value of the product and services; and
• alliances with industryrr partners.

We compete with a large and growing number of providers of service assurance, application performance management
solutions, network security offeff rings and network traffiff c analyzers and probes, as well as with providers of business intelligence
services. In addition, leading network equipment, network security and service assurance and application technology vendors
offeff r their own management solutions, including products which they license from other competitors. Some of our current and
potential competitors have greater name recognition and subsu tantially greater financial, management, marketing, service,
supporu t, technical, distribution and other resources than we do. Other competitors may take greater advantage of emerging new
technologies and applications to compete with us. In addition, some of our customers develop their own in-house solutions to
meet their technological needs. Further, in recent years some of our competitors have been acquired by larger companies that
are seeking to enter or expand in the markets in which we operate. We expect this trend to continue as companies attempt to
strengthen or maintain their market positions in an evolving industry.rr Thereforff e, given their larger size and greater resources,
our competitors may be able to respond more effeff ctively than we can to new or changing opportunities, technologies, standards
and customer requirements, including by lowering prices to attract our customers, and may be less dependent on key industryrr
events to generate sales for their products.
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As a result of the competitive factors highlighted in this section and in other risk factors, including the introducd tion of
disruptr ive technologies, we may not be able to compete effeff ctively with our current or future competitors. If we are unabla e to
anticipate or react to these competitive challenges or if existing or new competitors gain market share in any of our markets, our
competitive position could weaken and we could experience a decline in our sales that could adversely affeff ct our business and
operating results. This competition could result in increased pricing pressure, reduced profitff margins, increased sales and
marketing expenses, and failure to increase, or the loss of market share, any of which would likely have a material and adverse
impact on our business, operating results and financial condition.

Uncertainties of regulation of the Internet and data traveling over the Internet or over the use of AI and evolving
technologies could have a material and adverse impact on our financial condition and results of operations.

We could be materially adversely affeff cted by increased regulation of the Internet and Internet commerce in any country
where we operate, as well as access to or commerce conducted on the Internet. Further, governments may change or increase
regulation or restriction of sales, licensing, distribution, and exporting or importing of certain technologies to certain countries.
The adoption of additional regulation of the Internet and Internet commerce could decrease demand for our products, and, at the
same time, increase the cost of selling our products, which could have a material and adverse effeff ct on our financial condition
and results of operations. Failure to comply with governmental laws and regulations related to evolving technologies, such as
AI, could harm our business. Our business is subju ect to regulation by various federal, state, local and foreign governments. In
certain jurisdictions, these regulatoryrr requirements may be more stringent than those in the United States. These laws and
regulations may also impact our innovation and business drivers in developing or using new and emerging technologies,
including those related to AI and machine learning. Noncompliance with applicable regulations or requirements could subju ect
us to investigations, sanctions, enforcement actions, lost profitff s, fines, damages, civil and criminal penalties, injun nctions or
other consequences. If any governmental sanctions are imposed, or if we do not prevail in any possible civil or criminal
litigation, our business, reputation, results of operations, and financial condition could be materially adversely affeff cted. In
addition, responding to any action will likely result in a significant diversion of management’s attention and resources.

We are subject to stringent and evolving U.S. state, local, and federal, and foreign laws, regulations and rules,
contractual obligations, industry standards, policies, and other obligations related to data privacy and security. Our
actual, or perceived failure to comply with such obligations (or such failure by the third parties with whom we work)
could lead to regulatory investigations or actions; litigation; fines and penalties; disruptions of our business, results of
operations; reputational harm; loss of revenue or profitff s; and other adverse business consequences.

Our data processing activities subju ect us to numerous data privacy and security obligations, such as various laws,
regulations, guidance, industryrr standards, external and internal privacy and security policies, contractuat l requirements, and
other obligations relating to data privacy and security. The regulatoryrr framework for data privacy and security issues worldwide
has and will continue to evolve, and as a result, legal requirements and enforcement practices are likely to continue to impact
business requirements regarding the processing of sensitive data. In many jurisdictions, enforcement activities and
consequences for noncompliance are rising.

In the United States, federal, state, and local governments have enacted and are continuing to enact numerous data
privacy and security laws, including data breach notificff ation laws, personal information privacy laws, consumer protection
laws, and other similar laws. Furthermore, under various privacy laws and other obligations, we may be required to obtain
certain consents to process personal information. Our inability or failure to do so could result in adverse consequences.

In the past few years, numerous U.S. states have enacted comprehensive data privacy and security laws that impose
certain obligations on covered businesses, including providing specificff disclosures in privacy notices and affoff rding residents
with certain rights concerning their personal information, such as the right to access, correct, or delete certain personal
information. As applicable, the exercise of these rights may impact our business and ability to provide our products and
services. These state laws allow for statutt oryrr fines for noncompliance. For example, the Califorff nia Consumer Privacy Act of
2018, applies to personal information of consumers, business representatives, and employees who are Califorff nia residents and
provides for fines for intentional violations and allows private litigants affeff cted by certain data breaches to recover significant
statutt oryrr damages. These developments may further complicate compliance effoff rts and increase legal risk and compliance
costs for us and the third parties with whom we work.

Outside the United States, a number of laws, regulations, and industryrr standards also govern data privacy and security.
These and other obligations may be subju ect to differing applications and interpretations, which may be inconsistent or conflicff t
among jurisdictions. For example, the EU GDPR, the United Kingdom's GDPR and similar laws in other countries impose strict
requirements for processing personal information. Preparing for and complying with these obligations requires us to devote
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considerable resources and may necessitate changes to our services, information technologies, systems, and practices and to
those of any third parties that process personal information on our behalf.ff

In addition, we may be unabla e to transferff personal information from Europe and other jurisdictions to the United States or
other countries due to data localization requirements or limitations on cross-border data transferff s. In particular, the European
Economic Area ("EEA") and the United Kingdom ("UK") have significantly restricted the transferff of personal information to
the United States and other countries. Other jurisdictions may adopt similarly stringent interpretations of their data localization
and cross-border data transferff laws. Although there are currently various legal mechanisms availabla e to transferff personal
information from Europe to other countries, including the United States, such as the EEA's standard contractuat l clauses, the
UK's International Data Transferff Agreement/Addendum and the EU-U.S. Data Privacy Framework and the UK extension
thereto (which allows for transferff s to relevant U.S.-based organizations who self-cff ertifyff compliance and participate in the
Framework), these mechanisms are subju ect to legal challenges, and there is no assurance that we can satisfy or rely on these
measures to lawfulff ly transferff personal information to the United States. If there is no lawfulff manner for us to transferff personal
information from Europe or other jurisdictions to the United States, or if the requirements for a legally-compliant transferff are
too onerous, we could face significant adverse consequences, including the interruptu ion or degradation of our operations, the
need to relocate part of or all of our data processing activities to other jurisdictions at significant expense, increased exposure to
regulatoryrr actions, fines and penalties, the inability to transferff data and work with resellers, vendors and other third parties, and
injun nctions against our processing or transferff ring of personal information necessary to operate our business.

In addition to data privacy and security laws, we are also bound by contractuat l obligations related to data privacy and
security, and our effoff rts to comply with such obligations may not be successfulff .

We publish policies, marketing materials and other statements regarding our data privacy and security compliance
activities. Regulators in the United States are increasingly scrutinizing these statements, and if these policies, materials or
statements are found to be inaccurate, misleading, or incomplete we may be subju ect to investigation, enforcement actions by
regulators, or other adverse consequences.

We may at times fail, or be perceived to have failed, in our effoff rts to comply with our data privacy and security
obligations. Moreover, despite our effoff rts, our personnel or third parties with whom we work may fail to comply with such
obligations, which could negatively impact our business operations. If we or the third parties with whom we work fail, or are
perceived to have failed, to address or comply with applicable data privacy and security obligations, we could face significant
consequences, including but not limited to: government enforcement actions; litigation; additional reporting requirements and/
or oversight; bans on processing personal information; and orders to destroy or not use personal information. Any of these
events could have a material adverse effeff ct on our reputation, business, or financial condition, including but not limited to, loss
of customers, inability to process personal information or to operate in certain jurisdictions, limited ability to develop or
commercialize our products, expenditure of time and resources to defend any claim or inquiry, adverse publicity, or subsu tantial
changes to our business model or operations.

If we violate the U.S. Foreign Corrupt Practices Act or applicable anti-bribery laws in other countries, or if we fail
to comply with U.S. export controls and government contracting laws, our business could be harmed.

A material portion of our revenue is derived from international sales. We must comply with foreign and U.S. laws and
regulations, such as the U.S. Foreign Corruptu Practices Act, the U.K. Briberyrr Act, and other local laws prohibiting corruprr t
payments to government offiff cials and others, as well as anti-competition regulations.

The U.S. Foreign Corruptu Practices Act (FCPA) prohibits U.S. companies and their intermediaries from making corruprr t
payments to foreign offiff cials for the purposr e of obtaining or keeping business or otherwise obtaining favorable treatment and
requires companies to maintain appropriate record-keeping and internal accounting practices to accurately reflect the
transactions of the company. Under the FCPA, U.S. companies may be held liabla e for actions taken by agents or local partners
or representatives. In addition, regulators may seek to hold us liabla e for successor liabia lity FCPA violations committed by
companies which we acquire. We are also subju ect to the U.K. Briberyrr Act and may be subju ect to anti-corruptu ion laws of other
countries in which we do business.

In addition to anti-bribery and anti-corruptu ion laws, we are also subju ect to the export and re-export control laws of the
U.S., including the U.S. Export Administration Regulations (EAR) and the Offiff ce of Foreign Asset Control (OFAC), as well as
to U.S. and state and local government contracting laws, complex procurement rules and regulations, and may be subju ect to
government contracting laws of other countries in which we do business. If we or our distributors, resellers, agents, or other
intermediaries fail to comply with the FCPA, the EAR, OFAC, or U.S. or state and local government contracting laws, or the
anti-corruptu ion, export or governmental contracting laws of other countries, governmental authorities in the U.S. or other
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countries could seek to impose civil and/or criminal penalties, which could have a material adverse effeff ct on our business,
results of operations, financial conditions and cash flows. Violations of these laws and regulations could result in fines and
penalties, criminal sanctions, restrictions on our business conduct including suspension or debarment from future government
business, and on our ability to offeff r our products and services in one or more countries. Such violations could also adversely
affeff ct our reputation with existing and prospective customers, which could negatively impact our operating results and growth
prospects.

General Risk Factors

Our actual operating results may differ significff antly from our guidance.

We generally release guidance regarding our future performance on our quarterly earnings conferff ence calls, quarterly
earnings releases, and otherwise. Such guidance, which includes forward-looking statements, reflects our management’s
estimates as of the date of release and is based on projections prepared by our management. We may also decide not to release,
or to defer, issuing guidance, where such guidance might not be appropriate or when we do not have sufficient visibility or
clarity to issue such guidance. In those situations, we expect to communicate our reasons for not releasing or deferring release
of guidance.

Projections are based upon a number of assumptions and estimates that, while presented with numerical specificff ity, are
inherently subju ect to significant business, economic and competitive uncertainties and contingencies, many of which are beyond
our control and are based upon specific assumptions with respect to future business decisions, some of which will change. The
principal reason that we release guidance is to provide a basis for our management to discuss our business outlook with analysts
and investors. We are not responsible for any projections or reports published by any such analysts or investors.

Guidance is necessarily speculative in nature, and it can be expected that some or all of the assumptions underlying the
guidance furnished by us will not materialize or will vary significantly from actuat l results. Accordingly, our guidance is only an
estimate of what management believes is realizable as of the date of release. Actual results may vary from our guidance and the
variations may be material. In light of the foregoing, investors are urged not to rely solely upon our guidance in making an
investment decision regarding our common stock.

Any failure to successfulff ly implement or execute our operating strategy or the occurrence of any of the events or
circumstances set forth in this "Risk Factors" section in this report could result in the actuat l operating results being different
from our guidance, and the differences may be adverse and material.

Our effeff ctive tax rate may fluctuate, which could increase our income tax expense and reduce our net income.

Our effeff ctive tax rate or the taxes we owe could be adversely affeff cted by several factors, many of which are outside of
our control, including:

• changes in the relative proportions of revenues and income before taxes in the various jurisdictions in which we
operate that have differing statutt oryrr tax rates;

• changing tax laws, regulations, and interpretations in multiple jurisdictions in which we operate as well as the
requirements of certain tax rulings;

• changes in the research and development tax credit laws;
• earnings being lower than anticipated in jurisdictions where we have lower statutt oryrr rates and being higher than

anticipated in jurisdictions where we have higher statutt oryrr rates;
• the valuation of generated and acquired deferred tax assets and the related valuation allowance on these assets;
• transfer pricing adjud stments;
• the tax effeff cts of purchase accounting for acquisitions and restructurt ing charges that may cause fluctuations between

reporting periods; and
• tax assessments or any related tax interest or penalties that could significantly affeff ct our income tax expense for the

period in which the settlements take place.

We are subju ect to income taxes in the United States and in numerous foreign jurisdictions. From time to time, we may
receive notices that a tax authority in a particular jurisdiction believes that we owe a greater amount of tax than we have
reported to such authority. While we regularly assess the likelihood of adverse outcomes from such examinations and the
adequacy of our provision for income taxes, there can be no assurance that such provision is sufficient and that a determination
by a tax authority will not have an adverse effeff ct on our results of operations. An adverse change in our effeff ctive tax rate could
have a material and adverse effeff ct on our financial condition and results of operations and the price of our common stock could
decline if our financial results are materially affeff cted by an adverse change in our effeff ctive tax rate.
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We may be impacted by changes in taxation, trade, tariffs, and other regulatory requirements.

We are subju ect to income tax in local, national, and international jurisdictions. In addition, our products are subju ect to
import and excise duties and/or sales or value-added taxes ("VAT") in many jurisdictions. We are also subju ect to the
examination of our tax returns and other tax matters by the Internal Revenue Service and other tax authorities and governmental
bodies. We regularly assess the likelihood of an adverse outcome resulting from these examinations to determine the adequacy
of our provision for taxes. Additionally, changes in or the improper application of import and excise duties and or sales taxes or
VAT may negatively impact our operating results. There can be no assurance as to the outcome of these examinations.
Fluctuations in tax rates and duties, changes in tax legislation or regulation or adverse outcomes of these examinations could
have a material adverse effeff ct on our results of operations, financial condition, and cash flows.

There is increased uncertainty with respect to tax policy, continuing trade agreements, and trade relations between the
U.S. and other countries. Majoa r developments in tax policy or trade relations, such as the imposition of unilateral or retaliatory
tariffs or international sanctions on imported products, could have a material adverse effeff ct on our results of operations,
financial condition, and cash flows.

Foreign currency exchange rates may adversely affeff ct our financial statements.

A material portion of our revenue is derived from international operations. Our consolidated financial results are reported
in U.S. dollars. Most of the revenue and expenses of our foreign subsu idiaries are denominated in local currencies. Given that
cash is typically received over an extended period of time for many of our license and supporu t agreements and given that a
material portion of our revenue is generated outside of the United States, fluctuations in foreign exchange rates (including the
Euro) against the U.S. dollar could result in subsu tantial changes in reported revenues and operating results due to the foreign
exchange impact upon translation of these transactions into U.S. dollars.

In the normal course of business, we employ various hedging strategies to partially mitigate these risks, including the use
of derivative instruments. These strategies may not be effeff ctive in fully protecting us against the effeff cts of fluctuations from
movements in foreign exchange rates, including the increased volatility in foreign exchange rates relating to the war in Ukraine,
future global pandemics and other events. Fluctuations of the foreign exchange rates could materially adversely affeff ct our
business, financial condition, operating results, and cash flow.

Additionally, sales and purchases in currencies other than the U.S. dollar expose us to fluctuations in foreign currencies
relative to the U.S. dollar and may adversely affeff ct our financial statements. Increased strength of the U.S. dollar increases the
effeff ctive price of our products sold in U.S. dollars into other countries, which may require us to lower our prices or adversely
affeff ct sales. Decreased strength of the U.S. dollar could adversely affeff ct the cost of materials, products, and services we
purchase overseas. Sales and expenses of our non-U.S. businesses are also translated into U.S. dollars for reporting purposr es
and the strengthening or weakening of the U.S. dollar could result in unfavff orable translation effeff cts. In addition, we may
invoice customers in a currency other than the functional currency of our business, and movements in the invoiced currency
relative to the functional currency could also result in unfavff orable translation effeff cts. We also face exchange rate risk from our
investments in subsu idiaries owned and operated in foreign countries.

Our estimates and judgments related to critical accounting policies could be inaccurate.

We consider accounting policies related to revenue recognition, and valuation of goodwill to be critical in fully
understanding and evaluating our financial results. Management makes judgments and creates estimates when applying these
policies. These estimates and judgments affeff ct, among other things, the reported amounts of our assets, liabia lities, revenue and
expenses, the amounts of charges accruerr d by us, and related disclosure of contingent assets and liabia lities. We base our
estimates on historical experience and on various other assumptions that we believe to be reasonabla e under the circumstances
and at the time they are made. If our estimates or the assumptions underlying them are not correct, actuat l results may differ
materially from our estimates and we may need to, among other things, accruer additional charges or impair assets that could
adversely impact our business. As a result, our operating results and financial condition could be materially and adversely
impacted in future periods.

Our disclosure controls and procedures and internal control over financial reporting may not be effeff ctive.

Our disclosure controls and procedurd es and internal control over financial reporting may not prevent all material errors
and intentional misrepresentations. Any system of internal control can only provide reasonabla e assurance that all control
objectives are met. Some of the potential risks involved could include, but are not limited to, management judgments, simple
errors or mistakes, misinterprr etation, and willfulff misconduct regarding controls. Under Section 404 of the Sarbanes-Oxley Act,
we are required to evaluate and determine the effeff ctiveness of our internal control over financial reporting. Compliance with
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this provision requires management's attention and expense. Management's assessment of our internal control over financial
reporting may or may not identifyff weaknesses that need to be addressed in our internal control system. If we are unabla e to
conclude that our internal control over financial reporting is effeff ctive, investors could lose confidff ence in our reported financial
information which could have an adverse effeff ct on the market price of our stock or impact our borrowing ability. In addition,
changes in operating conditions and changes in compliance with policies and procedurd es currently in place may result in
inadequate disclosure controls and procedurd es and internal control over financial reporting in the future.

Our stock price has been subject to fluctuations, and will likely continue to be subject to fluctuations, which may
be volatile and due to factors beyond our control.

The market price of our common stock is subju ect to wide fluctuations in response to various factors, some of which are
beyond our control. In addition to the factors discussed in this "Risk Factors" section and elsewhere in this report, factors that
could cause fluctuations in the market price of our common stock include the following:

• ratings changes by any securities analysts who follow our company;
• announcements by us or our competitors of significant technical innovations, acquisitions, strategic partnerships, joint

venturt es, or capia tal commitments;
• changes in operating performance and stock market valuations of other technology companies generally, or those in

our industry in particular;
• changes in accounting standards, policies, guidelines, interpretations, or principles;
• actuat l or anticipated developments in our business or our competitors’ businesses or the competitive landscape

generally;
• developments or disputes concerning our intellectual property or our products and platform capabilities, or third-party

proprietary rights;
• cybersecurity attacks or incidents;
• announced or completed acquisitions of businesses or technologies by us or our competitors;
• changes in our board of directors or management;
• announced or completed equity or debt transactions involving our securities;
• sales of shares of our common stock by us, our offiff cers, directors, or other stockholders; and
• other events or factors, including those resulting from global and macroeconomic conditions, including heightened

inflation, rising interest rates, bank failures, and a potential recession, and speculation regarding the same, as well as
public health crises, the war in Ukraine or other wars and related geopolitical tension, incidents of terrorism, or
responses to these events.

In addition, the market for technology stocks and the stock markets in general have experienced extreme price and
volume fluctuations. Stock prices of many technology companies have fluctuated in a manner unrelated or disproportionate to
the operating performance of those companies. In the past, stockholders have instituted securities class action litigation
following periods of market volatility. If we were to become involved in securities litigation, it could subju ect us to subsu tantial
costs, divert resources and the attention of management from our business, and adversely affeff ct our business, results of
operations, financial condition, and cash flows. A decline in the value of our common stock, including as a result of one or
more factors set forth above, may result in subsu tantial losses for our stockholders.
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Itemtt 1B. Unresolved Staftt fff Commentstt

None.

Itemtt 1C.CC Cybersecurityii

Riskii managea ment and stratt tegye

NetScout has implemented and maintains information security processes designed to identify,ff assess, and manage
material risks from cybersecurity threats to our critical computer networks, third party hosted services, communications
systems, hardware and software, and our critical data, including intellectuat l property, confidff ential information, and the
information of our customers and employees ("Information Systems and Data").

Our Cybersecurity Executive Council ("Council"), which is led by the Chief Information Security Offiff cer ("CISO") and
includes our Chief Information Offiff cer ("CIO"), Chief Operating Offiff cer ("COO"), General Counsel ("GC"), Chief Compliance
Offiff cer ("CCO"), SVP of Research & Development, Senior Director of Engineering, SVP of Global Services Operations, and
AVP of Engineering, oversees NetScout's cybersecurity program, including strategy, threats, risks, and mitigations. The CISO,
who reports to the CIO, and the Senior Director of Engineering, who reports to the SVP of Research and Development, with
oversight by the Council, work to identifyff and assess risks from cybersecurity threats by monitoring and evaluating our threat
environment and NetScout's risk profileff using various methods such as implementing manual and automated tools, subsu cribing
to services that identify cybersecurity threats, analyzing reports of certain threats and actors, conducting scans of the threat
environment, evaluating our and our industry’rr s risk profilff e, conducting audits and threat assessments, conducting vulnerabia lity
assessments to identify vulnerabia lities, and engaging in tabla etop incident response exercises.

Depending on the environment, we implement and maintain various technical, physical, and organizational measures,
processes, and policies designed to manage and mitigate material risks from cybersecurity threats to our Information Systems
and Data, including, among other things: incident response, identity and access management, vulnerabia lity management,
logging and systems monitoring, disaster recovery and business continuity plans; risk assessments; encryptrr ion of certain data;
network security controls for certain systems; data segregation and access controls for certain systems; physical security
measures; asset management; annual employee training; certain testing; and IT and software development lifecyff cle training.
NetScout also employs certain proprietary detection tools, enabling enhanced visibility and warning systems in response to
certain cybersecurity threats.

We also use third-party service providers to assist us from time to time to identify,ff assess, audit and manage material
risks from cybersecurity threats, including profesff sional services firms, threat intelligence service providers, cybersecurity
consultants, cybersecurity software providers and certain testing firms.

We use third-party service providers to perform a variety of other functions throughout our business, such as application
providers, hosting companies, and supplu y chain resources (such as shipping). We have a vendor management program to
manage cybersecurity risks associated with our use of these providers. Depending on the nature of the services provided, the
sensitivity of the Information Systems and Data at issue, and the identity of the provider, our vendor management process may
involve risk assessments, data privacy and security questionnaires, risk assessments, and imposition of cybersecurity-related
contractuat l obligations on the vendor.

Our risk-based assessment and management of material risks from cybersecurity threats are integrated into NetScout’s
overall risk management processes. Cybersecurity risks are addressed as a component of NetScout’s enterprise risk
management program and our enterprise risk management processes include an Enterprise Risk Management Steering
Committee ("Steering Committee"), led by the CCO and includes all members of the Council as well as other members of
management, that meets quarterly and considers ways to mitigate cybersecurity threats that are more likely to lead to a material
impact to our business. The Steering Committee evaluates material risks from cybersecurity threats against our overall business
objectives and provides a risk register report to the Audit Committee of the Board of Directors, which evaluates our overall
enterprise risk.

Governance

Our Board of Directors addresses NetScout's cybersecurity risk management as part of its oversight function. The Board
of Directors' Audit Committee is responsible for overseeing NetScout's cybersecurity risk management processes, including
oversight of mitigation of risks from cybersecurity threats. Our Council, in turn, oversees management's cybersecurity effortff s.

Our cybersecurity risk assessment and management processes are implemented and maintained by certain members of
NetScout's management, including our CISO, who reports to the CIO and has over 25 years of experience, the CCO, who

31



reports to the General Counsel, and the Senior Director of Engineering, who reports to the SVP of Research and Development,
for security.

The CISO and Senior Director of Engineering are each responsible for helping to integrate cybersecurity risk
considerations into NetScout’s overall risk management strategy and communicating key priorities to relevant personnel. The
CISO and Senior Director of Engineering are also responsible for helping prepare for cybersecurity incidents, approving
cybersecurity processes, and reviewing security assessments and other security-related reports.

Our cybersecurity incident response policy and plan are designed to escalate certain cybersecurity incidents to a Security
Incident Response Team ("SIRT"), comprised of the CIO, CISO, GC, CCO and Senior Director of Engineering. The SIRT
works with NetScout’s incident response team to help NetScout mitigate and remediate cybersecurity incidents of which they
are notifieff d. In addition, NetScout's incident response plan includes reporting to the CEO and Chair of the Audit Committee of
the Board of Directors for certain cybersecurity incidents. NetScout's Cybersecurity Disclosure Committee, which includes the
SIRT and the Chief Financial Offiff cer, assess the materiality of cybersecurity incidents for potential disclosure requirements
according to an escalation process defined in NetScout's Cybersecurity Protocol for Disclosure Controls and Procedurd es.

The Board of Directors receives quarterly reports from the CISO and CIO concerning NetScout's significant
cybersecurity threats and risk and the processes NetScout has implemented to address them. The Board of Directors also
receives various reports, summaries and presentations related to cybersecurity strategy, threats, risk and mitigation.

To date, we have not experienced any material cybersecurity incidents and the expenses we have incurred from
cybersecurity incidents were immaterial. For a description of the risks from cybersecurity threats that may materially affeff ct
NetScout and how they may do so, see our risk factors under Part 1. Item 1A. Risk Factors in this Annual Report.

Itemtt 2. Propertiett s

Our headquarters are located in Westforff d, MA, in approximately 175,000 square feet of space under a lease expiring in
September 2030. In addition, we lease offiff ce and/or manufactff urt ing space in other locations globally with some of the more
significant locations from a cost or size perspective being in Allen, Texas; San Jose, Califorff nia; Ann Arborr , Michigan;
Colorado Springs, Colorado; Bangalore, India; Pune, India; and Shanghai, China.

IItemtt 3. Legalgale Proceedidi gngii sgg

From time to time, we may be subju ect to legal proceedings and claims in the ordinary course of business. In the opinion
of management, the amount of ultimate expense with respect to any current legal proceedings and claims, if determined
adversely, will not have a material adverse effeff ct on our financial condition, results of operations or cash flows.

For additional information regarding our legal proceedings, if any, refer to Note 19, Commitments and Contingencies to
the Consolidated Financial Statements included in Part IV, Item 15 of this report.

Itemtt 4. Mineii Safea ty Discii losures

None.
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PART II

Itemtt 5. Market for Regie stii ratt nt's Common Equityii ,yy Related Stoctt kholdell r Matters, and Issuer Purchases of Equityii Securitiii es

Market Information

Our common stock trades on the Nasdaq Global Select Market, under the symbol NTCT.

Stockholders

At May 7, 2025, we had 74 stockholders of record. We believe that the number of beneficial holders of our common
stock exceeds 24,000.

Stock Perforff mance Graph

This performance graph shall not be deemed "filff ed" for purposrr es of Section 18 of the Exchange Act or otherwise subju ect
to the liabia lities under that Section, and shall not be deemed to be incorporated by reference into any filing of NetScout under
the Exchange Act or the Securities Act of 1933, as amended.

The Stock Performance Graph set forth below compares the yearly change in the cumulative total stockholder return on
our common stock during the five-year period from March 31, 2020 through March 31, 2025 with the cumulative total return of
the Nasdaq Composite Index and the Nasdaq U.S. Benchmark Computer Services TR Index. The comparison assumes $100
was invested on March 31, 2020 in our common stock or in the Nasdaq Composite Index, or the Nasdaq U.S. Benchmark
Computer Services TR Index, as appla icable, and assumes reinvestment of dividends, if any.
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The stock price performance shown on the graph below is not necessarily indicative of futff urt e price performance.
Information used in the graph was obtained froff m Zacks Investment Research, Inc.

COMPARISON OF 5 YEAR CUMULATIVE TOTAL RETURN
Assumes Initial Investment of $100

NetScout Systems, Inc.
NASDAQ Composite – Total Returns
NASDAQ US Benchmark Computer Services TR Index

3/20 3/21 3/22 3/23 3/24 3/25
$0

$50

$100

$150

$200

$250

$300

3/31/2020 3/31/2021 3/31/2022 3/31/2023 3/31/2024 3/31/2025

NetScout Systems, Inc. $ 100.00 $ 118.97 $ 135.51 $ 121.01 $ 92.24 $ 88.72
Nasdaq Composite – Total Returt ns $ 100.00 $ 173.40 $ 187.36 $ 162.49 $ 219.49 $ 233.47
Nasdaq US Benchmark Computer Services
TR Index $ 100.00 $ 156.36 $ 161.07 $ 135.40 $ 171.22 $ 187.44

Dividend Policy

In fifisc lal yyears 2025 andd 2024, w de didid not dde lclare a yny ca hsh didi ividde dnds and dd do not an iti icipate dde lclariingg cash dh diivididendds iin hthe
forese beablle future. In addiddi ition, hthe terms of our cr dediit fa icilility ly liimiit our babilityility to payy cash dh diivididendds on our capiitall sto kck. I it is
our iintentiion to r tetain all future earnings for reinvestment to fund our expansion and growth, to pay down our debt, and to fund
our stock buyback program further described under "Liquidity and Capital Resources" in Item 7. Any future cash dividend
declaration will be at the discretion of our Board of Directors and will depend upon, among other things, our future earnings,
general finff ancial conditions, capital requirements, existing bank covenants and general business conditions.

Recent Sales of Unregistered Securities

None.
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Purchases of Equity Securities by the Issuer

The folff lowing tabla e provides inforff mation abouta purchases we made during the quarter ended March 31, 2025 of equity
securities that are registered by us pursuant to Section 12 of the Exchange Act:

Total Number
of Shares

Purchased (1)
Average Price
Paid per Share

Total Number of
Shares Purchased
as Part of Publicly
Announced Plans
or Programs

Maximum Number
of Shares That May
Yet be Purchased

Under the
Program

1/1/2025 - 1/31/2025 5,027 $ 22.60 — 23,023,279
2/1/2025 - 2/28/2025 551 24.09 — 23,023,279
3/1/2025 - 3/31/2025 250 21.50 — 23,023,279
Total 5,828 $ 22.69 — 23,023,279

((1) W) e purchased an aggregate of 5,828 shares transferff red to us froff m employees in satisfaction of tax withholding
obligations associated with the vesting of restricted stock units during the period. Such purchases reflected in the table
do not reduce the maximum number of shares that may be purchased under our 25 million share repurchase program
authorized in May 2022 (2022 Share Repurchase Program).

Itemtt 6. [Reserved]dd
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Itemtt 7. Managea ment's Discii ussion and Analysll is of Finaii ncial Conditiodd n and Results of Operatiott ns

The following information should be read in conjunction with the audited consolidated financial information and the
notes thereto included in this Annual Report. In addition to historical information, the following discussion and other parts of
this Annual Report contain forward-looking statements that involve risks and uncertainties. You should not place undue
reliance on these forward-looking statements. Actual events or results may differ materially due to the factors discussed in
Item 1A. "Risk Factors" and elsewhere in this Annual Report. These factors may cause our actuat l results to differ materially
from any forward-looking statement. See the section titled "Cautionary Statement Concerning Forward-Looking Statements"
that appears at the beginning of this Annual Report.

Overview

We are an industryrr leader with four decades of experience in providing service assurance and cybersecurity solutions that
are based on our pioneering deep packet inspection technology at scale, which is used by many Fortunet 500 companies to
protect their digital business services against disruptr ion. Service providers and enterprises, including local, state and federal
government agencies, rely on our solutions to achieve the visibility and protection necessary to optimize network performance,
ensure the deliveryrr of high-quality, mission-critical applications and services, gain timely insight into the end user experience
and to protect their networks from attack. With our offeff rings, customers can quickly, effiff ciently and effeff ctively identifyff and
resolve issues that result in downtime, interruptu ions to services, poor service quality or compromised data, thereby reducing
meantime-to-resolution of issues and driving compelling returns on their investments in their networks and broader technology
initiatives. Some of the more significant technology trends and catalysts for our business include the evolution of customers'
digital transforff mation initiatives such as the migration to cloud environments and the edges of their networks, the rapia dly
evolving cybersecurity threat landscape, artificff ial intelligence and business analytics advancements, and the 5G technology
evolution in both the service provider and enterprise customer verticals.

Our operating results are influenced by a number of factors, including, but not limited to, the volume, mix, and quantity
of products and services sold, pricing, costs and availabia lity of materials used in our products, growth in employee-related costs,
including commissions, and the expansion of our operations. Factors that affeff ct our ability to maximize our operating results
include, but are not limited to, our ability to introduce and enhance existing products, the marketplt ace acceptance of those new
or enhanced products, continued expansion into international markets, expansion into new or adjad cent markets, development of
strategic partnerships, competition, successfulff acquisition and integration effoff rts, and our ability to control costs and make
improvements in a highly competitive industry.rr

Globalll and Macroeconomic Conditiodd ns

We continue to closely monitor current global and macroeconomic conditions, including the impacts of the ongoing wars
in Ukraine and the Middle East, global geopolitical tension, stock market volatility, industry-rr specific capital spending trends,
exchange rate fluctuations, inflation, interest rates, international trade relations (including trade protection measures, such as
tariffs and other trade barriers), and the risk of a recession, including the manner and extent to which they have impacted and
could continue to impact our business, customers, employees, supplu y chain, and distribution network. The full extent of the
impacts of these global and macroeconomic conditions remain uncertain. In response to the war in Ukraine, we ceased business
operations in Russia, including sales, supporu t on existing contracts and profesff sional services. The macroeconomic environment
remains challenging with constrained customer spending and we expect this to persist during fiscal year 2026. As a result, we
have continued our effoff rts to manage discretionary costs and align spending with the current environment while we continue to
execute on our long-term strategic plans.

Though we continue to monitor the impacts of evolving global and macroeconomic conditions on our business, we
believe our current cash reserves and access to capital through our revolving credit facility leave us well-positioned to manage
our business in today's environment. We expect net cash provided by operations combined with cash, cash equivalents,
marketable securities and investments and borrowing availabia lity under our revolving credit facility to provide sufficient
liquidity to fund current obligations, capital spending, debt service requirements and working capital requirements over at least
the next twelve months. We continue to take actions to manage costs and increase productivity throughout our company,
including managing discretionary spending and hiring activities, but are continuing to invest in areas that advance our business
for the future. In addition to our cash equivalents, based on covenant levels at March 31, 2025, we had an incremental $600
million availabla e to us under our revolving credit facility.

Results Overview

Total revenue decreased $6.8 million for the fiscal year ended March 31, 2025 as compared to total revenue for the fiscal
year ended March 31, 2024. In the aggregate, the decline was primarily attributable to the Test Optimization business (TO
Business) we divested in September of 2024. Additionally, fiscal year 2024 benefited from approximately $48 million of
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backlog-related revenue that created a headwind for fiscal year 2025 and a challenging comparison. Adjud sting for these two
factors, revenue would have increased on a year-over-year basis. The decrease in total revenue for the fiscal year ended March
31, 2025 as compared to total revenue for the fiscal year ended March 31, 2024 reflected lower revenue from both service
provider and enterprise customers from service assurance offeff rings, including radio frequency propagation modeling projects,
due to industry-rr specificff capia tal spending constraints, as well as a decrease in revenue from service provider customers from
cybersecurity offeff rings, partially offsff et by an increase in revenue from enterprise customers from cybersecurity offeff rings.

Our gross profitff percentage increased by one percentage point to 78% during the fiscal year ended March 31, 2025 as
compared with the fiscal year ended March 31, 2024 primarily due to lower employee-related expenses in fiscal year 2025.

Net loss for the fiscal year ended March 31, 2025 was $366.9 million, as compared with net loss for the fiscal year ended
March 31, 2024 of $147.7 million. The increase of $219.2 million in net loss was primarily due to a $209.7 million increase in
goodwill impairment charges, a $20.1 million increase from restructurt ing charges, a $6.8 million decrease in revenue, a $6.7
million increase in expenses related to trade shows, user conferff ences, and other events, a $5.6 million decrease in other income
mainly due to the change in fair value of a foreign equity investment, a $5.6 million increase in legal fees mainly due to a
favorable decision related to the Packet Intelligence LLC appeal recorded during the fiscal year ended March 31, 2024, a $3.8
million gain on the divestiture of the TO business recognized in fiscal year 2024, a $2.5 million increase in commissions
expense, a $2.0 million increase from software licenses, and a $1.6 million increase in other marketing related expenses. These
increases to net loss were partially offsff et by a $21.0 million net decrease in employee related expenses as a result of a decrease
in headcount, partially offsff et by an increase in variable incentive compensation, a $7.0 million decrease in amortization expense
of intangible assets, a $4.0 million decrease from depreciation expense, a $1.9 million decrease in advertising expense, a $1.6
million decrease in rent and other facilities related costs, a $1.5 million decrease in interest expense, a $1.3 million decrease in
direct material costs, a $1.3 million decrease in the cost of materials used to supporu t customers under service contracts, and a
$1.1 million increase in interest income.

At March 31, 2025, we had cash, cash equivalents, and marketable securities and investments (current and non-current)
of $492.5 million. This represents an increase of $68.4 million compared to the fiscal year ended March 31, 2024. This increase
was primarily due to $217.7 million of net cash provided by operations, partially offsff et by a net $100.0 million used to repay
long-term debt, $25.3 million used to repurchase shares of our common stock, $13.9 million used for tax withholdings on
restricted stock units, $5.4 million used for capital expenditures, $2.8 million used for the payment of debt issuance costs, and
$1.3 million used to acquire technology licenses during the fiscal year ended March 31, 2025.

Use of Non-GAAP Finaii ncial Measures

We supplu ement the United States generally accepted accounting principles (GAAP) financial measures we report in
quarterly and annual earnings announcements, investor presentations and other investor communications by reporting the
following non-GAAP measures: non-GAAP gross profitff , non-GAAP income from operations, non-GAAP net income, non-
GAAP net income per share (diluted) and non-GAAP earnings before interest and other expense, income taxes, depreciation,
and amortization (Non-GAAP EBITDA) from operations. Non-GAAP gross profitff removes expenses related to the
amortization of acquired intangible assets, share-based compensation expense, and acquisition-related depreciation expense.
Non-GAAP income from operations includes the aforff ementioned adjud stments and also removes restructurt ing charges, goodwill
impairment charges, gain on the divestiture of a business, and legal (benefit)ff expense related to civil judgments. Non-GAAP net
income includes the foregoing adjud stments related to non-GAAP income from operations, and also removes loss on
extinguishment of debt, and change in fair value of derivative instrument, net of related income tax effeff cts. Non-GAAP diluted
net income per share includes the foregoing adjud stments related to non-GAAP net income. Non-GAAP EBITDA from
operations includes the aforff ementioned items related to non-GAAP income from operations and also removes non-acquisition
related depreciation expense.

These non-GAAP measures are not prepared in accordance with GAAP, should not be considered an alternative for
measures prepared in accordance with GAAP (revenue, gross profitff , operating margin, net income and diluted net income per
share), and may have limitations because they do not reflect all our results of operations as determined in accordance with
GAAP. These non-GAAP measures should only be used to evaluate our results of operations in conjunction with the
corresponding GAAP measures. The presentation of non-GAAP information is not meant to be considered supeu rior to, in
isolation from, or as a subsu titute for results prepared in accordance with GAAP.

Management believes these non-GAAP financial measures will enhance the reader's overall understanding of our current
financial performance and our prospects for the future by providing a higher degree of transparency for certain financial
measures and providing a level of disclosure that helps investors understand how we plan and measure our business. We believe
that providing these non-GAAP measures affoff rds investors a view of our operating results that may be more easily compared to
peer companies and also enables investors to consider our operating results on both a GAAP and non-GAAP basis during and
following the integration period of our acquisitions. Presenting the GAAP measures on their own may not be indicative of our

37



core operating results. Furthermore, management believes that the presentation of non-GAAP measures when shown in
conjunction with the corresponding GAAP measures provides useful inforff mation to management and investors regarding
present and future business trends relating to our financial condition and results of operations.

The folff lowing tabla e reconciles gross profit, income (loss) from operations, net income (loss) and net income (loss) per
share on a GAAP and non-GAAP basis forff the fisff cal years ended March 31, 2025, 2024 and 2023, respectively (dollars in
thousands, except forff per share data):

venue $ 822,679 $ 829,455 $ 914,530

GAAP gross profit $ 643,944 $ 642,043 $ 691,432
Share-based compensation expense 9,806 10,229 8,415
Amortization of acquired intangible assets 3,978 6,549 9,284
Acquisition related depreciation expense 6 12 22

Non-GAAP gross profit $ 657,734 $ 658,833 $ 709,153

GAAP income (loss) from operations $ (367,602) $ (149,826) $ 77,664
Share-based compensation expense 64,785 70,799 61,986
Amortization of acquired intangible assets 50,418 56,886 64,674
Restructurt ing charges 20,500 — 1,782
Goodwill impairment 426,967 217,260 —
Acquisition related depreciation expense 47 119 241
Gain on divestiturt e of a business — (3,806) —
Legal (benefit) expense related to civil judgments — (4,380) 476

Non-GAAP income from operations $ 195,115 $ 187,052 $ 206,823

GAAP net income (loss) $ (366,922) $ (147,734) $ 59,648
Share-based compensation expense 64,785 70,799 61,986
Amortization of acquired intangible assets 50,418 56,886 64,674
Restructurt ing charges 20,500 — 1,782
Goodwill impairment 426,967 217,260 —
Acquisition-related depreciation expense 47 119 241
Gain on divestiturt e of a business — (3,806) —
Loss on extinguishment of debt 1,134 — —
Legal (benefit) expense related to civil judgments — (4,380) 476
Change in fair value of derivative instrumr ent — (206) 1,380
Income tax adjustments (36,503) (29,828) (30,626)

Non-GAAP net income $ 160,426 $ 159,110 $ 159,561
GAAP diluted net income (loss) per share $ (5.12) $ (2.07) $ 0.82

Per share impact of non-GAAP adjud stments identifieff d abovea 7.34 4.27 1.36
Non-GAAP diluted net income per share $ 2.22 $ 2.20 $ 2.18

GAAP income (loss) from operations $ (367,602) $ (149,826) $ 77,664
Previous adjud stments to determine non-GAAP income from operations 562,717 336,878 129,159

Non-GAAP income from operations 195,115 187,052 206,823
Depreciation excluding acquisition related 13,321 17,981 21,003
Non-GAAP EBITDA from operations $ 208,436 $ 205,033 $ 227,826

Fiscal Year Ended March 31,
2025 2024 2023
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Critical Accounting Policies and Estimates

We consider accounting policies and estimates related to revenue recognition, and valuation of goodwill to be critical in
fully understanding and evaluating our financial results. We apply significant judgment and create estimates when applying
these policies.

Revenue Recogno itiott n

We exercise judgment and use estimates in connection with determining the amounts of product and service revenues to
be recognized in each accounting period.

We derive revenues primarily from the sale of network management tools and cybersecurity solutions for service
provider and enterprise customers, which include hardware, software, and service offeff rings. Our product sales consist of
software only offeff rings and offeff rings which include hardware appliances with embedded software that are essential to
providing customers the intended functionality of the solutions.

We account for revenue once a legally enforceabla e contract with a customer has been approved by the parties and the
related promises to transfer products or services have been identifieff d. A contract is defined by us as an arrangement with
commercial subsu tance identifying payment terms, each party's rights and obligations regarding the products or services to be
transferff red and the amount we deem probabla e of collection. Customer contracts may include promises to transferff multiple
products and services to a customer. Determining whether the products and services are considered distinct performance
obligations that should be accounted for separately or as one combined performance obligation may require significant
judgment. Revenue is recognized when control of the products or services are transferff red to our customers, in an amount that
reflects the consideration we expect to be entitled to in exchange for products and services.

Product revenue is typically recognized upon fulfillff ment, provided a legally enforceable contract exists, control has
passed to the customer, and in the case of software products, when the customer has the rights and ability to access the
software, and collection of the related receivabla e is probabla e. If any significant obligations to the customer remain post-
delivery,rr typically involving obligations relating to installation and acceptance by the customer, revenue recognition is deferred
until such obligations have been fulfilleff d. Our service offeff rings include installation, integration, extended warranty and
maintenance services, post-contract customer supporu t, stand-ready SaaS solutions and other profesff sional services including
consulting and training. We generally provide software and/or hardware supporu t as part of product sales. Revenue related to the
initial bundled software and hardware supporu t is recognized ratabla y over the supporu t period. In addition, customers can elect to
purchase extended supporu t agreements for periods afteff r the initial software/hardware warranty expiration. Supporu t services
generally include rights to unspecified upgrades (when and if availabla e), telephone and internet-based supporu t, updates, bug
fixes and hardware repair and replacement. Consulting services are recognized upon deliveryrr or completion of performance
depending on the terms of the underlying contract. Reimbursements of out-of-pocket expenditures incurred in connection with
providing consulting services are included in services revenue, with the offsff etting expense recorded in cost of service revenue.
Training services include on-site and classroom training. Training revenues are recognized upon deliveryrr of the training.

Generally, our contracts are accounted for individually. However, when contracts are closely interrelated and dependent
on each other, it may be necessary to account for two or more contracts as one to reflect the subsu tance of the group of contracts.

Bundled arrangements are concurrent customer purchases of a combination of our product and service offeff rings that may
be delivered at various points in time. We allocate the transaction price among the performance obligations in an amount that
depicts the relative standalone selling prices (SSP) of each obligation. Judgment is required to determine the SSP for each
distinct performance obligation. We use a range of amounts to estimate SSP for each of the products and services sold, based
primarily on the performance obligation's historical pricing. We also consider our overall pricing objectives and practices across
different sales channels and geographies, and market conditions. Generally, we have establa ished SSP for a majoa rity of our
service performance obligations based on historical standalone sales. In certain instances, we have establa ished SSP for services
based upon an estimate of profitff ability and the underlying cost to fulfillff those services. SSP has primarily been establa ished for
product performance obligations as the average or median selling price the performance obligation was recently sold for,
whether sold alone or sold as part of a bundle transaction. We review sales of the product performance obligations on a
quarterly basis and update, when appropriate, SSP for such performance obligations to ensure that it reflects recent pricing
experience. Our products are distributed through our direct sales force and indirect distribution channels through alliances with
resellers and distributors. Revenue arrangements with resellers and distributors are recognized on a sell-in basis; that is, when
control of the product transferff s to the reseller or distributor. We record consideration given to a customer as a reduction of
revenue to the extent we have recorded revenue from the customer. With limited exceptions, our return policy does not allow
product returns for a refund. Returns have been insignificant to date. In addition, we have a historyrr of successfulff ly collecting
receivabla es from our resellers and distributors.
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Valuatiott n of Go oodwG ill

Goodwill is not amortized but subju ect to annual impairment tests; or more freff quently if events or circumstances occur (a
"Triggering Event") that would indicate the fair value of our reporting unit is below its carrying value. We perform the
assessment annually durd ing the fourth quarter and on an interim basis if potential impairment indicators arise.

Reporting units are determined based on the components of a company's operating segments that constitute a business forff
which finff ancial information is availabla e and for which operating results are regularly reviewed by segment management. We
have one reporting unit.

To test impairment, we first assess qualitative facff tors to determine whether the existence of events and circumstances
indicate that it is more likely than not that goodwill is impaired. If based on our qualitative assessment it is more likely than not
that the faiff r value of the reporting unit is below its carryirr ng amount, quantitative impairment testing is required. However, if we
conclude otherwise, quantitative impairment testing is not required. The key assumption used in the quantitative impairment
testing is the company-specific control premium, which is estimated using expected synergies that would be realized by a
hypothetical buyer.

Comparison of Years Ended March 31, 2025 and 2024

The sections that follow discuss our consolidated statement of operations data for the fiscal years ended March 31, 2025
and March 31, 2024 including results as a percentage of revenue for those periods. For a discussion of (i) our consolidated
statement of operations data for the fiscal year ended March 31, 2023 including results as a percentage of revenue for that
period, as well as (ii) our liquidity and capital resources for the fiscal year ended March 31, 2023, see "Comparison of Years
Ended March 31, 2024 and 2023" and "Liquidity and Capital Resources" in Part II, Item 7 of our Annual Report on Form 10-K
for the fiscal year ended March 31, 2024, filed with thhe SEC on M yay 16, 2024.

Results of Operations

Revenue

Product revenue consists of sales of our hardware products and licensing of our software products. Service revenue
consists of customer supporu t agreements, consulting, training and stand-ready softwff are as a service offerings. During the fiscal
years ended March 31, 2025 and 2024, no direct customer or indirect channel partner accounted for more than 10% of our total
revenue.

Fiscal Year Ended March 31,
(Dollars in Thousands)

2025 2024 Change
% of

Revenue
% of

Revenue $ %

Revenue:
Product $ 359,894 44 % $ 360,444 43 % $ (550) — %
Servic 4e 62,785 56 469,011 57 (6,226) (1)%

Total revenue $ 822,679 100 % $ 829,455 100 % $ (6,776) (1)%

Product. The $0.6 million decrease in product revenue compared with the same period last year was dued to a decrease in
revenue from service provider customers from service assurance and cybersecurity offeff rings, partially offsff et by an increase in
revenue from enterprr ise customers from service assurance and cybersecurity offeff rings. The results for the fiscal year ended
March 31, 2024 benefited froff m appra oximately $48 million of backlog-related revenue. Excluding backlog-related revenue, as
well as revenue related to the divested TO business, total revenue for the fiscal year ended March 31, 2025 compared with the
same period last year would have increased year over year.

Service. The 1%, or $6.2 million, decrease in service revenue compared with the same period last year was primarily due
to a decrease in revenue from maintenance contracts and profesff sional service contracts primarily related to the service
assurance product line.
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Total revenue by geography was as follows:
Fiscal Year Ended March 31,
(Dollars in Thousands)

2025 2024 Change
% of

Revenue
% of

Revenue $ %

United State $s 465,470 57 % $ 470,338 57 % $ (4,868) (1)%
International:

Europe 156,715 19 146,915 18 9,800 7 %
Asia 63,624 8 65,396 8 (1,772) (3)%
Rest of the world 136,870 16 146,806 17 (9,936) (7)%

Subtu otal international 357,209 43 359,117 43 (1,908) (1)%
Total revenue $ 822,679 100 $% 829,455 100 $% (6,776) (1)%

United States revenue decreased 1%, or $4.9 million, compared with the same period last year primarily due to a decrease
in revenue from service assurance offerings from enterprr ise customers, including the impact from the divested TO business.
International revenue decreased 1%, or $1.9 million, compared to the same period last year primarily driven by lower revenue
from service provider customers from both service assurance and cybersecurity offeff rings, partially offsff et by an increase in
revenue from enterprr ise customers from both service assurance and cybersecurity offeff rings.

Total revenue by product line was as follows:
Fiscal Year Ended March 31,
(Dollars in Thousands)

2025 2024 Change
% of

Revenue
% of

Revenue $ %

Revenue:
Service assurance $ 532,884 65 % $ 557,626 67 % $ (24,742) (4)%
Cybersecurity 289,795 35 271,829 33 17,966 7 %

Total revenue $ 822,679 100 % $ 829,455 100 % $ (6,776) (1)%

The 4%, or $24.7 million, decrease in revenue from the service assurance product line was due to a decrease in revenue
from both enterprr ise and service provider customers, including the impact from the divested TO business, as well as lower
revenue from radio frequency propagation modeling projeo cts. The 7%, or $18.0 million, increase in revenue from the
cybersecurity product line was due to an increase in revenue from enterprise customers, partially offsff et by a decrease in revenue
from service provider customers.
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Total revenue by customer vertical was as folff lows:
Fiscal Year Ended March 31,
(Dollars in Thousands)

2025 2024 Change
% of

Revenue
% of

Revenue $ %

Revenue:
Service provider $ 350,968 43 % $ 390,455 47 % $ (39,487) (10)%
Enterprise 471,711 57 439,000 53 32,711 7 %

Total revenue $ 822,679 100 % $ 829,455 100 % $ (6,776) (1)%

The 10%, or $39.5 million, decrease in revenue from the service provider customer vertical was dued to a decrease in
product and service revenue from both the service assurance and cybersecurity product lines. The 7%, or $32.7 million, increase
in revenue from the enterprise customer vertical was dued to an increase in product and service revenue from the cybersecurity
product line, partially offset by a decrease in the service assurance product line.

Cost of Revenue and Gross Profit

Cost of product revenue consists primarily of material components, personnel expenses, packaging materials, overhead
and amortization of acquired developed technology. Cost of service revenue consists primarily of personnel, material, overhead
and support costs.

Fiscal Year Ended March 31,
(Dollars in Thousands)

Change2025 2024
% of

Revenue
% of

Revenue $ %

Cost of revenue:
Product $ 57,463 7 % $ 64,057 8 % $ (6,594) (10)%
Servic 1e 21,272 15 123,355 15 (2,083) (2)%

Total cost of revenue $ 178,735 22 % $ 187,412 23 % $ (8,677) (5)%
Gross profit:ff

Product $ $ 302,431 37 % $ 296,387 36 % $ 6,044 2 %
Product gross profitff 8% 4 % 82 2% %

Service $ $ 341,513 42 % $ 345,656 42 % $ (4,143) (1)%
Service gross profitff 7% 4 % 74 —% %

Total gross profitff $ $ 643,944 $ 642,043 $ 1,901 — %
Total gross profitff % 78 % 77 1% %

Product. The 10%, or $6.6 million, decrease in cost of product revenue for the fiscal year ended March 31, 2025
compared to the same period last year was primarily due to a $3.1 million decrease in the amortization of intangible assets, a
$1.7 million decrease in employee-related costs associated with the timing of certain projects, a $1.3 million decrease in direct
material costs, a $0.9 million decrease in inventory orr bsolescence charges, and a $0.5 million decrease in inventory rrr elated
expenses. These decreases were partially offsff et by a $0.9 million increase in costs related to the delivery orr f radio frequency
propagation modeling projeo cts. The product gross profitff percentage increased by two percentage points to 84% during the fiscal
year ended March 31, 2025 as compared to the same period in the prior year. The 2%, or $6.0 million, increase in product gross
profitff corresponds with the 10%, or $6.6 million, decrease in cost of product revenue, partially offsff et by the $0.6 million
decrease in product revenue.

Service. The 2%, or $2.1 million, decrease in cost of service revenue for the fiscal year ended March 31, 2025 compared
to the same period last year was primarily due to a $1.8 million decrease in employee-related expenses largely driven by a
decrease in costs due to a reducd tion in headcount partially offseff t by an increase in variabla e incentive compensation as well as
the timing of certain projects, a $1.3 million decrease in the cost of materials used to support customers under service contracts,
and a $0.5 million decrease in depreciation expense. These decreases were partially offsff et by a $1.1 million increase in
contractor fees, and a $1.1 million increase in allocated overhead. The service gross profitff percentage remained flat
at 74% during the fiscal year ended March 31, 2025 compared to the same period in the prior year. The 1%, or $4.1 million,
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decrease in service gross profit corresponds with the 1%, or $6.2 million, decrease in service revenue, partially offsff et by the
2%, or $2.1 million, decrease in cost of services revenue.

Total grogg ss profitff . Our total gross profit increased $1.9 million, for the fiscal year ended March 31, 2025 compared to the
same period last year. This increase is attributable to the 5%, or $8.7 million, decrease in cost of revenue, partially offsff et by the
1%, or $6.8 million, decrease in revenue. The gross profit percentage increased by one percentage point to 78% during the
fiscal year ended March 31, 2025 compared to the same period in the prior year.

Operating Expenses
Fiscal Year Ended March 31,
(Dollars in Thousands)

Change2025 2024
% of

Revenue
% of

Revenue $ %

Research and development $ 152,864 19 $ 161,213 19 % $ (8,349) (5)%
Sales and marketing 268,051 32 270,979 33 (2,928) (1)%
General and administrative 96,724 12 95,886 12 838 1 %
Amortization of acquired
intangible assets 46,440 6 50,337 6 (3,897) (8)%
Restructurt ing charges 20,500 2 — — 20,500 100 %
Goodwill impairment 426,967 52 217,260 26 209,707 97 %
Gain on divestiture of a business — — (3,806) — 3,806 100 %

Total operating expenses $ 1,011,546 123 % $ 791,869 96 % $ 219,677 28 %

RResear hch dand dde lvelopment. Resear hch and dd dev lelopment expenses consiist p irima irilyly of personnell expenses, feeff s forff out isidde
cons lultants, ove hrh dead andd r lelat ded expenses asso iciat ded iwi hth hth de dev lelopment of new pr doducts andd thhe enhhancement of e ixistiingg
ppr doducts.

The 5%, or $8.3 million, decrease in re es arch and development expenses for the fiscal year ended March 31, 2025
compared to the same period last year was primarily due to a $6.6 million decrease in employee-related expense largely as a
result of a reducd tion in headcount, a $2.2 million decrease from depreciation expense, and a $0.8 million decrease in contractor
fees. These decreases were partially offsff et by a $2.0 million increase in allocated overhead.

Sales and marketkk ing. Sales and marketing expenses consist primarily of personnel expenses and commissions, overhead
and other expenses associated with selling activities and marketing programs such as trade shows, seminars, advertising, and
new product launch activities.

The 1%, or $2.9 million, decrease in sales and marketing expenses for the fiscal year ended March 31, 2025 compared to
the same period last year was primarily due to an $11.4 million decrease in employee-related expenses as a result of a decrease
in headcount and a decrease in variable incentive compensation, a $1.9 million decrease in advertising expense, a $0.5 million
decrease in travel expense, and a $0.5 million decrease in rent expense. These decreases were partially offsff et by a $6.7 million
increase related to trade shows, user conferff ences and other events, a $2.5 million increase in commissions expense, a $1.6
million increase in other marketing related costs, and a $0.9 million increase in contractor fees.

General and administrative. General and administrative expenses consist primarily of personnel expenses for executive,
financial, legal, and human resource employees, overhead, and other corporrr ate expenditures.

The 1%, or $0.8 million, increase in general and administrative expenses for the fiscal year ended March 31, 2025
compared to the same period last year was primarily due to a $5.6 million increase in legal-related expenses as a result of a
favorable decision related to the Packet Intelligence LLC appeal recorded during the fiscal year ended March 31, 2024. This
increase was partially offset by a $1.7 million decrease in contractor fees, a $0.8 million decrease in depreciation, a $0.7 million
decrease in allocated overhead, a $0.6 million decrease in the allowance forff credit losses, and a $0.5 million decrease in
software maintenance feeff s.

Amortization of ao cquired intangible assets. Amortization of acquired intangible assets consists primarily of amortization
of customer relationships, definff ite-lived trademark and trade names, and leasehold interests related to our acquisition of
Danaher Corporr ation's communication business (Comms Transaction), Network General Corporr ation, Avvasi Incorporated and
Efflff ux Systems, Inc.
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The 8%, or $3.9 million, decrease in amor itizatiion of ac iquiredd iintangingiblble assets for hthe fifisc lal yyear ended March 31, 2025
compar ded to hthe same pe iri dod llast yyear aw s primarily due to a decrease in the amortization of intangible assets acquired as part
of the Comms Transaction and the Network General Corporation transaction.

RRestrut cturingg hchargger s. During the first quarter of fiscal year 2025, we implemented a voluntaryrr separation program
(VSP) for employees who met certain age and service requirements to reduce overall headcount. As a result of the related
workforce reduction, during the fiscal year ended March 31, 2025, we recorded restructurt ing charges totaling $19.6 million
related to one-time termination benefits for one hundred forty-two employees who voluntarily terminated their employment
with us during that period. During the third quarter of fiscal year 2025, we also entered into transition agreements that provided
termination benefits for certain employees to ensure an orderly transition of responsibilities for continuity purposr es. As a result
of these related workforce changes, during the fiscal year ended March 31, 2025, we recorded restructurt ing charges totaling
$0.9 million.

Go dodw llill impaim rment. Du iri gng ifiscala year 2024, we recorded $217.3 million in goodwill impairment charges as a result of
the sustained decrease in our stock price and overall market capitalization. During the first quarter of fiscal year 2025, due to
the continued decrease in our stock price and overall market capitalization, along with other qualitative considerations including
the continued impact from the conditions in the macroeconomic environment, it was determined a Triggering Event occurred,
indicating goodwill may be impaired. Accordingly, we conducted a quantitative impairment test of our goodwill at June 30,
2024. We estimated the implied fair value of our goodwill using a market approach. As a result of the quantitative impairment
test performed during the first quarter of fiscal year 2025, we determined goodwill was impaired and recorded a goodwill
impairment charge of $427.0 million during the three months ended June 30, 2024. The additional impairment charge recorded
in the first quarter of fiscal year 2025 was primarily due to the continued decrease in our stock price from March 31, 2024 to
June 30, 2024, an increase in our weighted-average cost of capital, and the refinement to the expected cost synergies that could
be realized by a hypothetical buyer as a result of the VSP we implemented in the first quarter of fiscal year 2025, which
impacted the company-specific control premium used to determine the fair value of the reporting unit under the market
approach. During fiscal year 2025, our annual impairment test was completed as of January 31, 2025 using the qualitative
assessment, which indicated that goodwill was not impaired. At September 30, 2024, December 31, 2024, and March 31, 2025,
we performed a Triggering Event assessment and concluded no event or circumstances occurred that indicated goodwill was
further impaired.

The key assumption in the market approach used in the quantitative impairment test performed during the first quarter of
fiscal year 2025 was the company-specific control premium, which was estimated using expected synergies that would be
realized by a hypothetical buyer. We also compared its implied control premium to recent control premiums paid in the
industry,rr as evidenced by guideline public company comparable transactions. This information corroborated that the company-
specific control premium was within the range of premiums for other companies operating in the industry.rr Changes in the
estimates or assumptions used in its quantitative impairment test could materially affeff ct the determination of fair value and the
associated goodwill impairment assessment. Potential events and circumstances that could have an adverse impact on our
estimates and assumptions include, but are not limited to, continued increases in costs, and high interest rates and other
macroeconomic factors. An increase or decrease of 1% in the company-specific control premium used in the determination of
the fair value of the reporting unit under the market approach would have resulted in an increase or decrease in the goodwill
impairment recorded during the fiscal year ended March 31, 2025 of approximately $13.0 million.

We will continue to monitor relevant facts and circumstances, including future changes in our stock price. We may be
required to record additional goodwill impairment charges. While management cannot predict if or when additional goodwill
impairments may occur, future goodwill impairments could have material adverse effeff cts on our results of operations and
financial condition.

Gain on Divestiture ofof a Business. Du iri gng hthe ifisc lal yyear enddedd Marchh 31, 2024, we reco drd ded a $$3.8 illmilliion ggaiin on
hthe didivestiiture of hthe Test Op i itimizatiion bbusiiness.
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Interest and Other Incom (e (Expens )e), Net

Interest and other income (expense), net includes interest earned on our cash, cash equivalents and marketable securities,
interest expense and other non-operating gains or losses.

Fiscal Year Ended March 31,
(Dollars in Thousands)

Change2025 2024
% of

Revenue
% of

Revenue $ %

Interest and other income (expense),
net $ 1,808 — % $ 5,316 1 % $ (3,508) (66)%

The 66%, or $3.5 million, decrease in interest and other income (expense), net was primarily due to a $6.2 million
decrease in other income largely dued to a decrease in the fair value of the equity investment in Napaa tech A/S (Napaa tech),
partially offsff et by a $1.5 million decrease in interest expense dued to debt repayments on the credit faciff lity during the fiscal year
ended March 31, 2025, and a $1.1 million increase in interest income.

Income Tax Expense
In 2021, the Organization forff Economic Co-operation and Development announced an Inclusive Framework on Base

Erosion and Profitff Shiftiff ng including Pillar Two Model RulRR es defining the global minimum tax, which calls for the taxation of
large multinational corporrr ations at a minimum rate of 15%. Subsequently multiple sets of administrative guidance have been
issued. Many non-US tax jurisdictions have either recently enacted legislation to adopt certain components of the Pillar Two
Model RulRR es beginning in 2024 with the adoption of additional components in later years or announced their plans to enact
legislation in futff urt e years. Considering we do not have material operations in jurisdictions with tax rates lower than the Pillar
Two minimum, these rulr es are not expected to materially increase our global tax costs. There remains uncertainty as to the finff al
Pillar Two model rulr es. We are continuing to evaluate the impacts of enacted legislation and pending legislation to enact Pillar
Two Model RulRR es in the non-US tax jurisdictions we operate in.

The annual effective tax rate for the fiscal year ended March 31, 2025 was 0.3%, compared to an annual effecff tive tax rate
of 2.2% for the fiscal year ended March 31, 2024. The effectff ive tax rate for the fiscal year ended March 31, 2025 is lower than
the effective rate forff the fisff cal year ended March 31, 2024, primarily due to a discrete benefitff related to the finalization of our
tax returt n filinff gs, a charge related to stock compensation, and a significant nondeductible goodwill impairment charge.

Fiscal Year Ended March 31,
(Dollars in Thousands)

Change2025 2024
% of

Revenue
% of

Revenue $ %

Income tax expens $e 1,128 — % $ 3,224 — % $ (2,096) (65)%

Commitment and Contingencies

We account for claims and contingencies in accordance with authoritative guidance that requires us to record an
estimated loss froff m a claim or loss contingency when inforff mation availabla e prior to issuance of our consolidated financial
statements indicates that it is probabla e that a liabia lity has been incurred at the date of the consolidated financial statements and
the amount of the loss can be reasonabla y estimated. If we determine that it is reasonabla y possible, but not probabla e, that an asset
has been impaired or a liability has been incurred, or if the amount of a probabla e loss cannot be reasonabla y estimated, then, in
accordance with the authoritative guidance, we disclose the amount or range of estimated loss if the amount or range of
estimated loss is material. Accounting forff claims and contingencies requires us to use our judgment. We consult with legal
counsel on those issues related to litigation and seek input from other experts and advisors with respect to matters in the
ordinary course of business.

Legale - From time to time, we are subju ect to legal proceedings and claims in the ordinary course of business. In the
opinion of management, the amount of ultimate expense with respect to any current legal proceedings and claims, if determined
adversely, will not have a material adverse effect on our financial condition, results of operations or cash floff ws.
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As previously disclosed, in March 2016, Packet Intelligence LLC (Packet Intelligence or Plaintiff)ff filed a Complaint
against NetScout and two subsu idiary entities in the United States District Court for the Eastern District of Texas asserting
infringement of five United States patents. Plaintiff'ff s Complaint alleged that legacy Tektronix GeoProbe products, including the
G10 and GeoBlade products, infringed these patents. NetScout filed an Answer denying Plaintiff'ff s allegations and asserting that
Plaintiff'ff s patents were, among other things, invalid, not infringed, and unenforff ceable due to inequitabla e conduct. In October
2017, a jury rendered a verdict finding in favor of the Plaintiffff and that Plaintiffff was entitled to $3.5 million for pre-suit
damages and $2.3 million for post-suit damages. In September 2018, the Court entered judgment and "enhanced" the jury
verdict in the amount of $2.8 million as a result of a jury finding. The judgment also awarded pre- and post-ju- dgment interest,
and a running royalty on the G10 and GeoBlade products until the expiration of the patents at issue, the last date being June
2022. Following the entryrr of final judgment, NetScout appealed, and in July 2020, the Court of Appeals for the Federal Circuit
(Federal Circuit) issued a decision vacating the $3.5 million pre-suit damages award, affiff rming the $2.3 million post-suit
damages award, vacating the $2.8 million enhancement award, and remanding to the district court to determine what, if any,
enhancement should be awarded. In March 2021, NetScout filed a petition for a writ of certiorari to the United States Supru eme
Court, which was denied, challenging, among other issues, the basis for enhanced damages and the patentability of the claimed
technology. On September 8 and 9, 2021, in proceedings initiated by third parties that did not involve NetScout, the Patent Trial
and Appeal Board (PTAB) invalidated all the patent claims that were also asserted against NetScout in this case. Afteff r the
PTAB decisions were issued, NetScout moved, among other things, to dismiss the case and enter judgment in its favor on the
grounds that the PTAB decisions invalidating the asserted claims precluded Plaintiffff from continuing to assert its patent
infringement causes of action and from seeking damages from NetScout. The District Court denied NetScout’s motion with
respect to its request to dismiss the case and enter judgment in its favor. The District Court entered an amended final judgment
awarding Plaintiffff $2.3 million in post-suit damages, $1.1 million in enhanced damages, pre- and post-ju- dgment interest, and a
running royalty on the G10 and GeoBlade products until the expiration of the patents at issue, the last expiration date being
June 2022. On July 20, 2022, NetScout filed a notice of appeal to the Federal Circuit from, among other things, the amended
final judgment. On May 2, 2024, in a separate action the Federal Circuit affiff rmed the PTAB decisions, which as a result found
that all of the patent claims asserted by Packet Intelligence against NetScout were invalid. Also on May 2, 2024, the Federal
Circuit ruled in NetScout's favor in its appeal, vacating the District Court's final judgment and remanding the case to the District
Court to dismiss the case against NetScout as moot. As a result, during the year ended March 31, 2024, NetScout concluded
that the risk of loss associated with damages that may result from this case was remote and recorded a $4.6 million reduction in
contingent liabia lities and legal fees. On June 26, 2024, the District Court issued its Order dismissing the case against NetScout.

Warrantytt and Indemnificff atiott n-We warrant that our software and hardware products will subsu tantially conforff m to the
documentation accompanying such products on their original date of shipment. For software, which also includes firmware, the
standard warranty commences upon shipment and generally expires 60 to 90 days thereafteff r. With regard to hardware, the
standard warranty commences upon shipment and generally expires 60 days to 12 months thereafteff r. Additionally, this warranty
is subju ect to various exclusions which include, but are not limited to, non-conforff mance resulting from modifications made to
the software or hardware by a party other than NetScout; customers' failure to follow our installation, operation or maintenance
instructions; and events outside of our reasonabla e control. We also warrant that all supporu t services will be performed in a good
and workmanlike manner. We believe that our product and supporu t service warranties are consistent with commonly accepted
industryrr standards. Warranty cost information is presented and no material warranty costs are accruer d since service revenue
associated with warranty is deferred at the time of sale and recognized ratabla y over the warranty period.

Contracts that we enter into in the ordinary course of business may contain standard indemnificff ation provisions. Pursuant
to these agreements, we may agree to defend third party claims brought against a partner or direct customer claiming
infringement of such third party’s (i) U.S. patent and/or European Union (EU), or other selected countries' patents, (ii) Berne
convention member country copyright, and/or (iii) U.S., EU, and/or other selected countries’ trademark or intellectuat l property
rights. Moreover, this indemnity may require us to pay any damages awarded against the partner or direct customer in such type
of lawsuit as well as reimburse the partner or direct customer for reasonabla e attorney's fees incurred by them from the lawsuit.

We may also agree from time to time to provide other forms of indemnificff ation to partners or direct customers, such as
indemnificff ation that would obligate us to defend and pay any damages awarded to a third party against a partner or direct
customer based on a lawsuit alleging that such third party has suffered personal injun ry or tangible property damage legally
determined to have been caused by negligently designed or manufactff urt ed products.

We have agreed to indemnifyff our directors and offiff cers and our subsu idiaries' directors and offiff cers if they are made a
party or are threatened to be made a party to any proceeding (other than an action by or in the right of NetScout) by reason of
the fact that the indemnifieff d are agents of NetScout. The indemnity is for any and all expenses and liabia lities of any type
(including but not limited to, judgments, fines and amounts paid in settlement) reasonabla y incurred by the directors or offiff cers
in connection with the investigation, defense, settlement or appeal of such proceeding, provided they acted in good faith.
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Liquidity and Capital Resources

Cash, cash equivalents and marketable securities and investments consisted of the following (in thousands):
At March 31,

(Dollars in Thousands)
2025 2024

Cash and cash equivalent $s 457,415 $ 389,674
Short-term marketable securities and investments 34,058 33,459
Long-term marketable securities 1,004 994
Cash, cash equivalents, marketable securities and investments $ 492,477 $ 424,127

Cash, cash equivalenll ts, ms arkerr table sll ecuritieii s and investmett ntstt

At March 31, 2025, cash, cash equivalents, marketable securities and investments (current and non-current) totaled
$492.5 million. This represents an increase of $68.4 million froff m $424.1 million at March 31, 2024. This increase was
primarily due to $217.7 million of net cash provided by operations, partially offsff et by a net $100.0 million used to repay long-
term debt, $25.3 million used to repurchase shares of our common stock, $13.9 million used forff tax withholdings on restricted
stock units, $5.4 million used forff capital expenditures, $2.8 million used forff the payment of debt issuance costs, and $1.3
million used to acquire technology licenses durd ing the fiscal year ended March 31, 2025.

At Marchh 31, 2025, cashh, hshort-term and ld l gong-term ma krket bablle secu iri ities in the United States was approximately $303.2
million, while cash and short-term investments held outside of the United States was approximately $189.3 million.

Cash and cash equivalents were impacted by the folff lowing:
Fiscal Year Ended March 31,
(Dollars in Thousands)

2025 2024

Net cash provided by operating activitie $s 217,670 $ 58,811
Net cash (used in) provided by investing activities $ (6,996) $ 13,358
Net cash used in finff ancing activities $ (142,011) $ (69,352)

Net cash froff m opeo ratingii activitiii es

Fiscii al year 2025 compared to fiscal year 2024

Net cash provided by operating activities was $217.7 million durd ing the fiscal year ended March 31, 2025, compared to
$58.8 million during the fiscal year ended March 31, 2024. This $158.9 million increase in net cash provided by operating
activities was due in part to a $209.7 million increase froff m goodwill impairment charges recorded during the fiscal year ended
March 31, 2025 as compared to the fisff cal year ended March 31, 2024, a $77.0 million increase froff m accounts receivabla e, a
$54.2 million increase froff m accruer d compensation and other expenses, a $24.5 million increase froff m deferff red revenue, an $8.4
million increase froff m deferff red income taxes, a $5.1 million increase froff m accounts payable, a $5.0 million increase froff m the
change in the faiff r value of an equity investment, a $3.8 million increase related to the gain recorded in the fisff cal year ended
March 31, 2024 for the divestiture of a business, a $3.7 million increase froff m income taxes payabla e, a $3.6 million increase
from prepaid expenses and other assets, and a $1.1 million increase froff m the loss on extinguishment of debt. These increases
were partially offsff et by a $219.2 million decrease froff m the change in net loss, an $11.2 million decrease froff m depreciation and
amortization expense, and a $6.0 million decrease froff m share-based compensation expense durd ing the fiscal year ended March
31, 2025 as compared with the fisff cal year ended March 31, 2024. Accounts receivabla e days sales outstanding was 68 days at
March 31, 2025 compared to 81 days at March 31, 2024.
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Net cash froff m invii estingii activitiett s
Fiscal Year Ended March 31,
(Dollars in Thousands)

2025 2024

Cash (used in) provided by investing activities included the following:
Purchase of marketable securities and investments $ (45,061) $ (52,774)
Proceeds froff m sales and maturt ity of marketable securities 44,762 64,728
Purchase of fixed assets (5,407) (6,362)
Purchase of intangible assets (1,290) —
Proceeds froff m divestiture of a business — 7,766

$ (6,996) $ 13,358

Net cash (used in) provided by investing activities decreased by $20.4 million to $7.0 million of net cash used in
investing activities durd ing the fiscal year ended March 31, 2025, compared to $13.4 million of net cash provided by investing
activities durd ing the fiscal year ended March 31, 2024. The $20.4 million decrease in net cash (used in) provided by investing
activities was due in part to a $12.3 million net decrease in cash infloff w froff m the purchase and sale of marketable securities
during the fiscal year ended March 31, 2025 when compared with the fisff cal year ended March 31, 2024, a $7.8 million decrease
in proceeds due to the divestiture of the Test Optimization business durd ing the fiscal year ended March 31, 2024, and $1.3
million in cash used to acquire technology licenses durd ing the fiscal year ended March 31, 2025. These decreases in cash were
partially offsff et by a $1.0 million decrease in cash used to purchase fixff ed assets during the fiscal year ended March 31, 2025,
compared with the fisff cal year ended March 31, 2024.

Our investments in property and equipment consist primarily of computer equipment, demonstration units, officff e
equipment and facility improvements. We plan to continue to invest in capital expenditures to support our infrastructurt e in our
fiscal year 2026.

Net cash froff m finff ancingii activitieii s
Fiscal Year Ended March 31,
(Dollars in Thousands)

2025 2024

Cash used in financing activities included the following:
Issuance of common stock under stock plans $ 3 $ 3
Treasury srr tock repurchases (25,257) (50,000)
Tax withholding on restricted stock units (13,962) (19,355)
Payment of debt issuance costs (2,795) —
Repayment of long-term debt (175,000) —
Proceeds froff m issuance of long-term debt 75,000 —

$ (142,011) $ (69,352)

Net cash used in finff ancing activities increased $72.6 million to $142.0 million during the fiscal year ended March 31,
2025, compared to $69.4 million of net cash used in financing activities durd ing the fiscal year ended March 31, 2024.

During the fisff cal year ended March 31, 2025, we repurchased a total of 1,362,205 shares of our common stock for $25.3
million in the open market under our 2022 Share Repurchase Program. During the fiscal year ended March 31, 2024, we
repurchased a total of 1,209,153 shares of our common stock forff $33.6 million in the open market under our twenty-five million
share repurchase program authorized in 2017 (2017 Share Repurchase Program), and 614,516 shares for $16.4 million in the
open market under the 2022 Share Repurchase Program.

In connection with the delivery orr f common stock upon vesting of restricted stock units, we have withheld 703,727 shares
for $13.9 million, and 653,645 shares for $19.4 million related to minimum statutory tax withholding requirements on these
restricted stock units during the fiscal years ended March 31, 2025 and 2024, respectively. These withholding transactions do
not fall under the repurchase program described abovea , and thereforff e do not reduce the amount that is availabla e forff repurchase
under that program.
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During the fiscal year ended March 31, 2025, we repaid a net $100.0 million of borrowings under the Third Amended and
Restated Credit Agreement, and we paid $2.8 million in debt issuance costs related to the execution of our Third Amended and
Restated Credit Agreement.

Sources of Cash and Cash Requirements

Creditdd Facilityii

On July 27, 2021, we amended and extended our existing credit facility (as amended, the Second Amended and Restated
Credit Agreement), which provided for a five-year, $800.0 million senior secured revolving credit facility, including a letter of
credit sub-u facility of up to $75.0 million. The commitments under the Second Amended and Restated Credit Agreement were
set to expire on July 27, 2026, and any outstanding loans were due on that date. On May 13, 2024, we repaid $25.0 million of
borrowings under the Second Amended and Restated Credit Agreement.

On October 4, 2024, we amended and restated the Second Amended and Restated Credit Agreement (as amended and
restated, the Third Amended and Restated Credit Agreement) with a syndicate of lenders by and among: us, as borrower;
certain subsu idiaries of NetScout Systems, Inc., as borrower; JPMorgan Chase Bank, N.A., as administrative agent and collateral
agent; JPMorgan Chase Bank, N.A., Bank of America, N.A., RBC Capia tal Markets, PNC Capia tal Markets LLC and Mizuho
Bank, Ltd, as joint lead arrangers and joint bookrunner rs; TD Bank, N.A. and Silicon Valley Bank, a division of First-Citizens
Bank & Trusr t Company, as co-documentation agents; and the lenders and issuing banks party thereto.

The Third Amended and Restated Credit Agreement provides for a five-year, $600.0 million senior secured revolving
credit facility, including a letter of credit sub-u facility of up to $75.0 million. We may elect to use the amended credit facility for
working capital and other general corporate purposr es (including to repurchase shares of our common stock). The commitments
under the Third Amended and Restated Credit Agreement will expire on October 4, 2029, and any outstanding loans will be due
on that date.

In connection with the Third Amended and Restated Credit Agreement, we paid offff the outstanding balance of $75.0
million under the Second Amended and Restated Credit Agreement on October 4, 2024 by borrowing the same amount under
the Third Amended and Restated Credit Agreement. Additionally, we recorded a loss on the extinguishment of debt of $1.1
million, representing the write offff of unamortized deferred financing costs, which was included in interest expense in the
consolidated statements of operations for the fiscal year ended March 31, 2025. On Februar ry 3, 2025, we paid the outstanding
balance of $75.0 million in full. At March 31, 2025, there were no amounts outstanding under the Third Amended and Restated
Credit Agreement.

At our election, revolving loans under the Third Amended and Restated Credit Agreement bear interest at either (a) a
term SOFR rate plus a credit spread adjud stment of 0.10% or (b) an Alternate Base Rate (definff ed in a customaryrr manner), in
each case plus an applicable margin. For the period from the deliveryrr of our financial statements for the quarter ended
December 31, 2024, until we have delivered financial statements for the quarter ended March 31, 2025, the applicable margin
will be 1.00% per annum for term SOFR loans and 0% per annum for Alternate Base Rate loans, and thereafteff r the applicable
margin will vary depending on our consolidated gross leverage ratio, ranging from 1.00% per annum for Alternate Base Rate
loans and 2.00% per annum for term SOFR loans if our consolidated gross leverage ratio is greater than 3.50 to 1.00, down to
0% per annum for Alternate Base Rate loans and 1.00% per annum for term SOFR loans if our consolidated gross leverage ratio
is equal to or less than 1.50 to 1.00.

Our consolidated gross leverage ratio is the ratio of our consolidated total debt compared to our consolidated EBITDA as
defined in the Third Amended and Restated Credit Agreement (consolidated adjud sted EBITDA). Consolidated adjud sted
EBITDA includes certain adjud stments, including, without limitation, adjud stments relating to extraordinary,rr unusual or non-
recurring charges, certain restructurt ing charges, non-cash charges, certain transaction costs and expenses and certain pro forma
adjud stments in connection with material acquisitions and dispositions, all as set forth in detail in the Third Amended and
Restated Credit Agreement.

Commitment fees will accruer on the daily unused amount of the credit facility. For the period from the deliveryrr of our
financial statements for the quarter ended December 31, 2025, until we have delivered financial statements for the quarter
ended March 31, 2025, the commitment fee will be 0.15% per annum, and thereafteff r the commitment fee will vary depending
on our consolidated gross leverage ratio, ranging from 0.30% per annum if our consolidated gross leverage ratio is greater than
3.50 to 1.00, down to 0.15% per annum if our consolidated gross leverage ratio is equal to or less than 1.50 to 1.00.

Letter of credit participation fees are payabla e to each lender providing the letter of credit sub-u facility on the amount of
such lender's letter of credit exposure, during the period from the closing date of the Third Amended and Restated Credit
Agreement to, but excluding, the date which is the later of (i) the date on which such lender's commitment terminates or (ii) the
date on which such lender ceases to have any letter of credit exposure, at a rate per annum equal to the applicable margin for
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term SOFR loans. Additionally, we will pay a fronting fee to each issuing bank in amounts to be agreed to between us and the
applicable issuing bank.

Interest on Alternate Base Rate loans is payabla e at the end of each calendar quarter. Interest on term SOFR loans is
payabla e at the end of each interest rate period or at the end of each three-month interval within an interest rate period if the
period is longer than three months. We may also prepay loans under the Third Amended and Restated Credit Agreement at any
time, without penalty, subju ect to certain notice requirements.

The loans and other obligations under the credit facility are (a) guaranteed by each of our wholly-owned material
domestic restricted subsu idiaries, subju ect to certain exceptions, and (b) are secured by subsu tantially all of the assets of us and the
subsu idiary guarantors, including a pledge of all the capia tal stock of material subsu idiaries held directly by us and the subsu idiary
guarantors (which pledge, in the case of any foreign subsu idiary, is limited to 65% of the voting stock), subju ect to certain
customaryrr exceptions and limitations. The Third Amended and Restated Credit Agreement generally prohibits any other liens
on the assets of NetScout and our restricted subsu idiaries, subju ect to certain exceptions as described in the Third Amended and
Restated Credit Agreement.

The Third Amended and Restated Credit Agreement contains certain covenants applicable to us and our restricted
subsu idiaries, including, without limitation, limitations on additional indebtedness, liens, various fundamental changes, dividends
and distributions, investments (including acquisitions), transactions with affiff liates, asset sales, including sale-leaseback
transactions, speculative hedge agreements, payment of junior financing, changes in business and other limitations customaryrr in
senior secured credit facilities. The Third Amended and Restated Credit Agreement provides for certain baskets that are
availabla e to us and our restricted subsu idiaries to incur additional indebtedness, to repay junior financing, for asset sales and to
make investments and restricted payments. Such baskets are subsu tantially similar to the baskets set forth in our previous
amended credit agreement.

The Third Amended and Restated Credit Agreement requires us to maintain a certain consolidated net leverage ratio. Our
consolidated net leverage ratio is the ratio of our Consolidated Total Debt minus the lesser of unrestricted cash and 125% of
adjud sted consolidated EBITDA compared to its adjud sted consolidated EBITDA. Our maximum consolidated net leverage ratio
is 4.00 to 1.00. These covenants and limitations are more fully described in the Third Amended and Restated Credit Agreement.
At March 31, 2025, we were in compliance with all covenants, including the specifieff d total consolidated net leverage ratio
range of 4.00 to 1.00.

The Third Amended and Restated Credit Agreement provides that events of default will exist in certain circumstances,
including failure to make payment of principal or interest on the loans when required, failure to perform certain obligations
under the Third Amended and Restated Credit Agreement and related documents, defaults under certain other indebtedness,
certain insolvency events, certain events arising under ERISA, a change of control and certain other events. Upon an event of
default, the administrative agent may, or at the request of the holders of more than 50% in principal amount of the loans and
commitments shall, terminate the commitments and accelerate the maturity of the loans and enforce certain other remedies
under the Third Amended and Restated Credit Agreement and the other loan documents.

We had unamortized capia talized debt issuance costs, net of $3.3 million at March 31, 2025, which are being amortized
over the lifeff of the revolving credit facility. The unamortized capitalized debt issuance costs balance of $0.7 million was
included as prepaid expenses and other current assets and a balance of $2.6 million was included as other assets in our
consolidated balance sheet at March 31, 2025.

Contratt ctual Obligatiott ns

Our contractuat l obligations at March 31, 2025 consisted mainly of (i) principal and interest related to our long-term debt
obligations (see Long-Term Debt, Note 12 to the Consolidated Financial Statements), (ii) operating lease obligations (see
Leases, Note 18 tot the Consolidated Financial Statements), (iii) unconditional purchase obligations, primarily under purchase
orders to purchase inventoryrr as well as commitments for products and services used in the normal course of business (see
Commitments and Contingen icies, Note 19 to hthe Cons lolididat ded iFinanciiall Statements)), andd (i(i )v) pensiion bbenefifit lplan ((see Pensiion
Benefifit lPlans, Note 16 to hthe oC nsolidated Financial Statements).

At March 31, 2025, the total accruar l of our retirement obligation for our chairman and CEO was $1.2 million. The
payment stream for this retirement obligation is based upon the retirement date which is currently not determinable.

At March 31, 2025, the total amount of net unrecognized tax benefits for uncertain tax positions and the accrual for the
related interest was $0.9 million. We are unabla e to make a reliabla e estimate when cash settlement, if any, will occur with a tax
authority as the timing of examinations and ultimate resolution of those examinations is uncertain.
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CCa hsh Requiirements

We are actively managing the business to generate cash flow and believe that we currently have adequate liquidity. We
believe that these factors will allow us to meet our anticipated funding requirements for at least the next twelve months.

We expect net cash provided by operating activities combined with cash, cash equivalents, marketable securities and
investments and borrowing availabia lity under our revolving credit facility will provide sufficient liquidity to fund current
obligations, capital spending, debt service requirements and working capital requirements over at least the next twelve months.
We believe we will meet longer-term expected future cash requirements and obligations through a combination of cash flows
from operating activities, availabla e cash balances, and our revolving credit facility. However, macroeconomic conditions,
including high inflation and interest rates, international trade relations (including trade protection measures, such as tariffs and
other trade barriers), and a potential recession, could increase our anticipated funding requirements or make it more difficult for
us to access capital.

A portion of our cash may be used to acquire or invest in complementaryrr businesses or products, to obtain the right to use
complementaryrr technologies, to repay borrowings under our Third Amended and Restated Credit Agreement, or to repurchase
shares of our common stock through our stock repurchase programs. From time to time, in the ordinary course of business, we
evaluate potential acquisitions of such businesses, products or technologies. If our existing sources of liquidity are insufficff ient
to satisfy our liquidity requirements, we may seek to sell additional equity or debt securities. Macroeconomic conditions,
including high interest rates and volatility in the capia tal markets, may make it difficult for us to secure additional financing on
favorable terms or at all. Any sale of additional equity or debt securities could res lult iin daddidi itionall didillu ition to our stockh lkholdders.

Recent Accounting Standards

For information with respect to recent accounting pronouncements on our consolidated financial statements, See Note 2
contained in the "Notes to Consolidated Financial Statements" included in Part IV of this Annual Report.
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Itemtt 7A. Quantitattt ivtt e and Qualitall tive Discii losures About Market Riskii

Interest Rate Riskii . We hold our cash, cash equivalents and investments for working capital purposr es. Some of the
securities we invest in are subju ect to market risk. This means that a change in prevailing interest rates may cause the principal
amount of the investment to fluctuate. To minimize this risk, we maintain our portfolff io of cash, cash equivalents and
investments in a variety of securities, including money market funds and government debt securities. The risk associated with
fluctuating interest rates is limited to our investment portfolff io. Due to the short-term nature of these instruments, we believe that
we do not have any material exposure to changes in the fair value of our investment portfolff io as a result of changes in interest
rates. Declines in interest rates, however, would reduce future interest income. The effeff ct of a hypothetical 10% increase or
decrease in overall interest rates would not have had a material impact on our operating results or the total fair value of the
portfolff io.

Credit Riskii . Our cash equivalents and marketable securities consist primarily of U.S government and municipal
obligations, corporate bonds, commercial papea r, certificff ates fo deposit, and money market instruments.

At March 31, 2025 and periodically throughout the year, we have maintained cash balances in various operating accounts
in excess of federally insured limits. We limit the amount of credit exposure with any one financial institution by evaluating the
creditworthiness of the financial institutions with which we invest.

Foreigngg Currencyc Exchange Riskii . As a result of our foreign operations, we face exposure to movements in foreign
currency exchange rates, primarily the Euro, British Pound, Canadian Dollar and Indian Rupeu e. The current exposures arise
primarily from expenses denominated in foreign currencies. We currently engage in foreign currency hedging activities in order
to limit these exposures. We do not use derivative financial instruments for speculative trading purposr es.

At March 31, 2025, we had foreign currency forward contracts designated as hedging instruments with notional amounts
totaling $10.6 million. The valuation of outstanding foreign currency forward contracts at March 31, 2025 resulted in a liability
balance of $55 thousand, reflecting unfavff orable contract rates in comparison to current market rates at this date and an asset
balance of $197 thousand, reflecting favorable rates in comparison to current market rates. At March 31, 2024, we had foreign
currency forward contracts designated as hedging instruments with notional amounts totaling $11.7 million. The valuation of
outstanding foreign currency forward contracts at March 31, 2024 resulted in a liabia lity balance of $74 thousand, reflecting
unfavff orable contract rates in comparison to current market rates and an asset balance of $11 thousand, reflecting favorable rates
in comparison to current market rates at this date. The effeff ct of a hypothetical 10% change in foreign currency exchange rates
applicable to our business would not have a material impact on our historical consolidated financial statements. As our
international operations grow, we will continue to reassess our approach to manage our risk relating to fluctuations in currency
rates.
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Itemtt 8. Finaii ncial Stattt emtt ents and Suppu lementartt yr Data

Our Consolidated Financial Statements and Schedule and Report of Independent Registered Publu ic Accounting Firm
appear beginning on page F-1 attached to this report.

Itemtt 9. Changes in and Disaii gra eements withii Accountantt ts on Accountintt g and Finaii ncial Discii losure

There have been no changes in or disagreements with accountants on accounting or financial disclosure matters.

Itemtt 9A. Contrott ls and Procedures

Evaluation of Discii losure Controt ls and Procedurdd es

As of March 31, 2025, NetScout, under the supeu rvision and with the participation of our management, including our
principal executive offiff cer and principal financial offiff cer, evaluated the effeff ctiveness of the design and operation of our
disclosure controls and procedurd es pursuant to Rule 13a-15(b) promulgated under the Exchange Act. Based upon that
evaluation, our principal executive offiff cer and principal financial offiff cer concluded that, as of March 31, 2025 our disclosure
controls and procedurd es were effeff ctive in ensuring that material information relating to NetScout, including its consolidated
subsu idiaries, required to be disclosed by NetScout in the reports that it files or submu its under the Exchange Act is recorded,
processed, summarized and reported within the time periods specifieff d in the SEC's rules and forms, including ensuring that
such material information is accumulated and communicated to our management, including our principal executive offiff cer and
principal financial offiff cer, as appra opriate, to allow timely decisions regarding required disclosure.

Changes in Internal Controt l over Financial Repore ting

During the quarter enddedd Marchh 31, 2025, hthere were no hchangges iin our iintern lal controll over fifinanciiall reportiingg hthat hhave
mate iri lallyly affeff ct ded, or are reason bablyly liklik lelyy to mate iri lallyly affeff ct, our iintern lal controll over fifinanciiall repor itingg.

Management's Repore t on Internal Controt l Over Financial Repore ting

Our management is responsible for establa ishing and maintaining adequate internal control over financial reporting as such
term is defined in Exchange Act Rule 13a-15(f). Our internal control over financial reporting was designed to provide
reasonabla e assurance regarding reliabia lity of financial reporting and the preparation of financial statements for external purposr es
in accordance with generally accepted accounting principles. Because of its inherent limitations, internal control over financial
reporting may not prevent or detect misstatements. Also, projections of any evaluation of effeff ctiveness to future periods are
subju ect to the risk that controls may become inadequate because of changes in conditions, or that the degree of compliance with
the policies or procedurd es may deteriorate. Our management assessed the effeff ctiveness of our internal control over financial
reporting as of March 31, 2025. In making this assessment, our management used the criteria set forth by the Committee of
Sponsoring Organizations of the Treadway Commission (COSO) in Internal Control—Integrated Framework in 2013. Based on
our assessment, we concluded that our internal control over financial reporting was effeff ctive as of March 31, 2025.

The effeff ctiveness of our internal control over financial reporting as of March 31, 2025 has been audited by
PricewaterhouseCoopers LLP, an independent registered public accounting firm, as stated in their report which appears in Item
8 herein.
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Itemtt 9B. Other Infon rmatiott n

Insider Adoption or Termination of Trading Arrangements:

During the fisff cal quarter ended March 31, 2025, none of our directors or officff ers adopted or terminated a “Rule 10b5-1
trading arrangement” or “non-Rule 10b5-1 trading arrangement,” as those terms are definff ed in Regulation S-K, Item 408,
except as described in the table below:

Name & Title Date Adopted

Character of
Trading

Arrangement(1)

Aggregate Number of Shares
of Common Stock to be

Purchased or Sold Pursuant
to Trading Arrangement Duration(2)

Date
Terminated

John Downing, Executive
Vice President, Worldwide
Sales

Februarr ry 21,
2025

Rule 10b5-1 Trading
Arrangement Up to 24,000 shares to be sold Februarr ry 27, 2026 N/A

(1) Each trading arrangement marked as a “Rule 10b5-1 Trading Arrangement” is intended to satisfy the affirmative defenff se
of Rule 10b5-1(c), as amended (the “Rule”).

(2) Represents the expiration date of the Rule 10b5-1 Trading Arrangement.. Pursuant to the terms of the RulRR e 10b5-1
Trading Arrangement, the Rule 10b5-1 Trading Arrangement may terminate earlier uponu the occurrence of certain
events.

Itemtt 9C. DCC isclosll ure Regardingii Foreign Jgg urJJ isdictiott ns that Prevent InsII pes ctiott ns

Not appla icable.
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PART III

Itemtt 10. Direii ctortt s,rr Executivtt e Offiff cersrr and Corporatett Governance

The information required by this Item 10 will be included in our definitive Proxy Statement with respect to our 2025
Annual Meeting of Stockholders to be filed with the SEC no later than 120 days afteff r the end of the fiscal year covered by this
Annual Report and is incorporated herein by reference.

We have adopted a written code of business conduct that applies to all of our employees, offiff cers and directors, including
our principal executive offiff cer, principal financial offiff cer and principal accounting offiff cer. The code of business conduct and
ethics is availabla e on our corporate website at ir.netscout.com under the section entitled "Governance Overview & Related
Materials" in the "Corporrr ate Governance" menu. If we make any subsu tantive amendments to our code of business conduct or
grant any of our directors or executive offiff cers any waiver, including any implicit waiver, from a provision of our code of
business conduct and ethics, we will disclose the nature of the amendment or waiver on our website or in a Current Report on
Form 8-K.

Itemtt 11. Executivtt e Compensation

The information required by this Item 11 will be included in our definitive Proxy Statement with respect to our 2025
Annual Meeting of Stockholders to be filed with the SEC not later than 120 days afteff r the end of the fiscal year covered by this
Annual Report and is incorporated herein by reference.

Itemtt 12. Securityii Ownership of Certaitt nii Benefie cial Owners and Managea ment and Related Stoctt kholdell r Matters

The information required by this Item 12 will be included in our definitive Proxy Statement with respect to our 2025
Annual Meeting of Stockholders to be filed with the SEC not later than 120 days afteff r the end of the fiscal year covered by this
Annual Report and is incorporated herein by reference.

Itemtt 13. Certaitt nii Relationshipsii and Related Transactiott ns,s and Direii ctortt Indepeee ndendd ce

The information required by this Item 13 will be included in our definitive Proxy Statement with respect to our 2025
Annual Meeting of Stockholders to be filed with the SEC not later than 120 days afteff r the end of the fiscal year covered by this
Annual Report and is incorporated herein by reference.

Itemtt 14. Principalii Accountant Fees and Services

The information required by this Item 14 will be included in our definitive Proxy Statement with respect to our 2025
Annual Meeting of Stockholders to be filed with the SEC not later than 120 days afteff r the end of the fiscal year covered by this
Annual Report and is incorporated herein by reference.
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PART IV

Itemtt 15. Exhibii tsii and Finaii ncial Stattt emtt ent Schedules

(a) 1. Consolidated Financial Statements.

Report of Independent Registered Public Accounting Firm (PCAOB ID 238) F-2

Consolidated Balance Sheets at March 31, 2025 and 2024 F-5

Consolidated Statements of Operations for the Years Ended March 31, 2025, 2024 and 2023 F-6

Consolidated Statements of Comprehensive Income (Loss) for the Years Ended March 31, 2025, 2024
and 2023 F-7

Consolidated Statements of Stockholders' Equity for the Years Ended March 31, 2025, 2024 and 2023 F-8

Consolidated Statements of Cash Flows for the Years Ended March 31, 2025, 2024 and 2023 F-9

Notes to Consolidated Financial Statements F-10

2. Financial Statement Schedule.

Valuation and Qualifying Accounts for the Years Ended March 31, 2025, 2024 and 2023 S-1

other financial statement schedules have been included because they are either not applicable or the
information is in the consolidated financial statements.

3. Exhibits listed in the accompanying Index to Exhibits are filed or incorporated by reference as part of this
report.

(b) We hereby file as part of this Annual Report on Form 10-K the exhibits listed in Item 15(a)(3) above.

(c) We hereby file as part of this Annual Report on Form 10-K the financial statement schedule listed in
Item 15(a)(2) above.
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NetScout Systems, Inc.

Index to Exhibits

3.1, 4.1 Composite conforff med copy of Third Amended and Restated Certificff ate of Incorporation of NetScout (as
amended) (filed as Exhibit 3.2 to NetScout’s current report on Form 8-K, SEC File No. 000-26251, filed on
September 21, 2016, and incorporated herein by reference).

3.2, 4.2 Amended and Restated By-laws of NetScout (filff ed as Exhibit 3.1 to NetScout’s current Report on Form 8-
K, SEC File No. 000-26251, filed on May 11, 2020 and incorporated herein by reference).

4.3 Specimen Certificff ate for shares of NetScout’s Common Stock (filff ed as Exhibit 4.3 to NetScout’s Annual
Report on Form 10-K for the fiscal year ended March 31, 2001, SEC File No. 000-26251, filed on June 29,
2001, and incorporated herein by reference).

4.4 Description of Common Stock (filed as Exhibit 4.4 to NetScout's Annual Report on Form 10-K for the
fiscal year ended March 31, 2020, SEC File No. 000-26251, filed on May 20, 2020 and incorporated herein
by reference).

10.1* Form of Amended and Restated Indemnificff ation Agreement between NetScout and each director and
executive offiff cer filed as Exhibit 10.1 to NetScout's Quarterly Report on Form 10-Q for the quarterly
period ended December 31, 2013, SEC File No. 000-26251, filed January 28, 2014, and incorporated
herein by reference).

10.2 Lease between Arturo J. Gutierrez and John A. Cataldo, Trusr tees of Nashoba Westforff d Realty Trusr t, u/d/t
dated April 27, 2000 and recorded with the Middlesex North Registry of Deeds in Book 10813, Page 38
and NetScout for Westford Technology Park West, as amended (filed as Exhibit 10.26 to NetScout’s
Annual Report on Form 10-K for the fiscal year ended March 31, 2001, SEC File No. 000-26251, filed on
June 29, 2001, and incorporated herein by reference).

10.3* Agreement Relating to Employment, dated January 3, 2007, by and between NetScout and Anil K. Singhal
(filed as Exhibit 10.2 to NetScout’s Current Report on Form 8-K, SEC File No. 000-26251, filed on
January 5, 2007 and incorporated herein by reference).

10.4* Amendment No. 1, dated Februar ry 2, 2007, to Agreement Relating to Employment by and between the
Company and Anil K. Singhal (filed as exhibit 10.1 to NetScout’s Quarterly Report on Form 10-Q for the
quarterly period ended December 31, 2006, SEC File No. 000-26251, filed Februar ry 5, 2007 and
incorporated herein by reference).

10.5* Amendment No. 2, dated December 22, 2008, to Agreement Relating to Employment by and between the
Company and Anil K. Singhal (filed as exhibit 10.1 to NetScout’s Quarterly Report on Form 10-Q for the
quarterly period ended December 31, 2008, SEC File No. 000-26251, filed Februar ry 6, 2009 and
incorporated herein by reference).

10.6* Amendment No. 3, dated May 28, 2012, to Agreement Relating to Employment, by and between the
Company and Anil K. Singhal (filed as Exhibit 10.3 to NetScout’s Current Report on Form 8-K, SEC File
No. 000-26251, filed on June 1, 2012 and incorporated herein by reference).

10.7* Form of Amended and Restated Severance Agreement for Executive Offiff cers (other than the CEO) (filed
as Exhibit 10.1 to NetScout’s Current Report on Form 8-K, SEC File No. 000-26251, filed on June 1, 2012
and incorporated herein by reference).

10.8* Transition agreement, dated May 7, 2025 by and between the Company and Jean Bua (filed herewith).

10.9* Transition agreement, dated May 7, 2025 by and between the Company and Michael Szabados (filff ed
herewith).

10.10* Offeff r Letter, dated May 7, 2025, by and between the Company and Anthony Piazza (filed herewith).

10.11* Offeff r Letter, dated May 7, 2025, by and between the Company and Sanjay Munshi (filed herewith).
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10.12 Third Amendment Agreement, dated August 10, 2010, to that certain Lease, dated August 17, 2000, as
amended, between the Company and Westforff d West I Limited Partnership, as successor to Arturo J.
Gutierrez and John A. Cataldo, Trusr tees of Nashoba Westforff d Realty Trusr t, u/d/t dated April 27, 2000
(filed as Exhibit 10.1 to NetScout’s Quarterly Report on Form 10-Q for the quarterly period ended
September 30, 2010, SEC File No. 000-26251, filed November 9, 2010 and incorporated herein by
reference).

10.13* NetScout Systems, Inc. Amended and Restated 2011 Employee Stock Purchase Plan, as amended (filff ed as
Exhibit 99.2 to NetScout’s Registration Statement on Form S-8, SEC File No. 333-267069, filed on August
25, 2022 and incorporated herein by reference).

10.14* Form of Amendment to Amended and Restated Severance Agreement for Executive Offiff cers (filed as
Exhibit 10.9 to NetScout’s Quarterly Report on Form 10-Q for the quarterly period ended December 31,
2014, SEC File No. 000-26251, filed on January 27, 2015 and incorporated herein by reference).

10.15 Third Amendment and Restatement Agreement, dated as of October 4, 2024, to the Second Amended and
Restated Credit Agreement, dated as of July 27, 2021, by and among NetScout Systems, Inc., as borrower;
certain subsu idiaries of NetScout Systems, Inc., as loan parties; the lenders and issuing banks party thereto
and JPMorgan Chase Bank, N.A., as administrative agent attaching the Third Amended and Restated
Credit Agreement, dated as of October 4, 2024, by and among NetScout Systems, Inc., as borrower;
JPMorgan Chase Bank, N.A., as administrative agent and collateral agent; JPMorgan Chase Bank, N.A.,
Bank of America, N.A., RBC Capia tal Markets, PNC Capia tal Markets LLC and Mizuho Bank, Ltd., as joint
lead arrangers and joint bookrunnerr rs; TD Bank, N.A. and Silicon Valley Bank, a division of First-Citizens
Bank & Trusr t Company, as co-documentation agents; and the lenders and issuing banks party thereto (filff ed
as Exhibit 10.1 to NetScout's current report on Form 8-K, SEC File No. 000-26251, filed on October 4,
2024).

10.16* Summary of Non-Employee Director Compensation (filff ed as Exhibit 10.2 to NetScout's Quarterly Report
on Form 10-Q for the quarterly period ended September 30, 2021, SEC File No. 000-26251, filed on
November 4, 2021 and incorporated herein by reference.

10.17* NetScout Systems, Inc. 2019 Equity Incentive Plan, as amended (filed as Exhibit 99.1 to NetScout’s
Registration Statement on Form S-8, SEC File No. 333-282184, filed on September 17, 2024 and
incorporated herein by reference).

10.18* Form of Restricted Stock Unit Award Agreement with respect to the NetScout Systems, Inc. 2019 Equity
Incentive Plan (filed herewith).

10.19* Form of Performance-Based Restricted Stock Unit Award with respect to the NetScout Systems, Inc. 2019
Equity Incentive Plan (filed as Exhibit 10.1 to NetScout’s Quarterly Report on Form 10-Q for the quarterly
period ended June 30, 2024, SEC File No. 000-26251, filed on August 5, 2024 and incorporated herein by
reference).

19 NetScout Systems, Inc. Amended and Restated Insider Trading and Window (filed herewith).

21 Subsu idiaries of NetScout (filed herewith).

23 Consent of PricewaterhouseCoopers LLP (filed herewith).

31.1 Certificff ation Pursuant to Section 302 of the Sarbanes-Oxley Act of 2002 (filed herewith).

31.2 Certificff ation Pursuant to Section 302 of the Sarbanes-Oxley Act of 2002 (filed herewith).

32.1† Certificff ation Pursuant to Section 906 of the Sarbanes–Oxley Act of 2002 (furnished herewith).

32.2† Certificff ation Pursuant to Section 906 of the Sarbanes–Oxley Act of 2002 (furnished herewith).

97 NetScout Systems, Inc. Executive Compensation Recovery Policy (filed as Exhibit 97 to NetScout’s
Annual Report on Form 10-K for the fiscal year ended March 31, 2024, SEC File No. 000-26251, filed on
May 16, 2024 and incorporated herein by reference).

101.INS XBRL Instance Document - the instance document does not appear in the Interactive Data File because its
XBRL tags are embedded within the Inline XBRL document.

101.SCH XBRL Taxonomy Extension Schema Document.

101.CAL XBRL Taxonomy Extension Calculation Linkbase Document.

101.DEF XBRL Taxonomy Extension Definition Linkbase Document.
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101.LAB XBRL Taxonomy Extension Labea l Linkbase Document.

101.PRE XBRL Taxonomy Extension Presentation Linkbase Document.

104 The cover page from the Company's Annual Report on Form 10-K for the fiscal year ended March 31,
2025 formatted in Inline XBRL

* Indicates a management contract or compensatory plan or arrangement.
† Exhibit has been furnished, is not deemed filed and is not to be incorporated by reference into any of the

Company's filings under the Securities Act of 1933, as amended, or the Securities Exchange Act of 1934, as
amended, irrespective of any general incorporation language contained in any such filing

Itemtt 16. Form 10-K- Summary

Not provided.
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SIGNATURES

Pursuant to the requirements of Section 13 or 15(d) of the Securities Exchange Act of 1934, the registrant has duly caused
this report to be signed on its behalf by the undersigned, thereunto duld y authorized.

NETSCOUT SYSTEMS, INC.

By: /S/ ANIL K. SINGHAL
Anil K. Singhal

President, Chief Executive Offiff cer,
and Chairman

Date: May 15, 2025

Pursuant to the requirements of the Securities Exchange Act of 1934, this report has been signed below by the folff lowing
persons on behalf of the registrant and in the capacities and on the dates indicated.

Signatureg Title(s)( ) Date

/S/ ANIL K. SINGHAL President, Chief Executive Officer,
and Chairman (Principal
Executive Offiff cer)

May 15, 2025
Anil K. Singhal

/S/ JEANAA BUA Executive Vice President and Chief Financial
Offiff cer (Principal Financial
Offiff cer and Principal Accounting
Offiff cer)

May 15, 2025
Jean Bua

/S/ MICHAEL SZABADOS Chief Operating Offiff cer and Vice Chairman May 15, 2025
Michael Szabados

/S/ ROBERT E. DONAHUE Director May 15, 2025
Robert E. Donahue

/S/ JOHN R. EGAN Director May 15, 2025
John R. Egan

/S/ ALFRED GRASSO Director May 15, 2025
Alfred Grasso

/S/ JOSEPH G. HADZIMA, JR. Director May 15, 2025
Joseph G. Hadzima, Jr.

/S/ SHANNON NASH Director May 15, 2025
Shannon Nash

/S/ MARLENE PELAGE Director May 15, 2025
Marlene Pelage

/S/ CHRISTOPHER PERRETTA Director May 15, 2025
Christopher Perretta

/S/ VIVIANAA VITALE Director May 15, 2025
Vivian Vitale
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NetScout Systems, Inc.

Index to Consolidated Financial Statements
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Report of Independent Registered Public Accounting Firm

To the Board of Directors and Stockholders of NetScout Systems, Inc.

Opinions on the Finaii ncial Stattt emtt ents and Internal Contrott l over Finaii ncial Reporee ting

We have audited the accompanying consolidated balance sheets of NetScout Systems, Inc. and its subsu idiaries (the "Company")
as of March 31, 2025 and 2024, and the related consolidated statements of operations, of comprehensive income (loss), of
stockholders' equity and of cash flows for each of the three years in the period ended March 31, 2025, including the related
notes and financial statement schedule listed in the index appearing under Item 15(a)(2) (collectively referred to as the
"consolidated financial statements"). We also have audited the Company's internal control over financial reporting as of March
31, 2025, based on criteria establa ished in Internal Controt l - Integre ated Frameworkrr (2013) issued by the Committee of
Sponsoring Organizations of the Treadway Commission (COSO).

In our opinion, the consolidated financial statements referred to above present fairly, in all material respects, the financial
position of the Company as of March 31, 2025 and 2024, and the results of its operations and its cash flows for each of the three
years in the period ended March 31, 2025 in conforff mity with accounting principles generally accepted in the United States of
America. Also in our opinion, the Company maintained, in all material respects, effeff ctive internal control over financial
reporting as of March 31, 2025, based on criteria establa ished in Internal Controt l - Integre ated Frameworkrr (2013) issued by the
COSO.

Basisii for Opinions

The Company's management is responsible for these consolidated financial statements, for maintaining effeff ctive internal
control over financial reporting, and for its assessment of the effeff ctiveness of internal control over financial reporting, included
in Management's Report on Internal Control Over Financial Reporting appearing under Item 9A. Our responsibility is to
express opinions on the Company’s consolidated financial statements and on the Company's internal control over financial
reporting based on our audits. We are a public accounting firm registered with the Publu ic Company Accounting Oversight
Board (United States) (PCAOB) and are required to be independent with respect to the Company in accordance with the U.S.
federal securities laws and the applicable rules and regulations of the Securities and Exchange Commission and the PCAOB.

We conducted our audits in accordance with the standards of the PCAOB. Those standards require that we plan and perform the
audits to obtain reasonabla e assurance about whether the consolidated financial statements are free of material misstatement,
whether due to error or fraud, and whether effeff ctive internal control over financial reporting was maintained in all material
respects.

Our audits of the consolidated financial statements included perforff ming procedurd es to assess the risks of material misstatement
of the consolidated financial statements, whether due to error or fraud, and performing procedurd es that respond to those risks.
Such procedurd es included examining, on a test basis, evidence regarding the amounts and disclosures in the consolidated
financial statements. Our audits also included evaluating the accounting principles used and significant estimates made by
management, as well as evaluating the overall presentation of the consolidated financial statements. Our audit of internal
control over financial reporting included obtaining an understanding of internal control over financial reporting, assessing the
risk that a material weakness exists, and testing and evaluating the design and operating effeff ctiveness of internal control based
on the assessed risk. Our audits also included performing such other procedurd es as we considered necessary in the
circumstances. We believe that our audits provide a reasonable basis for our opinions.

Defie niii tioii n and Limitaii tions of Internal Contrott l over Finaii ncial Reporee ting

A company's internal control over financial reporting is a process designed to provide reasonabla e assurance regarding the
reliabia lity of financial reporting and the preparation of financial statements for external purposr es in accordance with generally
accepted accounting principles. A company's internal control over financial reporting includes those policies and procedurd es
that (i) pertain to the maintenance of records that, in reasonable detail, accurately and fairly reflect the transactions and
dispositions of the assets of the company; (ii) provide reasonabla e assurance that transactions are recorded as necessary to permit
preparation of financial statements in accordance with generally accepted accounting principles, and that receipts and
expenditures of the company are being made only in accordance with authorizations of management and directors of the
company; and (iii) provide reasonabla e assurance regarding prevention or timely detection of unauthorized acquisition, use, or
disposition of the company’s assets that could have a material effeff ct on the financial statements.
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Because of its inherent limitations, internal control over financial reporting may not prevent or detect misstatements. Also,
projections of any evaluation of effeff ctiveness to future periods are subju ect to the risk that controls may become inadequate
because of changes in conditions, or that the degree of compliance with the policies or procedurd es may deteriorate.

Critical Auditii Matters

The critical audit matters communicated below are matters arising from the current period audit of the consolidated financial
statements that were communicated or required to be communicated to the audit committee and that (i) relate to accounts or
disclosures that are material to the consolidated financial statements and (ii) involved our especially challenging, subju ective, or
complex judgments. The communication of critical audit matters does not alter in any way our opinion on the consolidated
financial statements, taken as a whole, and we are not, by communicating the critical audit matters below, providing separate
opinions on the critical audit matters or on the accounts or disclosures to which they relate.

Interim Goodwill Impaim rment Assessment

As described in Note 9 to the consolidated financial statements, the Company has one reporting unit and the goodwill balance
was $1.1 billion as of March 31, 2025. Goodwill is tested by management for impairment at the reporting unit level annually, as
of January 31, and on an interim basis if an event occurs or circumstances change (a “triggering event”) that would indicate the
fair value of the reporting unit is below its carrying value. As a result of a continued decrease in the Company's stock price and
overall market capitalization during the first quarter of fiscal year 2025, along with other qualitative considerations including
the continued impact from the conditions in the macroeconomic environment, management determined a triggering event
occurred, indicating goodwill may be impaired. Accordingly, management performed a quantitative impairment test of goodwill
as of June 30, 2024, which resulted in a goodwill impairment charge of $427 million. Management estimated the implied fair
value of the reporting unit using a market approach. As disclosed by management, the key assumption in the market approach
was the company-specificff control premium.

The principal considerations for our determination that performing procedurd es relating to the interim goodwill impairment
assessment is a critical audit matter are (i) the significant judgment by management when developing the fair value estimate of
the reporting unit; (ii) a high degree of auditor judgment, subju ectivity, and effoff rt in performing procedurd es and evaluating
management's company-specific control premium significant assumption; and (iii) the audit effoff rt involved in the use of
profesff sionals with specialized skill and knowledge.

Addressing the matter involved performing procedurd es and evaluating audit evidence in connection with forming our overall
opinion on the consolidated financial statements. These procedurd es included testing the effeff ctiveness of controls relating to
management's goodwill impairment assessment, including controls over the valuation of the reporting unit. These procedurd es
also included, among others (i) testing management's process for developing the fair value estimate of the reporting unit; (ii)
evaluating the appropriateness of the market approach used by management; (iii) testing the completeness and accuracy of
underlying data used in the market approach; and (iv) evaluating the reasonabla eness of the significant assumption used by
management related to the company-specific control premium. Evaluating management's assumption related to the company-
specific control premium involved evaluating whether the assumption used by management was reasonabla e considering (i) the
current and past performance of the reporting unit; (ii) the synergies which a market participant could achieve; (iii) the
consistency with external market and industryrr data; and (iv) whether the assumption was consistent with evidence obtained in
other areas of the audit. Profesff sionals with specialized skill and knowledge were used to assist in evaluating (i) the
appra opriateness of the market appra oach and (ii) the reasonabla eness of the company-specific control premium assumption.

Revenue from Contrat ctstt with Customersrr - Idendd tification of Distii inct Perforff mance Obligations

As described in Note 3 to the consolidated financial statements, the Company derives revenues primarily from the sale of
network management tools and cybersecurity solutions for service provider and enterprise customers, which include hardware,
software and service offeff rings. Customer contracts may include promises to transferff multiple products and services to a
customer. Determining whether the products and services are considered distinct performance obligations that should be
accounted for separately or as one combined performance obligation may require significant judgment. During the year ended
March 31, 2025, the Company recognized revenue from contracts with customers of $822.7 million.

The principal considerations for our determination that performing procedurd es relating to revenue from contracts with
customers - identificff ation of distinct performance obligations is a critical audit matter are (i) the significant judgment by
management in determining whether the products and services are considered distinct performance obligations that should be
accounted for separately or as one combined performance obligation and (ii) a high degree of auditor judgment, subju ectivity and
effoff rt in performing procedurd es and evaluating management's identificff ation of distinct performance obligations.
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Addressing the matter involved performing procedurd es and evaluating audit evidence in connection with forming our overall
opinion on the consolidated financial statements. These procedurd es included testing the effeff ctiveness of controls relating to the
revenue recognition process, including controls over the identification of distinct performance obligations. These procedurd es
also included, among others, for a sample of contracts, (i) reading the executed contract to understand the terms and conditions
and (ii) evaluating management's identificff ation of the performance obligations.

/s/ PricewaterhouseCoopers LLP
Boston, Massachusetts
May 15, 2025

We have served as the Company's auditor since 1993.
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NetScout Systems, Inc.

Consolidated Balance Sheets
(In thousands, except share and per share data)

March 31,
2025

March 31,
2024

Assets
Current assets:
Cash and cash equivalents $ 457,415 $ 389,674
Marketable securities and investments 34,058 33,459
Accounts receivabla e and unbilled costs, net of allowance forff doubtful accounts of $$214
and $479 at March 31, 2025 and 2024, respectively 163,654 192,096
Inventories and deferred costs 12,891 14,095
Prepaid income taxes 13,380 11,076
Prepaid expenses and other current assets 31,786 32,094
Total current assets 713,184 672,494

Fixed assets, net 21,529 26,487
Operating lease right-of-use assets 37,717 42,486
Goodwill 1,076,383 1,502,820
Intangible assets, net 258,690 308,659
Deferred income taxes 66,294 30,767
Long-term marketabla e securities 1,004 994
Other assets 11,777 10,595

Total assets $ 2,186,578 $ 2,595,302
Liabilities and Stockholders' Equity

Current liabia lities:
Accounts payable $ 18,208 $ 14,506
Accruer d compensation 56,696 51,362
Accruer d other 19,397 14,665
Income taxes payable 883 764
Deferred revenue and customer deposits 301,753 301,806
Current portion of operating lease liabia lities 10,995 11,979
Total current liabia lities 407,932 395,082

Other long-term liabia lities 8,210 7,055
Deferred tax liabia lity 2,643 4,374
Accruer d long-term retirement benefitsff 27,379 28,413
Long-term deferff red revenue and customer deposits 147,510 130,212
Operating lease liabia lities, net of current portion 32,509 38,101
Long-term debt — 100,000

Total liabia lities 626,183 703,237
Commitments and contingencies (Note 19)
Stockholders’ equity:
Preferff red stockk, $$0.001 par v lalue: 5,000,000 hshares au hthoriiz ded; no hshares iissu ded or
outstanding at March 31, 2025 and 2024 — —
Common stockk, $$0.001 par v lalue: 300,000,000 hshares au hthoriiz ded; 134,038,262 andd
131,316,309 hshares iissu ded andd 72,060,237 andd 71,404,216 hshares outstandidi gng at Marchh 31,
2025 andd 2024, respectiiv lelyy 134 131
Additional paid-in capa ital 3,255,333 3,181,366

Accumulated other comprehensive income 4,073 3,572
Treasury srr tock at cost, 61,978,025 andd 59,912,093 hshares at Marchh 31, 2025 andd 2024,
respectiiv lelyy (1,654,702) (1,615,483)
(Accumulated deficff it) Retained earnings (44,443) 322,479
Total stockholders' equity 1,560,395 1,892,065
Total liabia lities and stockholders' equity $ 2,186,578 $ 2,595,302

The accompanying notes are an integral part of these consolidated financial statements.
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NetScout Systems, Inc.

Consolidated Statements of Operations
(In thousands, except per share data)

Fiscal Year Ended March 31,
2025 2024 2023

Revenue:
Product $ 359,894 $ 360,444 $ 450,793
Service 462,785 469,011 463,737

Total revenue 822,679 829,455 914,530
Cost of revenue:

Product 57,463 64,057 94,868
Service 121,272 123,355 128,230

Total cost of revenue 178,735 187,412 223,098
Gross profit 643,944 642,043 691,432
Operating expenses:

Research and development 152,864 161,213 176,173
Sales and marketing 268,051 270,979 276,913
General and administrative 96,724 95,886 103,510
Amortization of acquired intangible assets 46,440 50,337 55,390
Restructurt ing charges 20,500 — 1,782
Goodwill impairment 426,967 217,260 —
Gain on divestiture of a business — (3,806) —

Total operating expenses 1,011,546 791,869 613,768
Income (loss) from operations (367,602) (149,826) 77,664
Interest and other income (expense), net:

Interest income 10,736 9,602 4,923
Interest expense (7,160) (8,651) (10,248)
Other income (expense), net (1,768) 4,365 (3,924)

Total interest and other income (expense), net 1,808 5,316 (9,249)
Income (loss) before income tax expense (365,794) (144,510) 68,415
Income tax expense 1,128 3,224 8,767
Net income (loss) $ (366,922) $ (147,734) $ 59,648

Basic net income (loss) per share $ (5.12) $ (2.07) $ 0.83
Diluted net income (loss) per share $ (5.12) $ (2.07) $ 0.82
Weighted average common shares outstanding used in computing:

Net income (loss) per share—basic 71,627 71,474 71,781
Net income (loss) per share—diluted 71,627 71,474 73,046

The accompanying notes are an integral part of these consolidated financial statements.
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NetScout Systems, Inc.

Consolidated Statements of Comprehensive Income ((Los )s)
(In thousands)

Fiscal Year Ended March 31,
2025 2024 2023

Net income (l(los )s) $ (366,922) $ (147,734) $ 59,648
Other comprehensive income (loss):

Cumulative translation adjustments (327) (113) (270)
Recognition of actuat rial net gains (losses) from pension and other
post-retirement plans, net of tax (benefit) of $277, ($823), and
$2,448 653 (1,937) 5,759

Changes in market value of investments:
Changes in unrealized gains (losses), net of tax (benefit) of $9,$9 ($15),
and $14 27 (45) 42
Total net change in market value of investments 27 (45) 42
Changes in market value of derivatives:
Changes in market value of derivatives, net of benefitff of $$35, $$9,
and $d 116 (114) (24) (361)
Reclassification adjustment forff net gain (loss) included in net
income (loss), net of tax (benefit) of $$83, (, $15), and $137 262 (47) 427

Total net change in market value of derivatives 148 (71) 66
Other comprehensive iincome (l(los )s) 501 (2,166) 5,597
Total comprehensive income (l(los )s) $ (366,421) $ (149,900) $ 65,245

The accompanying notes are an integral part of these consolidated financial statements.
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NetScout Systems, Inc.
Consolidated Statements of Stockholders' Equity

(In thousands, except share data)
Common stock

Voting
Additional
Paid In
p

Accumulated
Other

Comprehensive

Treasury stock (Accumulated
Deficit)
Retained
Earnings

Total
Stockholders'
EquityShares

Par
Value SCapital Income hares

Stated
Value

Balance, March 31, 2022 126,425,383 $ 126 $3,023,403 $ 141 52,323,090 $(1,373,840) $ 410,565 $ 2,060,395
Net income 59,648 59,648
Unrealized net investment gains 42 42
Unrealized net gains on derivative
financial instrumrr ents 66 66
Cumulative translation adjustments (270) (270)
Recognition of actuat rial net gains
from pension and other post-
retirement plan 5,759 5,759
Issuance of common stock pursuant
to vesting of restricted stock units 1,777,658 2 2
Stock-based compensation expense
for restricted stock units granted to
emplp oyey es 59,086 59,086
Issuance of common stock under
employee stock purchase plan 480,783 14,353 14,353
Repurchase of treasury srr tock 2,856 5,111,689 (172,288) (169,432)
Balance, March 31, 2023 128,683,824 128 3,099,698 5,738 57,434,779 (1,546,128) 470,213 2,029,649
Net loss (147,734) (147,734)
Unrealized net investment losses (45) (45)
Unrealized net losses on derivative
financial instrumrr ents (71) (71)
Cumulative translation adjustments (113) (113)
Recognition of actuat rial net losses
from pension and other post-
retirement plan (1,937) (1,937)
Issuance of common stock pursuant
to vesting of restricted stock units 2,067,558 3 3
Stock-based compensation expense
for restricted stock units granted to
emplp oyey es 67,973 67,973
Issuance of common stock under
employee stock purchase plan 564,927 13,695 13,695
Repurchase of treasury srr tock 2,477,314 (69,355) (69,355)
Balance, March 31, 2024 131,316,309 131 3,181,366 3,572 59,912,093 (1,615,483) 322,479 1,892,065
Net loss (366,922) (366,922)
Unrealized net investment gains 27 27
Unrealized net gains on derivative
financial instrumrr ents 148 148
Cumulative translation adjustments (327) (327)
Recognition of actuat rial net gains
from pension and other post-
retirement plan 653 653
Issuance of common stock pursuant
to vesting of restricted stock units 2,205,063 3 3
Stock-based compensation expense
for restricted stock units granted to
emplp oyey es 62,558 62,558
Issuance of common stock under
employee stock purchase plan 516,890 11,409 11,409
Repurchase of treasury srr tock 2,065,932 (39,219) (39,219)
Balance, March 31, 2025 134,038,262 $ 134 $3,255,333 $ 4,073 61,978,025 $(1,654,702) $ (44,443) $ 1,560,395

The accompanying notes are an integral part of these consolidated financial statements.
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NetScout Systems, Inc.
Consolidated Statements of Cash Flows

(In thousands)
Fiscal Year Ended March 31,

2025 2024 2023
Cash flows froff m operating activities:

Net income (l(los )s) $ (366,922) $ (147,734) $ 59,648
Adjud stments to reconcile net income (l(los )s) to cash provided by operating activities, net
of the effects of acquisitions:

Depreciation and amortization 63,786 74,986 85,918
Loss on extinguishment of debt 1,134 — —
Operating lease right-of-use assets 10,405 10,533 10,598
Gain on divestiture of a business — (3,806) —
Loss on disposal of fixed assets 15 303 49
Share-based compensation expense associated with equity awards 64,785 70,799 61,986
Change in fair value of derivative instrumrr ent — (206) 1,380
Goodwill impairment 426,967 217,260 —
Deferred income taxes (37,567) (45,949) (54,032)
Other gains (402) (5,451) (1)
Changes in assets and liabia lities

Accounts receivabla e and unbilled costs 28,664 (48,376) 4,897
Inventories 128 609 9,007
Prepaid expenses and other assets (2,284) (5,835) 5,039
Accounts payable 3,240 (1,861) (5,549)
Accruerr d compensation and other expenses 20,529 (33,704) 12,071
Operating lease liabia lities (12,214) (11,952) (11,927)
Income taxes payable 83 (3,620) 165
Deferred revenue 17,323 (7,185) (22,599)

Net cash provided by operating activities 217,670 58,811 156,650
Cash flows froff m investing activities:

Purchase of marketable securities and investments (45,061) (52,774) (114,513)
Proceeds froff m maturt ity of marketable securities 44,762 64,728 140,462
Purchase of fixed assets (5,407) (6,362) (10,484)
Purchase of intangible assets (1,290) — (161)
Proceeds froff m divestiture of a business — 7,766 —

Net cash (used in) ppr iovidded bd by iy investiing activities (6,996) 13,358 15,304
Cash flows froff m finff ancing activities:

Issuance of common stock under stock plans 3 3 2
Treasury srr tock repurchases, including accelerated share repurchases (25,257) (50,000) (150,039)
Tax withholding on restricted stock units (13,962) (19,355) (19,393)
Payment of debt issuance costs (2,795) — —
Repayment of long-term debt (175,000) — (250,000)
Proceeds froff m issuance of long-term debt 75,000 — —

Net cash used in finff ancing activities (142,011) (69,352) (419,430)
Effeff ct of exchange rate changes on cash and cash equivalents (922) 63 (1,891)
Net increase (decrease) in cash and cash equivalents 67,741 2,880 (249,367)
Cash and cash equivalents, beginning of year 389,674 386,794 636,161
Cash and cash equivalents, end of year $ 457,415 $ 389,674 $ 386,794
Supplemental disclosures of cash flow information:

Cash paid for interest $ 4,190 $ 6,427 $ 8,063
Cash paid for income taxes $ 41,796 $ 62,318 $ 55,924
Non-cash transactions:

Transferff s of inventory trr o fixff ed assets $ 1,020 $ 1,814 $ 1,371
Additions to property, plant and equipment included in accounts payable $ 461 $ 158 $ 56
Issuance of common stock under employee stock purchase plans $ 11,409 $ 13,695 $ 14,353

The accompanying notes are an integral part of these consolidated financial statements.
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NOTE 1 – NATURE OF BUSINESS

NetScout Systems, Inc., or NetScout or the Company, has been a technology innovator for four decades since its
founding in 1984. The Company's solutions, based on patented Adaptive Service Intelligence (ASI) technology, help customers
identifyff network and application performance issues, defend their networks from denial of service (DDoS) attacks, and rapia dly
find and isolate advanced network threats. As a result, customers can quickly resolve issues that cause business disruptrr ions,
downtime, poor service quality or compromised security, thereby driving compelling returns on their investments in their
network and broader information technology (IT) initiatives.

NOTE 2 – SUMMARY OF SIGNIFICANT ACCOUNTING POLICIES

Principles of Consolidation

The consolidated financial statements include the accounts of NetScout and its wholly owned subsu idiaries. Inter-company
transactions and balances have been eliminated in consolidation.

Segment Reporting

The Company's operating segments are determined based on the units that constitute a business for which discrete
financial information is availabla e and for which operating results are regularly reviewed by the chief operating decision maker
(CODM). The Company's President and CEO is the CODM. Operating results are reviewed by the CODM primarily at the
consolidated entity level for the purposr e of making resource allocation decisions and for evaluating financial performance,
primarily by monitoring actuat l results compared to forecasted results as well as by reviewing year-over-year results. The
Company's CODM evaluates company-wide performance and determines allocation of resources based on multiple
performance measures, including, but not limited to net income (loss).

The Company has determined it operates as a single operating segment and has one reportabla e segment which includes
product and service revenue related to the sale of enterprise perforff mance management, carrier service assurance, cybersecurity,
and DDoS protection solutions. The Company's results for the one reportabla e segment are the same as presented in the
Company's consolidated statements of operations and there is no expense information that is supplu emental to those disclosed in
these consolidated financial statements, that are regularly provided to the CODM. The measure of segment assets is reported on
the Company's consolidated balance sheet as total assets. Segment asset information is not used by the CODM to allocate
resources.

Use of Estimates

The preparation of financial statements in conforff mity with generally accepted accounting principles (GAAP) requires
management to make estimates and assumptions that affeff ct the reported amounts of assets and liabia lities and disclosures of
contingent assets and liabia lities at the date of the consolidated financial statements and the reported amounts of revenues and
expenses during the reporting period. Significant estimates in these financial statements include those involving revenue
recognition, valuation of goodwill and acquired assets and liabia lities, valuation of the pension obligation, valuation of a
derivative instrument, valuation of contingent consideration and share-based compensation. These items are continuously
monitored and analyzed by management for changes in facts and circumstances and material changes in these estimates could
occur in the future.

Global and Macroeconomic Conditions

The Company continues to closely monitor the current global and macroeconomic conditions, including the impacts of
the ongoing war in Ukraine and hostilities in the Middle East, global geopolitical tension, stock market volatility, industry-rr
specific capital spending trends, exchange rate fluctuations, inflation, interest rates, international trade relations (including trade
protection measures, such as tariffs and other trade barriers), and the risk of a recession, including the manner and extent to
which they have impacted and could continue to impact its business, customers, employees, supplu y chain, and distribution
network. The full extent of the impacts of these global and macroeconomic trends remain uncertain. It is possible that the
measures taken by the governments of countries affeff cted and the resulting economic impacts may materially and adversely
affeff ct the Company's future results of operations, cash flows and financial position as well as its customers.

NetScout Systems, Inc.

Notes to Consolidated Financial Statements
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The Company has the responsibility to evaluate whether conditions and/or events raise subsu tantial doubt about its ability
to meet its future financial obligations as they become due within one year afteff r the date that the financial statements are issued.
The macroeconomic environment remains challenging with constrained customer spending and the Company expects this to
persist during fiscal year 2026. The Company has taken and continues to take precautionary actions to manage costs and
increase productivity across the organization. This includes managing discretionary spending and hiring activities. In addition,
based on covenant levels, the Company had as of March 31, 2025 an incremental $600 million availabla e under the revolving
credit facility.

The Company expects net cash provided by operations combined with cash, cash equivalents, marketable securities and
investments and borrowing availabia lity under the revolving credit facility to provide sufficient liquidity to fund current
obligations, capital spending, debt service requirements and working capital requirements over at least the next twelve months.

Cash and Cash Equivalents and Marketable Securities

Under authoritative guidance, NetScout has classified its investments as "availabla e-for-sale" which are carried at fair
value associated unrealized gains or losses are recorded as a separate component of stockholders' equity until realized. NetScout
considers all highly liquid investments purchased with an original maturity of three months or less to be cash equivalents and
those investments with original maturities greater than three months to be marketable securities.

At March 31, 2025 and periodically throughout the year, NetScout has maintained cash balances in various operating
accounts in excess of federally insured limits. NetScout limits the amount of credit exposure by investing only with credit
worthy institutions which the Company believes are those institutions with an investment grade rating for deposits.

Revenue Recognition

The Company accounts for revenue in accordance with ASC 606, Revenue from Contracts with Customers (Topic 606).
For further discussion of the Company's accounting policies related to revenue see Note 3, "Revenue Recognition."

Commission Expense

Sales commissions are recorded as an asset when the initial contract's duration is longer than 12 months and amortized to
expense ratabla y over the remaining performance periods of the related contracts.

Uncollected Deferred Revenue

Because of NetScout's revenue recognition policies, there are circumstances for which the Company does not recognize
revenue relating to sales transactions that have been billed, but the related account receivabla e has not been collected. While the
receivabla e represents an enforceable obligation, the Company does not believe its right to payment is unconditional, thereforff e
for balance sheet presentation purposr es, the Company has not recognized the deferred revenue or the related account receivabla e
and no amounts appear in the consolidated balance sheets for such transactions because control of the underlying deliverabla e
has not transferff red. The aggregate amount of unrecognized accounts receivabla e and deferred revenue was $5.5 million and $5.9
million at March 31, 2025 and 2024, respectively.

Concentration of Credit Risk

Financial instruments that potentially subju ect the Company to concentration of credit risk consist primarily of
investments, trade accounts receivable and accounts payabla e. NetScout's cash, cash equivalents, and marketable securities are
placed with financial institutions with high credit standings.

At Marchh 31, 2025 andd Marchh 31, 2024, hthe Company had no direct customers or indirect channel partners whiichh
account ded for more hthan 10% of hthe accounts re iceivablbla e bballance.

Du iri gng hthe fifisc lal yyears enddedd Marchh 31, 2025 andd 2024, no direct customers or indirect channel partners accounted for
more than 10% of the Company's total revenue. During the fiscal year ended March 31, 2023, one direct customer, Verizon,
accounted for more than 10% of the Company's total revenue, while no indirect channel partners accounted for more than 10%
of hthe Companyy's totall revenue.

Historically, the Company has not experienced any significant failure of its customers to meet their payment obligations
nor does the Company anticipate material non-performance by its customers in the future; accordingly, the Company does not

NetScout Systems, Inc.
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require collateral from its customers. However, if the Company’s assumptions are incorrect, there could be an adverse impact
on its allowance for doubtful accounts.

Trade Receivable Valuations

Accounts receivable are stated at their net realizable value. The allowance against gross trade receivabla es reflects the best
estimate of probabla e losses inherent in the receivabla es portfolff io determined on the basis of historical experience, specificff
allowances for known troubled accounts and other currently availabla e information.

Inventories

Inventories are stated at the lower of actuat l cost or net realizable value. Cost is determined by using the first-in, first-out
(FIFO) method.

Fixed Assets

Fixed assets are stated at cost and depreciated using the straight-line method over the estimated usefulff lives of the assets.
Leasehold improvements are amortized on a straight-line basis over the shorter of the lease term or anticipated usefulff lifeff of the
improvement. Gains and losses upon asset disposal are recognized in the year of disposition. Expenditures for replacements and
building improvements are capitalized, while expenditures for maintenance and repairs are charged against earnings as incurred.

Leases

The Company has operating leases for administrative, research and development, sales and marketing and manufactff urt ing
facilities and equipment under various non-cancelable lease agreements. Lease commencement occurs on the date the Company
takes possession or control of the property or equipment. The Company's lease terms may include options to extend or
terminate the lease where it is reasonabla y certain that the Company will exercise those options. The Company considers several
economic factors when making this determination, including but not limited to, the significance of leasehold improvements
incurred in the offiff ce space, the difficulty in replacing the asset, underlying contractuat l obligations, or specific characteristics
unique to a particular lease. The Company's lease agreements do not contain any material residual value guarantees or material
restrictive covenants. For further discussion of the Company's policies related to leases see Note 18, "Leases."

Valuation of Goodwill and Intangible Assets

The Company amortizes acquired definite-lived intangible assets over their estimated usefulff lives. Goodwill is not
amortized but subju ected to annual impairment tests; or more frequently if events or circumstances occur (a "Triggering Event")
that would indicate the fair value of its reporting unit is below its carrying value. The Company performs the goodwill
impairment assessment annually during the fourth quarter and on an interim basis if potential impairment indicators arise.

Reporting units are determined based on the components of a Company's operating segments that constitute a business for
which financial information is availabla e and for which operating results are regularly reviewed by segment management. The
Company has one reporting unit.

To test impairment for long-lived assets, including tangible and definite-lived intangible assets, the Company first
assesses qualitative factors to determine whether the existence of events and circumstances indicate that it is more likely than
not that the long-lived assets are impaired. If, based on the Company's qualitative assessment, it is more likely than not that the
fair value of the long-lived assets are less than its carrying amount, quantitative impairment testing is required. However, if the
Company concludes otherwise, quantitative impairment testing is not required.

Capitalized Software Development Costs

Costs incurred in the research and development of the Company's products are expensed as incurred, except for certain
software development costs. Costs associated with the development of computer software are expensed prior to the
establishment of technological feasibility and capitalized thereafteff r until the related software products are availabla e for first
customer shipment. Such costs are amortized using the straight-line method over the estimated economic lifeff of the product,
which generally does not exceed three years. Capia talized software development costs are periodically assessed for
recoverabia lity in the event of changes to the anticipated future revenue for the software products or changes in product
technologies. Unamortized capia talized software development costs that are determined to be in excess of the net realizable
value of the software products would be expensed in the period in which such a determination is made.

NetScout Systems, Inc.
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Typically for accounting purposr es, these R&D investments have not been capitalized because of the development
methodology employed. The developments are added individually to the core code over a shorter period of time but marketed
as a release once all portions are complete.

Derivative Financial Instruments

Under authoritative guidance for derivative financial instruments and hedging activities, all hedging activities must be
documented at the inception of the hedge and must meet the definition of highly effeff ctive in offsff etting changes to future cash
flows in order for the derivative to qualifyff for hedge accounting. Under the guidance, if an instrument qualifieff s for hedge
accounting, the changes in the fair value each period for open contracts, measured at the end of the period, are recorded to other
comprehensive income. Otherwise, changes in the fair value are recorded in earnings each period. Management must perform
initial and ongoing tests in order to qualifyff for hedge accounting. In accordance with the guidance, the Company accounts for
its instruments under hedge accounting. The effeff ctiveness and a measurement of ineffeff ctiveness of qualifyiff ng hedge contracts
are assessed by the Company quarterly. The Company records the fair value of its derivatives in prepaid expenses and other
current assets and accruer d other in the Company's consolidated balance sheet. The effeff ctive portion of gains or losses resulting
from changes in the fair value of qualifyiff ng hedges are recorded in other comprehensive income (loss) until the forecasted
transaction occurs, with any ineffeff ctive portion classified directly to the Company's consolidated statement of operations based
on the expense categories of the items being hedged. When forecasted transactions occur, unrealized gains or losses associated
with the effeff ctive portion of the hedge are reclassified to the respective expense categories in the Company's consolidated
statement of operations. Gains or losses related to hedging activity are included as operating activities in the Company's
consolidated statement of cash flows. If the underlying forecasted transactions do not occur, or it becomes probabla e that they
will not occur, the gain or loss on the related cash flow hedge is recognized immediately in earnings.

NetScout also periodically enters into foreign exchange forward contracts to manage exchange rate risk associated with
certain third-party transactions and for which the Company does not elect hedge accounting treatment as there is no difference
in the timing of gain or loss recognition on the hedge instrument and the hedged item.

Contingencies

NetScout accounts for claims and contingencies in accordance with authoritative guidance that requires an estimated loss
to be recorded from a claim or loss contingency when information availabla e prior to issuance of its consolidated financial
statements indicates that it is probabla e that a liabia lity has been incurred at the date of the consolidated financial statements and
the amount of the loss can be reasonabla y estimated. If NetScout determines that it is reasonabla y possible but not probabla e that
an asset has been impaired or a liabia lity has been incurred or if the amount of a probabla e loss cannot be reasonabla y estimated,
then in accordance with the authoritative guidance, NetScout discloses the amount or range of estimated loss if the amount or
range of estimated loss is material. Accounting for claims and contingencies requires NetScout to use its judgment. NetScout
consults with legal counsel on those issues related to litigation and seeks input from other experts and advisors with respect to
matters in the ordinary course of business.

Share-Based Compensation

NetScout recognizes compensation expense for all share-based payments granted. Under the fair value recognition
provisions, share-based compensation is calculated net of an estimated forfeiture rate and compensation cost is only recognized
for those shares expected to vest on a straight-line basis over the expected requisite service period of the award.

Foreign Currency

NetScout accounts for its reporting of foreign operations in accordance with guidance which establa ishes guidelines for the
determination of the functional currency of foreign subsu idiaries. In accordance with the guidance, NetScout has determined its
functional currency for those foreign subsu idiaries that are an extension of NetScout's U.S. operations to be the U.S. Dollar.

Assets and liabilities of subsu idiaries operating outside the United States with a functional currency other than U.S. dollars
are translated into U.S. dollars using the period-end exchange rate, and income and expense items are translated using the
average exchange rate during the period. Cumulative translation adjud stments are reflected as a separate component of
stockholders' equity.

NetScout will experience currency exchange risk with respect to foreign currency denominated expenses. In order to
partially offsff et the risks associated with the effeff cts of certain foreign currency exposures, NetScout has establa ished a program
that utilizes foreign currency forward contracts. Under this program, increases or decreases in foreign currency exposures are
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partially offsff et by gains or losses on forward contracts, to mitigate the impact of foreign currency transaction gains or losses.
The Company does not use forward contracts to engage in currency speculation. All outstanding foreign currency forward
contracts are recorded at fair value at the end of each fiscal period.

The Company had foreign currency losses of $2.0 million, $1.9 million and $2.8 million for the fiscal years ended
March 31, 2025, 2024 and 2023, respectively. These amounts are included in other income (expense), net in the Company's
consolidated statements of operations.

Advertising Expense

NetScout recognizes advertising expense as incurred. Advertising expense was $4.9 million, $6.8 million and $10.2
million for the fiscal years ended March 31, 2025, 2024 and 2023, respectively.

Comprehensive Income (Loss)

Comprehensive income (loss) consists of net income (loss) and other comprehensive income (loss). Other comprehensive
income (loss) typically consists of unrealized gains and losses on marketable securities, unrealized gains and losses on hedge
contracts, actuat rial gains and losses, and foreign currency translation adjud stments.

Income Taxes

NetScout accounts for its income taxes under the asset and liabia lity method. Under the asset and liabia lity method,
deferred tax assets and liabilities are recognized based on anticipated future tax consequences attributable to differences
between financial statement carrying amounts of assets and liabia lities and their respective tax basis, as well as the effeff ct of any
net operating loss and tax credit carryforwards. Income tax expense is comprised of the current tax liabia lity or benefit and the
change in deferred tax assets and liabia lities. NetScout evaluates the recoverabia lity of deferred tax assets by considering all
positive and negative evidence relating to future profitff ability. NetScout weighs objective and verifiable evidence more heavily
in this analysis. In situations where NetScout concludes that it does not have sufficient objective and verifiable evidence to
supporu t the realizability of the deferred tax asset, NetScout creates a valuation allowance against it.

Recent Accounting Standards

In November 2024, the Financial Accounting Standards Board (FASB) issued ASU 2024-03, Income Statement -
Reporting Comprehensive Income - Expense Disaggregation Disclosures (Subtopic 220-40): Disaggregation of Income
Statement Expenses (ASU 2024-03). Additionally, in January 2025, the FASB issued ASU 2025-01 to clarifyff the effeff ctive date
of ASU 2024-03. ASU 2024-03 provides guidance to expand disclosures related to the disaggregation of income statement
expenses. The standard requires, in the notes to the financial statements, disclosure of specified information about certain costs
and expenses which includes purchases of inventory,rr employee compensation, depreciation, and intangible asset amortization
that are included on the face of the statement of income. ASU 2024-03 is effeff ctive for fiscal years beginning afteff r December 15,
2026, and for interim periods within fiscal years beginning afteff r December 15, 2027, with early adoption permitted. ASU
2024-03 is effeff ctive for NetScout beginning with its fiscal year ending March 31, 2028. The Company is in the process of
evaluating the impact that the adoption of ASU 2024-03 will have on its disclosures.

In December 2023, the FASB issued ASU 2023-09, Income Taxes (Topic 740): Improvements to Income Tax
Disclosures. ASU 2023-09 is intended to enhance the transparency and decision usefulff ness of income tax disclosures. The
amendments address investor requests for enhanced income tax information primarily through changes to the rate reconciliation
and income taxes paid information. The amendments are effeff ctive retrospectively for fiscal years beginning afteff r December 15,
2024. The amendments should be applied prospectively; however, retrospective application is also permitted. ASU 2023-09 is
effeff ctive for NetScout beginning April 1, 2025. Early adoption is permitted. The Company is in the process of evaluating the
impact that the adoption ASU 2023-09 will have to the financial statements and related disclosures.

In November 2023, the FASB issued ASU 2023-07, Segment Reporting (Topic 280): Improvements to Reportabla e
Segment Disclosures, which provides updates to qualitative and quantitative reportabla e segment disclosure requirements,
including enhanced disclosures about significant segment expenses and increased interim disclosure requirements, among
others. The disclosures are also required for public entities that have a single reporting segment. The Company adopted the
amendments within ASU 2023-07 for fiscal year ended March 31, 2025, on a retrospective basis. The adoption of the guidance
did not have a material impact on the Company's financial statements and related disclosures. See "Note 20 - Segment and
Geographic Information" for additional required disclosures.
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NOTE 3 - REVENUE RECOGNITION

Revenue Recognition Policy

The Company exercises judgment and uses estimates in connection with determining the amounts of product and service
revenues to be recognized in each accounting period.

The Company derives revenues primarily from the sale of network management tools and cybersecurity solutions for
service provider and enterprise customers, which include hardware, software, and service offeff rings. The Company's product
sales consist of software only offeff rings and offeff rings which include hardware appliances with embedded software that are
essential to providing customers the intended functionality of the solutions.

The Company accounts for revenue once a legally enforceable contract with a customer has been approved by the parties
and the related promises to transferff products or services have been identifieff d. A contract is defined by the Company as an
arrangement with commercial subsu tance identifyiff ng payment terms, each party's rights and obligations regarding the products
or services to be transferff red and the amount the Company deems probabla e of collection. Customer contracts may include
promises to transferff multiple producd ts and services to a customer. Determining whether the products and services are
considered distinct performance obligations that should be accounted for separately or as one combined performance obligation
may require significant judgment. Revenue is recognized when control of the products or services are transferff red to the
Company's customers, in an amount that reflects the consideration the Company expects to be entitled to in exchange for
products and services.

Product revenue is typically recognized upon fulfillff ment, provided a legally enforceable contract exists, control has
passed to the customer, and in the case of software products, when the customer has the rights and ability to access the
software, and collection of the related receivabla e is probabla e. If any significant obligations to the customer remain post-
delivery,rr typically involving obligations relating to installation and acceptance by the customer, revenue recognition is deferred
until such obligations have been fulfilleff d. The Company's service offeff rings include installation, integration, extended warranty
and maintenance services, post-contract customer supporu t, stand-ready software-as-a-service (SaaS) and other profesff sional
services including consulting and training. The Company generally provides software and/or hardware supporu t as part of
product sales. Revenue related to the initial bundled software and hardware supporu t is recognized ratabla y over the supporu t
period. In addition, customers can elect to purchase extended supporu t agreements for periods afteff r the initial software/hardware
warranty expiration. Supporu t services generally include rights to unspecified upgrades (when and if availabla e), telephone and
internet-based supporu t, updates, bug fixes and hardware repair and replacement. Consulting services are recognized upon
deliveryrr or completion of performance depending on the terms of the underlying contract. Reimbursements of out-of-pocket
expenditures incurred in connection with providing consulting services are included in services revenue, with the offsff etting
expense recorded in cost of service revenue. Training services include on-site and classroom training. Training revenues are
recognized upon delivery of the training.

Generally, the Company's contracts are accounted for individually. However, when contracts are closely interrelated and
dependent on each other, it may be necessary to account for two or more contracts as one to reflect the subsu tance of the group
of contracts.

Bundled arrangements are concurrent customer purchases of a combination of the Company's product and service
offeff rings that may be delivered at various points in time. The Company allocates the transaction price among the performance
obligations in an amount that depicts the relative standalone selling prices (SSP) of each obligation. Judgment is required to
determine the SSP for each distinct performance obligation. The Company uses a range of amounts to estimate SSP for each of
the products and services sold, based primarily on the performance obligation's historical pricing. The Company also considers
its overall pricing objectives and practices across different sales channels and geographies, and market conditions. Generally,
the Company has establa ished SSP for a majoa rity of its service performance obligations based on historical standalone sales. In
certain instances, the Company has establa ished SSP for services based upon an estimate of profitaff bia lity and the underlying cost
to fulfillff those services. SSP has primarily been establa ished for product performance obligations as the average or median
selling price the performance obligation was recently sold for, whether sold alone or sold as part of a bundle transaction. The
Company reviews sales of the product performance obligations on a quarterly basis and updates, when appropriate, its SSP for
such performance obligations to ensure that it reflects recent pricing experience. The Company's products are distributed
through its direct sales force and indirect distribution channels through alliances with resellers and distributors. Revenue
arrangements with resellers and distributors are recognized on a sell-in basis; that is, when control of the product transferff s to the
reseller or distributor. The Company records consideration given to a customer as a reduction of revenue to the extent they have
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recorded revenue from the customer. With limited exceptions, the Company's return policy does not allow product returns for a
refund. Returns have been insignificff ant to date. In addition, the Company has a historyrr of successfulff ly collecting receivables
from its resellers and distributors.

During the fiscal year ended March 31, 2025, the Company recognized revenue of $293.8 million relat ded to the
Company's deferred revenue balance reported at March 31, 2024.

Perforff mance Obligations

Customer contracts may include promises to transferff multiple products and services to a customer. Determining whether
the products and services are considered distinct performance obligations that should be accounted for separately or as one
combined performance obligation may require significff ant judgment. The transaction price is allocated among performance
obligations in bundled contracts in an amount that depicts the relative standalone selling prices of each obligation.

For contracts involving distinct hardware and software licenses, the performance obligations are satisfied at a point in
time when control is transferff red to the customer. For standalone maintenance and post-contract supporu t (PCS) the performance
obligation is satisfied ratabla y over the contract term as a stand-ready obligation. For consulting and training services, the
performance obligation may be satisfied over the contract term as a stand-ready obligation, satisfied over a period of time as
those services are delivered, satisfieff d at the completion of the service when control has transferff red, or the services have expired
unused.

Payments for hardware, software licenses, one-year maintenance, PCS and consulting services, are typically due up front
with payment terms of 30 to 90 days. However, the Company does have contracts pursuant to which billings occur ratabla y over
a period of years following the transferff of control for the contracted performance obligations. Payments on multi-year
maintenance, PCS and consulting services are typically due in annual installments over the contract term. The Company did not
have any material variable consideration such as obligations for returns, refunds or warranties at March 31, 2025.

At March 31, 2025, the Company had total deferred revenue and customer deposits of $449.3 million, which represents
the aggregate total contract price allocated to undelivered performance obligations. The Company expects to recognize $301.8
million, or 67%, of this revenue during the next 12 months, and expects to recognize the remaining $147.5 million, or 33%, of
this revenue thereafter.

NetScout expects that the amount of billed and unbilled deferred revenue will change from quarter to quarter for several
reasons, including the specificff timing, duration and size of large customer supporu t and service agreements, varying billing
cycles of such agreements, the specificff timing of customer renewals, and foreign currency fluctuations. The Company did not
have material significant financing components, or variable consideration or performance obligations satisfied in a prior period
recognized during the twelve months ended March 31, 2025.

Contract Balances

The Company may receive payments from customers based on billing schedules as establa ished by the Company's
contracts. Contract assets relate to performance obligations where control has transferff red to the customer in advance of
scheduled billings. The Company records unbilled accounts receivable representing the right to consideration in exchange for
goods or services that have been transferff red to a customer conditional on the passage of time. Deferred revenue relates to
scenarios where billings with an unconditional right to payment occur before all performance obligations are delivered or
payments are received in advance of performance under the contract.

Costs to Obtain Contracts

The Company has determined that the only significant incremental costs incurred to obtain contracts with customers
within the scope of Topic 606 are sales commissions paid to its employees. Sales commissions are recorded as an asset and
amortized to expense ratabla y over the remaining performance periods of the related contracts with remaining performance
obligations. The Company expenses costs as incurred for sales commissions when the amortization period would have been one
year or less.

At Marchh 31, 2025, hthe consolidated balance sheet included $9.9 million in assets related to sales commissions to be
expensed in future periods. A balance of $5.4 million was included in prepaid expenses and other current assets, and a balance
of $4.5 million was included in other assets in the Company's consolidated balance sheet at March 31, 2025. At March 31,
2024, the consolidated balance sheet included $9.3 million in assets related to sales commissions to be expensed in future
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periods. A balance of $4.8 million was included in prepaid expenses and other current assets, and a balance of $4.5 million was
included in other assets in the Company's consolidated balance sheet at March 31, 2024.

Du iri gng hthe tw lelve monthhs enddedd Mar hch 31, 2025 andd 2024, a dnd 2023, hthe Compa yny recognignized $7.1 million,
$$6.8 illimillion, a dnd $$7.0 imillillion of amor itizatiion r lelat ded to hthiis salles com imi ission asset, hwhiich ih i is inclludded id in thhe salles a dnd
ma krketiingg expens le liin ie in thhe Company's consolidated statements of operations.

Allowance forff Credit Losses

The Company continually monitors collections from its customers. The Company evaluates the collectability of its
accounts receivabla e and determines the appra opriate allowance forff credit losses based on a combination of factff ors, including but
not limited to, analysis of the aging scheduld es, past dued balances, historical collection experience and prevailing economic
conditions.

The folff lowing tabla e summarizes the activity in the allowance for credit losses (in thousands):

Balance at March 31, 2024 $ 479
Additions resulting in charges to operations 195
Charges (recoveries) to other accounts (447)
Deductions due to write-offsff (13)

Balance at March 31, 2025 $ 214

NOTE 4 – CASH, CASH EQUIVALENTS, MARKETABLE SECURITIES AND INVESTMENTS

Cash and cash equivalents mainly consisted of U.S. government and municipal obligations, commercial paper m, oney
market instruments and cash maintained with various financial institutions at March 31, 2025 and 2024.

Marketable Securities

The folff lowing is a summary of marketable securities held by the Company at March 31, 2025 classified as short-term and
long-term (in thousands):

Amortized
Cost

Unrealized
Gains (Losses)

Fair
Value

Type of security:
U.S. government and municipal obligations $ 4,413 $ 1 $ 4,414
Commercial paper 17,358 — 17,358
Certificff ates of deposit 505 — 505

Total short-term marketable securities 22,276 1 22,277
U.S. government and municipal obligations 1,005 (1) 1,004

Total long-term marketable securities 1,005 (1) 1,004
Total marketabla e securities $ 23,281 $ — $ 23,281
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The folff lowing is a summary of marketable securities held by the Company at March 31, 2024, classified as short-term
and long-term (in thousands):

Amortized
Cost

Unrealized
Losses

Fair
Value

Type of security:
U.S. government and municipal obligations $ 10,523 $ (26) $ 10,497
Commercial paper 8,648 — 8,648
Certificff ates of deposit 2,807 — 2,807

Total short-term marketable securities 21,978 (26) 21,952
U.S. government and municipal obligations 1,004 (10) 994

Total long-term marketable securities 1,004 (10) 994
Total marketabla e securities $ 22,982 $ (36) $ 22,946

Contractuat l maturt ities of the Company's marketabla e securities held at March 31, 2025 and 2024 (in thousands) were as
follows:

March 31,
2025

March 31,
2024

Availabla e-for-sale securities:
Due in 1 year or less $ 22,277 $ 21,952
Due after 1 year through 5 years 1,004 994

$ 23,281 $ 22,946

Investments

In Februar ry 2023, the Company entered into a forward share purchase agreement with Napaa tech A/S (Napaa tech), a
publicly traded Danish company registered on the Oslo stock exchange, to purchase appra oximately 6.2 million shares of
Napaa tech's common stock for $7.5 million. In April 2023, the Company settled the forward share purchase contract with
Napaa tech in exchange for appra oximately 6.2 million shares of Napatech's common stock and recorded a $0.2 million change in
the faiff r value of the derivative instrumr ent in other income (expense), net within the Company's consolidated statement of
operations during the fiscal year ended March 31, 2024. As part of the agreement, the Company received the right to designate
a representative to be nominated for election to the Napaa tech Board of Directors, which was approved by Napatech's
Nomination Committee in April 2023. The Company accounts forff this investment under the equity method and has elected to
apply the fair value option to the investment. The Company records the investment at fair value at the end of each period based
on the closing price of Napatech's stock and any change in fair value durd ing the period is recorded in other income (expense),
net within the Company's consolidated statement of operations. At March 31, 2025 and 2024, the faiff r value of the investment in
Napaa tech was $11.8 million and $11.5 million, respectively, and was included in marketabla e securities and investments in the
Company's consolidated balance sheet. During the fiscal years ended March 31, 2025 and 2024, the Company recognized gains
of $0.4 million and $5.5 million, respectively, in the faiff r value of the equity investment in Napaa tech in other income (expense),
net within the Company's consolidated statement of operations. For the fisff cal years ended March 31, 2025 and 2024, the
unrealized losses related to foreign currency translation on the equity investment in Napaa tech were immaterial.
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NOTE 5 – FAIR VALUE MEASUREMENTS

The faiff r value hierarchy has three levels based on the reliabia lity of the inputs used to determine faiff r value. Level 1 referff s
to fair values determined based on quoted prices in active markets forff identical assets. Level 2 referff s to faiff r values estimated
using significant other observabla e inputs, and Level 3 includes faiff r values estimated using significant unobservabla e inputs. The
following tabla es present the Company's finff ancial assets and liabia lities measured on a recurring basis using the faiff r value
hierarchy at March 31, 2025 and 2024 (in thousands):

Fair Value Measurements at
March 31, 2025

Level 1 Level 2 Level 3 Total

ASSETS:
Cash and cash equivalents $ 434,121 $ 23,294 $ — $ 457,415
U.S. government and municipal obligations 3,008 2,410 — 5,418
Commercial paper — 17,358 — 17,358
Certificff ates of deposit — 505 — 505
Equity investment in Napaa tech 11,781 — — 11,781
Derivative finff ancial instruments — 197 — 197

$ 448,910 $ 43,764 $ — $ 492,674
LIABILITIES:

Derivative finff ancial instruments $ — $ (55) $ — $ (55)
$ — $ (55) $ — $ (55)

Fair Value Measurements at
March 31, 2024

Level 1 Level 2 Level 3 Total

ASSETS:
Cash and cash equivalents $ 381,829 $ 7,845 $ — $ 389,674
U.S. government and municipal obligations 8,985 2,506 — 11,491
Commercial paper — 8,648 — 8,648
Certificff ates of deposit — 2,807 — 2,807
Equity investment in Napaa tech 11,507 — — 11,507
Derivative finff ancial instruments — 11 — 11

$ 402,321 $ 21,817 $ — $ 424,138
LIABILITIES:

Derivative finff ancial instruments $ — $ (74) $ — $ (74)
$ — $ (74) $ — $ (74)

This hierarchy requires the Company to use observabla e market data, when availabla e, and to minimize the use of
unobservabla e inputs when determining fair value. On a recurring basis, the Company measures certain financial assets and
liabia lities at fair value, including marketable securities and derivative finff ancial instruments.

The Company's Level 1 investments are classified as such because they are valued using quoted market prices or
alternative pricing sources with reasonabla e levels of price transparency.

The Company's Level 2 investments are classified as such because they are valued using observabla e inputs other than
Level 1 quoted prices that are observabla e forff the asset or liabia lity, either directly or indirectly, including quoted prices for
similar assets or liabilities in active markets, or quoted prices for identical or similar assets in markets that are not active.
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NOTE 6 – INVENTORIES AND DEFERRED COSTS

Inventories are stated at the lower of actuat l cost or net realizable value. Cost is determined by using the FIFO method.
Inventories consisted of the following (in thousands):

March 31,
2025 2024

Raw materials $ 7,172 $ 8,175
Work in process 47 545
Finished goods 3,890 4,160
Deferred costs 1,782 1,215

$ 12,891 $ 14,095

NOTE 7 – FIXED ASSETS

Fixed assets consisted of the following (in thousands):

Estimated Useful
Life in Years

March 31,
2025 2024

Furniture and fixff tures 3-7 $ 9,586 $ 8,580
Computer equipment and internal use softwff are 2-3 191,098 188,799
Leasehold improvements (1) up to 12 52,175 52,121
Demonstration and spare part units 2-3 19,805 20,153

272,664 269,653
Less – accumulated depreciation (251,135) (243,166)

$ 21,529 $ 26,487

(1) Leasehold improvements are depreciated over the shorter of the lease term or anticipated usefulff life off f the improvement.

Depr ieciatiio en xpense was $11.9 million, $15.9 million and $18.8 million forff the fifisc lal yyears e dndedd Marchh 31, 2025, 2024
andd 2023, respectiiv lelyy.

NOTE 8- DIVESSTITURESS

BBu isineii ss iDives ititure

On September 8, 2023, the Company entered into an Asset Purchase Agreement to divest its Test Optimization business
(TO business) for a purchase price of $7.8 million, inclusive of a working capital adjud stment. The Company recorded a gain of
$3.8 million on the divestiturt e forff the fisff cal year ended March 31, 2024. In connection with the divestiture, the Company had
entered into a transitional services agreement with the buyer to provide certain services which ended on December 31, 2023.

The Company determined that the sale of the TO business did not represent a strategic shift and will not have a major
effeff ct on its consolidated results of operations, finff ancial position or cash floff w. Accordingly, the Company has not presented the
sale as a discontinued operation in the consolidated financial statements.

NOTE 9 – GOODWILL & INTANGIBLE ASSETS

Goodwill

The Company has one reporting unit. Goodwill is tested for impairment at a reporting unit level at least annually, as of
January 31, and on an interim basis if an event occurs or circumstances change (a "Triggering Event") that would indicate the
fair value of the reporting unit is below its carrying value.
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During fiscal year 2024, the Company recorded $217.3 million in goodwill impairment charges as a result of the
sustained decrease in the Company's stock price and overall market capitalization. During the firff st quarter of fiscal year 2025,
due to the continued decrease in the Company's stock price and overall market capitalization, along with other qualitative
considerations including the continued impact from the conditions in the macroeconomic environment, it was determined a
Triggering Event occurred, indicating goodwill may be impaired. Accordingly, the Company conducted a quantitative
impairment test of its goodwill at June 30, 2024. The Company estimated the implied faiff r value of the reporting unit using a
market approach. As a result of the quantitative impairment test performed during the first quarter of fiscal year 2025, the
Company determined goodwill was impaired and recorded a goodwill impairment charge of $427.0 million durd ing the three
months ended June 30, 2024. The additional impairment charge recorded in the firff st quarter of fiscal year 2025 was primarily
due to the continued decrease in the Company's stock price froff m March 31, 2024 to June 30, 2024, an increase in the
Company's weighted-average cost of capital, and the refinement to the expected cost synergies that could be realized by a
hypothetical buyer as a result of the voluntary srr eparation program (VSP) implemented by the Company in the firff st quarter of
fiscal year 2025, which impacted the company-specific control premium used to determine the fair value of the reporting unit
under the market approach. At September 30, 2024, December 31, 2024, and March 31, 2025, the Company performed a
Triggering Event assessment and concluded no events or circumstances occurred that indicated goodwill was furff ther impaired.

During fiscal year 2025, the Company completed its annual goodwill impairment test at January 31, 2025, using the
qualitative assessment, and the Company concluded that it was more likely than not that the faiff r value of the reporting unit
exceeded its carrying value.

The Company will continue to monitor relevant facff ts and circumstances, including future changes in its stock price. The
Company may be required to record additional goodwill impairment charges. While management cannot predict if or when
additional goodwill impairments may occur, future goodwill impairments could have material adverse effects on the Company's
results of operations and finff ancial condition.

At March 31, 2025 and 2024, the carrying amounts of goodwill were $1.1 billion and $1.5 billion, respectively. The
change in the carrying amount of goodwill for the fiscal year ended March 31, 2025 was dued to the impairment of goodwill, and
the impact of foreign currency translation adjustments related to asset balances that are recorded in currencies other than the
U.S. Dollar.

The folff lowing tabla e summarizes the changes in the carrying amount of goodwill for the fiscal years ended March 31,
2025 and 2024 as follows (in thousands):

Balance at March 31, 2023 $ 1,724,404
Goodwill impairment (217,260)
Divestiture of a business (4,259)
Foreign currency translation impact (65)

Balance at March 31, 2024 $ 1,502,820
Goodwill impairment (426,967)
Foreign currency translation impact 530

Balance at March 31, 2025 $ 1,076,383

Intangible Assets

The net carrying amounts of intangible assets were $$258.7 imilllliion andd $$308.7 imilllliio an t March 31, 2025 and 2024,
respectively. Intangible assets acquired in a business combination are recorded under the acquisition method of accounting at
their estimated faiff r values at the date of acquisition. The Company amortizes intangible assets over their estimated useful lives.

hThe Compa yny reviews long-lived assets including tangible and definite-lived intangible assets for impairment when an
event occurs that may indicate potential impairment. In conjunction with the goodwill impairment analysis performed at June
30, 2024, the Company conducted an impairment test of its long-lived assets at June 30, 2024. Based on this assessment, the
Company concluded that the carrying values of the Company's long-lived assets were recoverabla e. At September 30, 2024,
December 31, 2024, and March 31, 2025 the Company performed a Triggering Event assessment and concluded no events or
circumstances occurred that indicated intangible assets may be impaired. However, if future events occur or if business
conditions deteriorate, the Company may be required to record an impairment loss, and or accelerate the amortization of
definite-live intangible assets in the futff urt e, which could be materiiall t io its resullts of opera itions and fd fiinfff an ici lal co dindi ition.
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Intangible assets include the folff lowing amortizable intangible assets at March 31, 2025 (in thousands):

Cost
Accumulated
Amortization Net

Developed technology $ 248,232 $ (242,298) $ 5,934
Customer relationships 763,397 (518,995) 244,402
Distributor relationships and technology licenses 5,097 (4,022) 1,075
Definite-lived trademark and trade name 57,675 (50,562) 7,113
Core technology 7,192 (7,192) —
Capia talized software 3,317 (3,317) —
Other 1,208 (1,042) 166

$ 1,086,118 $ (827,428) $ 258,690

Intangible assets include the folff lowing amortizable intangible assets at March 31, 2024 (in thousands):

Cost
Accumulated
Amortization Net

Developed technology $ 248,385 $ (238,470) $ 9,915
Customer relationships 763,943 (475,592) 288,351
Distributor relationships and technology licenses 7,785 (7,463) 322
Definite-lived trademark and trade name 57,699 (47,814) 9,885
Core technology 7,192 (7,192) —
Capia talized software 3,317 (3,317) —
Other 1,208 (1,022) 186

$ 1,089,529 $ (780,870) $ 308,659

Amortization included as cost of product revenue consists of amortization of developed technology, and distributor
relationships and technology licenses. Amortization included as operating expense consists of all other intangible assets. The
following tabla e provides a summary orr f amortization expense durd ing the fiscal years ended March 31, 2025, 2024, and 2023 (in
thousands).

Years Ended March 31,

2025 2024 2023

Amortization of intangible assets included as:
Cost of product revenue 4,515 7,642 10,542
Operating expense 46,460 50,357 55,410

$ 50,975 $ 57,999 $ 65,952

The folff lowing is the expected future amortization expense at March 31, 2025 for the fiscal years ended March 31 (in
thousands):
2026 $ 46,717
2027 43,864
2028 40,907
2029 31,516
2030 28,598
Thereafteff r 67,088
Total $ 258,690
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NOTE 10 – DERIVATIVE FINANCIAL INSTRUMENTS AND HEDGING ACTIVITIES

NetScout operates internationally and, in the normal course of business, is exposed to fluctuations in foreign currency
exchange rates. The exposures result from costs that are denominated in currencies other than the U.S. Dollar, primarily the
Euro, British Pound, Canadian Dollar, and Indian Rupeu e. The Company manages its foreign cash floff w risk by hedging
forecasted cash floff ws for operating expenses denominated in foreign currencies forff up to twelve months, within specified
guidelines through the use of forward contracts. The Company enters into foreign currency exchange contracts to hedge cash
flow exposures from costs that are denominated in currencies other than the U.S. Dollar. These hedges are designated as cash
flow hedges at inception.

NetScout also periodically enters into forff ward contracts to manage exchange rate risk associated with certain third-party
transactions and forff which the Company does not elect hedge accounting treatment as there is no diffeff rence in the timing of
gain or loss recognition on the hedge instrument and the hedged item.

All of the Company's forff eign exchange forward contract derivative instrumr ents are utilized for risk management
purposrr es, and the Company does not use derivatives for speculative trading purposrr es. These contracts will mature over the next
twelve months and are expected to impact earnings on or before maturity.

The notional amounts and fair values of foreign exchange forward contract derivative instrumr ents in the consolidated
balance sheets at March 31, 2025 and 2024 were as follows (in thousands):

Notional Amounts (a)
Prepaid Expenses and Other

Current Assets Accrued Other
March 31,
2025

March 31,
2024

March 31,
2025

March 31,
2024

March 31,
2025

March 31,
2024

Derivatives Designated as Hedging
Instruments:

Foreign exchange forward
contracts $ 10,649 $ 11,676 $ 197 $ 11 $ 55 $ 74

$ 197 $ 11 $ 55 $ 74

(a) Notional amounts represent the gross contract/ntt otional amount of the derivatives outstanding.

The folff lowing tabla e provides the effeff ct foreign exchange forward contracts had on other comprehensive income (loss),
(OCI) and results of operations during the fiscal years ended March 31, 2025 and 2024 (in thousands):

Loss Recognized
in OCI on Derivative

(a)

Gain (Loss) Reclassified from
Accumulated OCI into Income

(b)
March 31, March 31, March 31, March 31,
2025 2024 Location 2025 2024

Foreign exchange forward contracts $ (149) $ (33) Research and development $ 34 $ (2)

Sales and marketing 311 (60)
$ (149) $ (33) $ 345 $ (62)

(a) The amount represents the change in fair value of derivative contracts dued to changes in spot rates.
(b) The amount represents reclassification froff m other comprehensive income to earnings that occurs when the hedged item

affeff cts earnings.
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The folff lowing tabla e provides the effeff ct foreign exchange forward contracts not dde isiggnated ad s hedging instruments had on
the Company's results of operations during the fiscal years ended March 31, 2025 and 2024 (in thousands):

Gain (Loss) Recognized in
Income
(a)

March 31, March 31,
Location 2025 2024

Foreign exchange forward contracts General and administrative $ (278) $ 94

$ (278) $ 94

(a) The amount represents the change in fair value of derivative contracts dued to changes in spot rates.

In addition to forff eign exchange forward contracts, during the fiscal year ended March 31, 2023, the Company entered
into a forff ward share purchase contract to purchase appra oximately 6.2 million shares of Napaa tech's common stock for
$7.5 million, which qualifieff d as a derivative instrument under authoritative guidance. The notional amount of the derivative
instrument was $7.5 million. In April 2023, the Company settled the forward share purchase contract with Napaa tech. During the
fiscal years ended March 31, 2024 and 2023, the Company recorded a $0.2 million and $1.4 million change in the faiff r value of
the derivative instrumrr ent in other income (expense), net within the Company's consolidated statement of operations.

NOTE 11 – RESTRUCTURING CHARGES

During the fisff cal year ended March 31, 2023, the Company restructurt ed certain departments to better align funcff tions
resulting in the termination of eighteen employees. As a result of the workforff ce reduction, during the fiscal year ended March
31, 2023, the Company recorded a restrucr turing charge totaling $1.9 million related to one-time employee-related termination
benefits for the employees that were notifieff d of their termination durd ing the period. The one-time employee-related termination
benefits were paid in full during the fiscal year ended March 31, 2023.

During the fisff cal year ended March 31, 2024, the Company did not approve any restrucrr turing plans.

During the firff st quarter of fiscal year 2025, the Company implemented a voluntary srr eparation program (VSP) for
employees who met certain age and service requirements to reducd e overall headcount. As a result of the related workforce
reduction, during the fiscal year ended March 31, 2025, the Company recorded restructurt ing charges totaling $19.6 million
related to one-time termination benefitsff for one hundred forty-two employees who voluntarily terminated their employment
with the Company during the fiscal year ended March 31, 2025. All one-time termination benefitsff are expected to be paid in
full during the first quarter of fiscal year ending March 31, 2026.

During the third quarter of fiscal year 2025, the Company entered into transition agreements that provided termination
benefits for certain employees to ensure an orderly transition of responsibilities forff continuity purposr es. As a result of the
related workforff ce changes, during the fiscal year ended March 31, 2025, the Company recorded restructurt ing charges totaling
$0.9 million. The Company estimates that appra oximately $1.0 million and $0.1 million in additional restrucr turing charges will
be recorded in the fisff cal years ending March 31, 2026 and 2027, respectively, related to one-time termination benefitff s forff the
ten employees who continue to render services to the Company. A majority of the one-time termination benefits are expected to
be paid in full by the end of the second quarter of fiscal year ending March 31, 2026, with the remaining amounts expected to
be paid in full by the end of the fisff cal year ending March 31, 2027.

The folff lowing tabla e provides a summary of the activity related to the restructurt ing plan and the related restructurt ing
liabia lity (in thousands):

Q1 FY25 VSP Q3FY25 Plan

Employee-related Employee-related TOTAL

Balance at March 31, 2024 $ — $ — $ —
Restructurt ing charges to operations 19,608 906 20,514
Payments (19,583) — (19,583)
Other adjustments (16) — (16)

Balance at March 31, 2025 $ 9 $ 906 $ 915
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NOTE 12 – LONG-TERM DEBT

On July 27, 2021, the Company amended and extended its existing credit facility (as amended, the Second Amended and
Restated Credit Agreement), which provided for a five-year, $800.0 million senior secured revolving credit facility, including a
letter of credit sub-u facility of up to $75.0 million. The commitments under the Second Amended and Restated Credit
Agreement were set to expire on July 27, 2026, and any outstanding loans were due on that date. On May 13, 2024, the
Company repaid $25.0 million of borrowings under the Second Amended and Restated Credit Agreement.

On October 4, 2024, the Company amended and restated the Second Amended and Restated Credit Agreement (as
amended and restated, the Third Amended and Restated Credit Agreement) with a syndicate of lenders by and among: the
Company, as borrower; certain subsu idiaries of NetScout Systems, Inc., as borrower; JPMorgan Chase Bank, N.A., as
administrative agent and collateral agent; JPMorgan Chase Bank, N.A., Bank of America, N.A., RBC Capia tal Markets, PNC
Capia tal Markets LLC and Mizuho Bank, Ltd, as joint lead arrangers and joint bookrunner rs; TD Bank, N.A. and Silicon Valley
Bank, a division of First-Citizens Bank & Trusr t Company, as co-documentation agents; and the lenders and issuing banks party
thereto.

The Third Amended and Restated Credit Agreement provides for a five-year, $600.0 million senior secured revolving
credit facility, including a letter of credit sub-u facility of up to $75.0 million. The Company may elect to use the amended credit
facility for working capia tal and other general corporate purposr es (including to repurchase shares of the Company's common
stock). The commitments under the Third Amended and Restated Credit Agreement will expire on October 4, 2029, and any
outstanding loans will be due on that date.

In connection with the Third Amended and Restated Credit Agreement, the Company paid offff the outstanding balance of
$75.0 million under the Second Amended and Restated Credit Agreement on October 4, 2024 by borrowing the same amount
under the Third Amended and Restated Credit Agreement. Additionally, the Company recorded a loss on the extinguishment of
debt of $1.1 million, representing the write offff of unamortized deferred financing costs, which was included in interest expense
in the consolidated statements of operations for the fiscal year ended March 31, 2025. On Februar ry 3, 2025, the Company paid
the outstanding balance of $75.0 million in full under the Third Amended and Restated Credit Agreement. At March 31, 2025,
there were no amounts outstanding under the Third Amended and Restated Credit Agreement.

At the Company's election, revolving loans under the Third Amended and Restated Credit Agreement bear interest at
either (a) a term SOFR rate plus a credit spread adjud stment of 0.10% or (b) an Alternate Base Rate (definff ed in a customaryrr
manner), in each case plus an applicable margin. For the period from the deliveryrr of the Company's financial statements for the
quarter ended December 31, 2024, until the Company has delivered financial statements for the quarter ended March 31, 2025,
the applicable margin will be 1.00% per annum for term SOFR loans and 0% per annum for Alternate Base Rate loans, and
thereafteff r the applicable margin will vary depending on the Company's consolidated gross leverage ratio, ranging from 1.00%
per annum for Alternate Base Rate loans and 2.00% per annum for term SOFR loans if the Company's consolidated gross
leverage ratio is greater than 3.50 to 1.00, down to 0% per annum for Alternate Base Rate loans and 1.00% per annum for term
SOFR loans if the Company's consolidated gross leverage ratio is equal to or less than 1.50 to 1.00.

The Company's consolidated gross leverage ratio is the ratio of its consolidated total debt compared to its consolidated
EBITDA as defined in the Third Amended and Restated Credit Agreement (consolidated adjud sted EBITDA). Consolidated
adjud sted EBITDA includes certain adjud stments, including, without limitation, adjud stments relating to extraordinary,rr unusual or
non-recurring charges, certain restructurt ing charges, non-cash charges, certain transaction costs and expenses and certain pro
forma adjud stments in connection with material acquisitions and dispositions, all as set forth in detail in the Third Amended and
Restated Credit Agreement.

Commitment fees will accruer on the daily unused amount of the credit facility. For the period from the deliveryrr of the
Company's financial statements for the quarter ended December 31, 2024, until the Company has delivered financial statements
for the quarter ended March 31, 2025, the commitment fee will be 0.15% per annum, and thereafter the commitment fee will
vary depending on the Company's consolidated gross leverage ratio, ranging from 0.30% per annum if the Company's
consolidated gross leverage ratio is greater than 3.50 to 1.00, down to 0.15% per annum if the Company's consolidated gross
leverage ratio is equal to or less than 1.50 to 1.00.

Letter of credit participation fees are payabla e to each lender providing the letter of credit sub-u facility on the amount of
such lender's letter of credit exposure, during the period from the closing date of the Third Amended and Restated Credit
Agreement to, but excluding, the date which is the later of (i) the date on which such lender's commitment terminates or (ii) the
date on which such lender ceases to have any letter of credit exposure, at a rate per annum equal to the applicable margin for
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term SOFR loans. Additionally, the Company will pay a fronting fee to each issuing bank in amounts to be agreed to between
the Company and the applicable issuing bank.

Interest on Alternate Base Rate loans is payabla e at the end of each calendar quarter. Interest on term SOFR loans is
payabla e at the end of each interest rate period or at the end of each three-month interval within an interest rate period if the
period is longer than three months. The Company may also prepay loans under the Third Amended and Restated Credit
Agreement at any time, without penalty, subju ect to certain notice requirements.

The loans and other obligations under the credit facility are (a) guaranteed by each of the Company's wholly-owned
material domestic restricted subsu idiaries, subju ect to certain exceptions, and (b) are secured by subsu tantially all of the assets of
the Company and the subsu idiary guarantors, including a pledge of all the capital stock of material subsu idiaries held directly by
the Company and the subsu idiary guarantors (which pledge, in the case of any foreign subsu idiary, is limited to 65% of the voting
stock), subju ect to certain customaryrr exceptions and limitations. The Third Amended and Restated Credit Agreement generally
prohibits any other liens on the assets of the Company and its restricted subsu idiaries, subju ect to certain exceptions as described
in the Third Amended and Restated Credit Agreement.

The Third Amended and Restated Credit Agreement contains certain covenants applicable to the Company and its
restricted subsu idiaries, including, without limitation, limitations on additional indebtedness, liens, various fundamental changes,
dividends and distributions, investments (including acquisitions), transactions with affiff liates, asset sales, including sale-
leaseback transactions, speculative hedge agreements, payment of junior financing, changes in business and other limitations
customaryrr in senior secured credit facilities. The Third Amended and Restated Credit Agreement provides for certain baskets
that are availabla e to the Company and its restricted subsu idiaries to incur additional indebtedness, to repay junior financing, for
asset sales and to make investments and restricted payments. Such baskets are subsu tantially similar to the baskets set forth in the
Company’s previous amended credit agreement.

The Third Amended and Restated Credit Agreement requires the Company to maintain a certain consolidated net
leverage ratio. The Company's consolidated net leverage ratio is the ratio of its Consolidated Total Debt minus the lesser of
unrestricted cash and 125% of adjud sted consolidated EBITDA compared to its adjud sted consolidated EBITDA. The Company's
maximum consolidated net leverage ratio is 4.00 to 1.00. These covenants and limitations are more fully described in the Third
Amended and Restated Credit Agreement. At March 31, 2025, the Company was in compliance with all covenants, including
the specifieff d total consolidated net leverage ratio range of 4.00 to 1.00.

The Third Amended and Restated Credit Agreement provides that events of default will exist in certain circumstances,
including failure to make payment of principal or interest on the loans when required, failure to perform certain obligations
under the Third Amended and Restated Credit Agreement and related documents, defaults under certain other indebtedness,
certain insolvency events, certain events arising under ERISA, a change of control and certain other events. Upon an event of
default, the administrative agent may, or at the request of the holders of more than 50% in principal amount of the loans and
commitments shall, terminate the commitments and accelerate the maturity of the loans and enforce certain other remedies
under the Third Amended and Restated Credit Agreement and the other loan documents.

hThe Companyy hhadd unamortiiz ded ca ipia taliliz ded ddebbt iis us ance costs, net of $3.3 million at March 31, 2025, which are being
amortized over the life of the revolving credit facility. The unamortized capitalized debt issuance costs balance of $0.7 million
was included as prepaid expenses and other current assets and a balance of $2.6 million was included as other assets in the
Company's consolidated balance sheet at March 31, 2025.
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NOTE 13 – NET INCOM (E (LOSS)SS) PE SR S AH RE

Calculations of the basic and diluted net income (l(los )s) per share and potential common shares are as follows (in
thousands, except forff per share data):

Fiscal Year Ended March 31,
2025 2024 2023

Numerator:
Net incom (e (llo )ss) $ (366,922) $ (147,734) $ 59,648

Denominator:
Denominator for basic net income (l(los )s) per shah re - weighted average
common shares outstanding 71,627 71,474 71,781
Dilutive common equivalent shares:
Weighted average restricted stock units and performance-based
restricted stock units — — 1,265
Denominator for diluted net incom (e (llo )ss) per shhare - weighted average
shares outstanding 71,627 71,474 73,046

Net income ((los )s) ep r share:
Basic net incom (e (llo )ss) per shah re $ (5.12) $ (2.07) $ 0.83
Diluted net income (l(los )s) per shhare $ (5.12) $ (2.07) $ 0.82

The folff lowing tabla e sets forff th restricted stock units excluded froff m the calculation of diluted net incom (e (lloss)) p rer share,
since their inclusion would be antidilutive (in thousands):

Fiscal Year Ended March 31,

2025 2024 2023

Restricted stock units 608 820 1,799

Basic net income (l(los )s) per shhare iis callc lulat ded byby didi ivididi gng ne it incom (e (llo )ss) byby hthe w ieightght ded aver gage numbber of shhares
outstandidi gng dduriingg thhe pe iri dod. Unvest ded rest irict ded hshares, al hlthoughough lleggallylly iissu ded andd outstandidi gng, are not considider ded
outstandidi gng for purposr es of callc lulatiing bg basiic ear ini gngs per shhare. Dililutedd net iincome (l(los )s) per shhare iis lcalcullated bd by dy diivididiingg
ne it incom (e (llo )ss) byby hthe w ieightght ded aver gage numbber of shhares outstandidi gng lplus hth de dililu itive effect i, if a yny, of outstandidi gng rest irict ded
hshares andd restriictedd sto kck iunits usiingg thhe treasuryy srr to kck me hth dod. hThe c lalculla ition of thhe didillu itive effect of outstandidi gng eq iui yty
awardds dunder thhe treasu yry stockk meth dhod iin lcl dudes con isiddera ition of proc deeds froff m thhe assumedd exerciise of unrecognignizedd
compensa ition expense as addiddi itionall pro dceeds. As hthe Compa yny iincurredd a ne lt loss forff hthe fiisff lcal yyears e dndedd Mar hch 31, 2025
andd 2024, lalll outstandidi gng rest irict ded stockk u inits andd performance-bbasedd restriictedd sto kck iunits hhave an an iti-didillu itive effect andd are
hthereforff e exclludded fd froff m thhe computatiion of df dililutedd w ieightght ded aver gage shhares outstandidi gng.

The delivery orr f 4.5 million shares under the Company's ASR agreements reduced the Company's outstanding shares used
to determine the weighted average common shares outstanding for purposr es of calculating basic and diluted earnings per share
for the fiscal year ended March 31, 2023. See Note 14 forff additional inforff mation.

NOTE 14 – TREASURY STOCK

On October 24, 2017, the Company's Board of Directors appra oved a share repurchase program that enabled the Company
to repurchase up tu o twenty-five million shares of its common stock (2017 Share Repurchase Program). Through March 31,
2024, the Company repurchased all of the authorized 25,000,000 shares for $694.1 million in the open market under the 2017
Share Repurchase Program. The Company repurchased 1,209,153 shares for $33.6 million durd ing the fiscal year ended March
31, 2024 under the 2017 Share Repurchase Program. At March 31, 2024, there were no shares of common stock that remained
availabla e to be purchased under the 2017 Share Repurchase Program.

On May 3, 2022, the Company's Board of Directors appra oved an additional share repurchase program that enables the
Company to repurchase up tu o twenty-five million shares of its common stock (2022 Share Repurchase Program). The 2022
Share Repurchase Program became effeff ctive in the third quarter of fiscal year 2024 hwhen hthe 2017 hShare Repur hchase Proggram
was com lplet ded. The Company is not obligated to acquire any specific amount of common stock within any particular timefraff me
as a result of the 2022 Share Repurchase Program. The Company repurchas ded 1,362,205 hshares for $$25.3 imillillion andd 614,516
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hshares for $$16.4 imillillion dunder hthiis hshare repur hchase pr gogram dduriingg hthe fifisc lal yyears enddedd March 31, 2025 andd 2024,
respectiiv lelyy. At Marchh 31, 2025, 23,023,279 hshares of common stockk remaiin ded av iaillablbla e to bbe pur hchas ded dunder hthe current
ppr gogram.

On May 9, 2022, the Company entered into accelerated share repurchase (ASR) agreements with Mizuho Markets
Americas LLC (Mizuho) and Wells Fargo Bank, National Association (Wells Fargo) (collectively, the Dealers) to repurchase
an aggregate of $150 million of the Company's common stock via accelerated stock repurchase transactions under the 2017
Share Repurchase Program. Under the terms of the ASR, the Company made a $75 million payment to each of the Dealers on
May 10, 2022, and received an initial deliveryrr of 1,627,907 shares from each of the Dealers, or 3,255,814 shares in the
aggregate, which was approximately 70 percent of the total number of shares of the Company's common stock expected to be
repurchased under the ASR agreements. These shares reduced the number of shares of the Company's common stock availabla e
for repurchase under the 2017 Share Repurchase Program. Final settlement of the ASR agreements was completed in November
2022. As a result, the Company received an additional 651,213 shares from Mizuho and 642,302 shares from Wells Fargo, or
1,293,515 shares in the aggregate, for $47.9 million, which reduced the number of shares of the Company's common stock
availabla e to be repurchased under the 2017 Share Repurchase Program. In total, 4,549,329 shares of the Company's common
stock were repurchased under the ASR agreements at an average cost per share of $32.97 during the fiscal year ended March
31, 2023.

In connectiion iwi hth hthe vestiingg andd rellease of hthe rest irictiion on hshares of rest irict ded stockk, hthe Companyy repur hchas ded
703,727 hshares for $$13.9 imillillion, 653,645 hshares for $$19.4 imilllliion andd 562,360 hshares for $$19.4 imillillion rellatedd to imi inimum
statutt oryyrr tax iwi hthh lholdidi gng re iquirements on hth se e restricted stock units during the fiscal years ended March 31, 2025, 2024 and
2023, respectively. These repurchase transactions do not fall under the repurchase program described above, and thereforeff do
not reduce the amount that is availabla e for repurchase under those programs.

NOTE 15 – STOCK PLANS

2011 Employee Stock Purchase Plan

On September 7, 2011, the Company's stockholders approved the 2011 Employee Stock Purchase Plan (the ESPP), under
which 2,500,000 shares of the Company's common stock were reserved for issuance. On November 8, 2018, the Company
increased the number of shares availabla e under the ESPP by an additional 3,000,000 shares, and on August 24, 2022, the
Company's stockholders approved an amendment to the ESPP that increased the number of shares availabla e under the ESPP by
another 2,000,000 hshares. The Company implemented the ESPP on March 1, 2012. Eligible employees may purchase shares of
the Company's common stock through regular payroll deductions of up to 20% of their eligible compensation. Under the terms
of the offeff ring under the ESPP, the number of shares of the Company's common stock which a participant could purchase
during any purchase period is limited to 2,000. In addition, the fair market value of shares purchased by an individual
participant in the plan may not exceed $25,000 if the contribution period is within any calendar year. However, if contribution
periods overlap calendar years, an individual participant is eligible to utilize the unused portion of the $25,000 limit from the
subsu equent purchase in the current purchase up to $50,000. Under the ESPP, shares of the Company's common stock may be
purchased on the last day of each bi-annual offeff ring period at 85% of the fair market value on the last day of such offeff ring
period. The offe iri gng pe iri dods run from Marchh 1 hthroughugh Auggust 31 andd from Septembber 1 hthroughugh hthe llast ddayy of Febbruar yry of
heach yyear. Du iri gng hthe fifisc lal yyear enddedd Marchh 31, 2025, em lpl yoyees pur hchas ded 516,890 hshares dunder hthe ESPP iwi hth a weigighht ded

aver gage pur hchase priice per share of $22.07. At March 31, 2025, 1,690,798 shares were av iaillablbla e for future iissuance dunder hthe
ESPP.

2019 Equity Incentive Plan

On September 12, 2019, the Company's stockholders approved the 2019 Equity Incentive Plan (2019 Plan), which
replaced the Company's 2007 Equity Incentive Plan, as amended (Amended 2007 Plan). The 2019 Plan permits the granting of
incentive and nonstatutory stock options, stock appreciation rights, restricted stock awards, restricted stock unit awards, and
other stock awards, collectively referred to as "share-based awards."

On September 10, 2020, the Company's stockholders approved an amendment and restatement of the 2019 Equity
Incentive Plan (2019 First Amended Plan) to increase the number of shares reserved for issuance by 4,700,000 shares, establa ish
a one-year minimum vesting requirement for awards granted on or afteff r September 10, 2020, and change the "fungiff ble share
counting ratio" used to calculate the increase or reduction in the number of shares availabla e for issuance under the 2019 First
Amended Plan.
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On August 24, 2022, the Company's stockholders approved an amendment and restatement of the 2019 Equity Incentive
Plan (2019 Second Amended Plan) to increase the number of shares reserved for issuance by 7,000,000 shares, and change the
"fungiff ble share counting ratio" used to calculate the increase or reduction in the number of shares availabla e for issuance under
the 2019 Second Amended Plan.

On September 14, 2023, the Company's stockholders approved an amendment and restatement to the 2019 First Amended
Plan (2019 Third Amended Plan) to further increase the number of shares reserved for issuance by 5,900,000 shares and
changed the "fungiff ble share counting ratio" used to calculate the increase or reduction in the number of shares availabla e for
issuance under the 2019 Third Amended Plan.

On September 12, 2024, the Company's stockholders approved an amendment and restatement to the 2019 First
Amended Plan (2019 Fourth Amended Plan) to further increase the number of shares reserved for issuance by 3,400,000. At
September 12, 2024, the effeff ctive date of the 2019 Fourth Amended Plan, there was a total of 7,947,545 shares reserved for
issuance under the 2019 Fourth Amended Plan, which consisted of 3,400,000 new shares plus 4,547,545 shares that remained
availabla e for grant under the 2019 Third Amended Plan. The Company refers to the 2019 Plan, 2019 First Amended Plan, 2019
Second Amended Plan, 2019 Third Amended Plan and 2019 Fourth Amended Plan collectively as the "Amended 2019 Plan".

The aggregate number of shares availabla e for issuance under the 2019 Fourth Amended Plan will increase for any shares
(each a "Returt ning Share"): (i) subju ect to an award granted under the Amended 2007 Plan or Amended 2019 Plan that are not
issued because such award expires or otherwise terminates without all of the shares covered by such award having been issued;
(ii) subju ect to an award under the Amended 2007 Plan or Amended 2019 Plan that are not issued because such award is settled
in cash; (iii) issued pursuant to an award granted under the Amended 2007 Plan or Amended 2019 Plan that are forfeited back
to or repurchased by the Company because of failure to vest; and (iv) that are reacquired or withheld by the Company to satisfy
tax withholding obligations in connection with common stock issued pursuant to a Full Value Award (as defined below)
granted under the Amended 2007 Plan or Amended 2019 Plan. The amount of such increase will be (i) one share for each
Returning Share subju ect to a stock option or stock appreciation right with an exercise or strike price that is at least 100% of the
fair market value of the Company's common stock on the date of grant (an "Appreciation Award"); and (ii) 2.67 shares for each
Returning Share subju ect to an equity award other than an Appreciation Award (a "Full Value Award") that is returned on or
afteff r September 14, 2023. Furthermore, the share reserve under the 2019 Third Amended Plan is reduced by: (i) one share for
each share of common stock issued pursuant to an Appreciation Award, (ii) 2.76 shares for each share of common stock issued
pursuant to a Full Value Award granted under the Amended 2019 Plan on or afteff r September 12, 2019 but prior to September
10, 2020; (iii) 2.32 shares for each share of common stock issued pursuant to a Full Value Award granted under the Amended
2019 Plan on or afteff r September 10, 2020 but prior to August 24, 2022; (iv) by 2.34 shares for each share of common stock
issued pursuant to a Full Value Award granted under the Amended 2019 Plan on or afteff r August 24, 2022 but prior to
September 14, 2023; and (v) by 2.67 shares for each share of common stock issued pursuant to a Full Value Award granted
under the Amended 2019 Plan on or afteff r September 14, 2023. At March 31, 2025, an aggregate of 5,745,989 shares of
unvested equity awards granted under the Amended 2019 Plan were outstanding.

The Amended 2019 Plan is administered by the Compensation Committee of the Board of Directors. The Compensation
Committee operates under guidelines establa ished by the Board of Directors. The Compensation Committee has the authority to
select the employees and consultants to whom awards are granted (except for directors and executive offiff cers) and determine
the terms of each award, including the number of shares of common stock subju ect to the award.

Share-based awards generally vest over four years. The exercise price of stock options shall not be less than 100% of the
fair market value of the common stock at the date of grant (110% for incentive stock options granted to holders of more than
10% of the voting stock of NetScout). The term of stock options granted cannot exceed seven years (fivff e years for incentive
stock options granted to holders of more than 10% of the voting stock of NetScout).

Based on historical experience, the Company assumed an annualized forfeiture rate of 0% for awards granted to its
independent directors, approximately 2% for awards granted to its senior executives, and approximately 5% granted to lalll
remaiiniingg em lpl yoyees dduriingg hthe fifisc lal yyears enddedd Marchh 31, 2025, 2024 andd 2023.

Periodically, the Company grants share-based awards to employees, offiff cers, and directors of the Company and its
subsu idiaries. Additionally, the Company periodically grants performance-based restricted stock units to certain executive
offiff cers that vest based upon the Company's total shareholder return as compared to the Russell 2000 Index over a three-year
period. The performance-based restricted stock units were valued using the Monte Carlo Simulation model. The measurement
and recognition of compensation expense is based on estimated fair values for all share-based payment awards made to its
employees and directors. Share-based award grants are generally measured at fair value on the date of grant based on the
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number of shares granted and the quoted price of the Company's common stock. Such value is recognized as a cost of revenue
or an operating expense over the corresponding vesting period.

The folff lowing is a summary of share-based compensation expense including restricted stock units and performance-based
restricted stock units granted pursuant to the Company's Amended 2007 Plan and the Amended 2019 Plan, and employee stock
purchases made under the ESPP, based on estimated faiff r values within the appla icable cost and expense lines identified below
(in thousands):

scal Year Ended March 31,
2025 2024 2023

Cost of product revenue $ 1,296 $ 1,330 $ 1,129
Cost of service revenue 8,510 8,899 7,286
Research and development 17,956 19,281 17,055
Sales and marketing 22,765 25,375 22,612
General and administrative 14,258 15,914 13,904

$ 64,785 $ 70,799 $ 61,986

Transactions under the Amended 2007 and the Amended 2019 Plan during the fiscal years ended March 31, 2025, 2024
and 2023 are summarized in the tabla e below.

Restricted Stock Units

Number of
Awards

Weighted
Average
Fair Value

Outstanding – March 31, 2022 4,627,934 $ 28.23
Granted 3,096,295 33.73
Vested (1,777,708) 28.34
Canceled (197,050) 30.93

Outstanding – March 31, 2023 5,749,471 $ 31.07
Granted 2,446,494 28.87
Vested (2,067,558) 30.08
Canceled (207,736) 31.17

Outstanding – March 31, 2024 5,920,671 $ 30.50
Granted 2,449,057 18.84
Vested (2,205,063) 30.20
Canceled (418,676) 29.02

Outstanding – March 31, 2025 5,745,989 $ 25.75

At Marchh 31, 2025, thhere were 8,148,385 shares of common sto kck av iaillablbla e forff ggrant u dnder thhe 2019 Four hth Amenddedd
lPlan.

The aggregate intrinsic value of stock options exercised and the faiff r value of restricted stock units vested at March 31,
2025, 2024 and 2023 were as follows (in thousands):

Fiscal Year Ended March 31,

2025 2024 2023

Total faiff r value of restricted stock unit awards vested $ 43,733 $ 61,130 $ 61,128

At March 31, 2025, the total unrecognized compensation cost related to restricted stock unit awards was $103.7 million,
which is expected to be amortized over a weighted-average period of 1.2 years.
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NOTE 16 – PENSION BENEFIT PLANS

401(k) Plan

The Company has a defined contribution program for certain employees that is qualifieff d under Section 401(k) of the
Internal Revenue Code of 1986, as amended. The Company matches 50% of the employee's contribution up tu o 6% of the
employee’s salary.rr NetScout contributions vest at a rate of 25% per year of service. NetScout made matching contributions of
$$5.8 illimillion, $$7.0 imilllliio an nd $6.7 million to the plan for the fiscal years ended March 31, 2025, 2024 and 2023, respectively.

Defined Benefitff Pension Plan

Certain of the Company's non-U.S. employees participate in certain noncontributory drr efinff ed benefit pension plans. None
of the Company's employees in the U.S. participate in any noncontributory drr efinff ed benefit pension plans. In general, these
plans are funded based on considerations relating to legal requirements, underlying asset returt ns, the plan's funded status, the
anticipated deductibility of the contribution, local practices, market conditions, interest rates and other factors.

The Company recognizes on its balance sheet a liability equal to the under-funded benefitff obligation of its defined benefitff
pension plan. Actuarial gains or losses are not recognized as components of net periodic benefitff cost, but are recognized, net of
tax, as a component of other comprehensive income (loss).

The folff lowing sets forth the amounts included in accumulated other comprehensive income at March 31, 2025 and 2024
(in thousands):

March 31, March 31,
2025 2024

Unrecognized actuat rial net gain $ 6,732 $ 5,802

For fiisff lcal yyear 2025 andd 2024, hthe unrecognigni dzed net actuat iri lal ggaiins exc deed ded 10% of hthe projejeo ct ded bbenefifit oblbligigatiion at
hth be b gegiin ini gng of hthe fiisff cal yl year, hthereforff e, amor itizatiion of suchh exces hs has bbeen iin lcl duded id in net pe iri diodi bc benefiitff cost ds durd iingg thhe
yyears e dndedd Mar hch 31, 2025 andd 2024. hThe amortizi ation period is the average remaining service period that active employees
are expected to receive benefits, unless a plan is mostly inactive in which case the amortization period if the average remaining
life eff xpectancy of the plan participants.

The folff lowing sets forth the change in accumulated other comprehensive income durd ing the fiscal years ended March 31,
2025 and 2024 (in thousands):

March 31, March 31,
2025 2024

Unrecognized actuat rial (gain) loss $ (1,396) $ 1,832
Amortization of net actuarial gain 466 928
Change in accumulated other comprehensive income $ (930) $ 2,760
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The folff lowing sets forth the components of the Company's net periodic pension cost of the noncontributory drr efinff ed
benefit pension plans forff the fisff cal years ended March 31, 2025, 2024, and 2023 (in thousands):

Fiscal Year Ended March 31,
2025 2024 2023

Service cost $ 193 $ 206 $ 291
Interest cost 981 999 699
Amortization of net actuarial gain (466) (928) —
Net periodic pension cost $ 708 $ 277 $ 990

The components of the change in benefit obligation of the pension plan at March 31, 2025 and 2024 are as folff lows (in
thousands):

March 31, March 31,
2025 2024

Benefit obligation, at beginning of year $ 27,051 $ 24,567
Service cost 193 206
Interest cost 981 999
Benefits paid and other (645) (576)
Actuarial (gain) los (s 1,396) 1,832
Foreign exchange rate impact (161) 23
Benefit obligation, at end of year $ 26,023 $ 27,051

The Company's benefitff obligation of the pension plan is reported in the following components of the Company's
consolidated balance sheet at March 31, 2025 and 2024:

March 31, March 31,
2025 2024

Accruer d compensation $ 830 $ 714
Accruer d long-term retirement benefits 25,193 26,337
Benefit obligation, at end of year $ 26,023 $ 27,051

The reconciliation of the beginning and ending balances of the faiff r value of the assets of the pension plan at March 31,
2025 and 2024 are as folff lows (in thousands):

March 31, March 31,
2025 2024

Fair value of plan assets, at beginning of year $ — $ —
Employer direct benefit payments 645 576
Benefits paid and other (645) (576)
Fair value of plan assets, at end of year $ — $ —

Weighted average assumptions used to determine net periodic pension cost at date of measurement:

March 31, March 31, March 31,
2025 2024 2023

Discount rate 4.00 % 3.70 % 4.10 %
Rate of compensation increase 3.00 % 3.00 % 3.00 %
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During the fisff cal year ended March 31, 2025, the Company cy ontributed $645 thousand to its defiinff ded bbenefifit pen ision lplan.
hThe f lolff llo iwi gng sets forth bh benefiitff payyments, whihi hch reflflect expect ded future serviice, as appropriiate, expected to be paid by the plan
in the periods indicated (in thousands):

2026 $ 830
2027 $ 911
2028 $ 1,030
2029 $ 1,108
2030 $ 1,181
2031-2035 $ 7,121

NOTE 17 – INCOME TAXES

Income before income tax expense consisted of the following (in thousands):
Fiscal Year Ended March 31,

2025 2024 2023

Domestic $ (386,859) $ (169,657) $ 56,463
Foreign 21,065 25,147 11,952

$ (365,794) $ (144,510) $ 68,415

The components of the income tax expense are as follows (in thousands):
Fiscal Year Ended March 31,

2025 2024 2023

Current income tax expense:
Federal $ 21,766 $ 32,798 $ 48,853
State 4,548 6,161 5,766
Foreign 12,353 10,238 7,879

38,667 49,197 62,498
Deferred income tax benefit:

Federa (l 30,403) (36,402) (47,297)
State (5,267) (7,611) (4,006)
Foreign (1,869) (1,960) (2,428)

(37,539) (45,973) (53,731)
$ 1,128 $ 3,224 $ 8,767
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The income tax expense computed using the U.S. statutt ory frr edff eral income tax rate diffeff rs from NetScout's effeff ctive tax
rate primarily due to the folff lowing:

Fiscal Year Ended March 31,
2025 2024 2023

U.S. statutt ory frr edff eral income tax rate 21.0 % 21.0 % 21.0 %
State taxes, net of federal tax effeff ct (0.5) (0.6) 3.6
U.S. federal and state research and development tax credits 2.0 6.4 (9.0)
Effeff ct of foreign operations (0.7) 1.5 1.8
Meals and entertainment (0.2) (0.9) 0.4
Change in valuation allowance (0.6) (4.1) 3.5
Goodwill impairment (22.0) (28.5) —
Stock compensation (1.3) (1.0) (0.6)
Divestiture — (0.6) —
Global intangible low taxed income — (0.2) —
Foreign derived intangible income 3.2 6.3 (11.7)
Foreign withholding (1.3) (1.4) 4.1
Other permanent differences 0.1 (0.1) (0.3)

(0.3)% (2.2)% 12.8 %

The components of net deferred tax assets and liabia lities are as follows (in thousands):
scal Year Ended March 31,
2025 2024

Deferred tax assets:
Accruer d expenses $ 5,056 $ 4,986
Capia talized R&D expenses 92,427 71,205
Deferred revenue 20,356 21,482
Reserves 2,378 2,650
Pension and other retiree benefits 2,265 2,733
Net operating loss carryforwards 6,532 8,199
Tax credit carryforwards 32,042 29,109
Share-based compensation 7,140 8,233
Operating lease liabia lity 10,503 12,292

Total gross deferred tax assets 178,699 160,889
Valuation allowance (23,088) (21,183)

Net deferff red tax assets 155,611 139,706
Deferred tax liabia lities:

Intangible assets (65,979) (86,170)
Operating lease right-of-use asset (9,067) (10,481)
Depreciation (2,494) (3,472)
Other deferff red tax liabilities (14,420) (13,190)

Total deferff red tax liabilities $ 63,651 $ 26,393

hThe 2017 Tax Cuts and Jobs Act (TCJA) contained a provision which became effective forff R&D expenditures incurred in
years beginning on or afteff r Jan. 1, 2022, that R&D expenditures incurred are no longer allowed as an immediate deducd tion forff
federal income tax purposr es. Rather, R&D expenditures incurred must be capitalized and amortized over a five-year period or
fifteen -year period depending on if the expenditures are domestic or forff eign, respectively.
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Deferred tax assets and liabia lities are recognized based on the anticipated futff urt e tax consequences, attributable to
differences between financial statement carrying amounts of assets and liabia lities and their respective tax bases. Deferred tax
assets and liabia lities are measured using enacted tax rates in effeff ct for the year in which the differences are expected to reverse.
The Company evaluates the recoverabia lity of deferred tax assets by considering all positive and negative evidence. The
Company weighs objective and verifiable evidence more heavily in this analysis. In situations where the Company concludes
that it does not have sufficient objective and verifiable evidence to supporu t the realizability of the asset it creates a valuation
allowance against it. As a result, the Company establa ished a valuation allowance of $21.2 million as of March 31, 2024 and
$23.1 million as of March 31, 2025, representing an increase of $1.9 million. The increase in the valuation allowance as of
March 31, 2025, as compared to March 31, 2024, is primarily due to deferred tax assets related to forff eign tax credits that the
Company believes are not more likely than not to be realized. If it is later determined the Company is able to use all or a portion
of the deferff red tax assets for which a valuation allowance has been establa ished, then the Company may be required to recognize
these deferff red tax assets as a tax benefit recorded in the period such determination is made.

At March 31, 2025, the Company had state net operating loss carry forwards of $22 million that are subjeb ct to expire at
various dates beginning in 2036. At March 31, 2025, the Company also had U.S. forff eign tax credit carryforwards and state tax
credits of $12 million and $12 million that are subju ect to expire at various dates beginning 2031 and 2036, respectively. At
March 31, 2025, the Company had forff eign net operating loss carryforwards of $31 million and forff eign tax credit carryforwards
of $11 million. The majority of forff eign net operating losses and forff eign tax credits have no expiration dates. As of March 31,
2025, the Company does not expect any U.S. fedff eral and state net operating losses or research and development tax credits to
go unutilized.

The Company files U.S. fedff eral tax returt ns and fileff s returt ns in various state, local and forff eign jurisdictions. With respect
to the U.S. fedff eral and primary jurisdictions, the Company is no longer subject to examinations by tax authorities forff tax years
before 2018, although carryforward attributes that were generated prior to 2018 may still be adjud sted upon examination if they
either have been or will be used in a futff urt e period. The Company also receives inquiries from various tax jurisdictions during
the year, and some of those inquiries may include an audit of tax returns previously filed. In the normal course of business,
NetScout and its subsu idiaries are examined by various taxing authorities, including the IRS in the United States.

A reconciliation of the beginning and ending amount of gross unrecognized tax benefitsff , excluding interest and penalties,
for the fiscal years ended March 31, 2025, 2024 and 2023 is as follows (in thousands):

Fiscal Year Ended March 31,
2025 2024 2023

Balance at April 1, $ 1,052 $ 1,024 $ 638
Additions based on tax positions related to the current year 28 28 28
Reductions of prior years tax positions due to lapsa e of statute of limitations (356) — —
Increase in unrecognized tax benefits as a result of a tax position taken
during a prior period — — 358
Balance at March 31, $ 724 $ 1,052 $ 1,024

The Company is unabla e to make a reliabla e estimate when cash settlement, if any, will occur with a tax authority as the
timing of examinations and ultimate resolution of those examinations is uncertain. All of the unrecognized tax benefitff s would
affeff ct the effective tax rate if recognized.

The Company includes interest and penalties accrued in the consolidated financial statements as a component of the tax
provision. The interest and penalties are immaterial to the provision. Over the next twelve months, previously unrecognized tax
benefits primarily due to the lapse of statutt e of limitations will be immaterial.

The Company continues to assert that certain historical book over tax outside basis diffeff rences primarily related to
unremitted forff eign earnings are permanently reinvested. The Company's intent is to only make distributions from its foreign
subsu idiaries in the futff urt e when they can be made at no or an immaterial net tax cost. Unremitted forff eign earnings total
approximately $121 million. The Company does not expect taxes related to the unremitted forff eign earnings to be material if
they were distributed which would primarily consist of forff eign withholding taxes.

In 2021, the Organization forff Economic Co-operation and Development announced an Inclusive Framework on Base
Erosion and Profitff Shiftiff ng including Pillar Two Model RulRR es defining the global minimum tax, which calls for the taxation of
large multinational corporrr ations at a minimum rate of 15%. Subsequently multiple sets of administrative guidance have been
issued. Many non-US tax jurisdictions have either recently enacted legislation to adopt certain components of the Pillar Two
Model RulRR es beginning in 2024 with the adoption of additional components in later years or announced their plans to enact
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legislation in futff urt e years. Considering the Company does not have material operations in jurisdictions with tax rates lower than
the Pillar Two minimum, these rules are not expected to materially increase its global tax costs. There remains uncertainty as to
the finff al Pillar Two model rulrr es. The Company continues to evaluate the impacts of enacted legislation and pending legislation
to enact Pillar Two Model RulRR es in the non-US tax jurisdictions it operates in.

NOTE 18 – LEASES

The Company determines if an arrangement is a lease at inception. Right-of-use (ROU) assets represent the Company's
right to use an underlying asset forff the durd ation of the lease term. Lease liabia lities represent the Company's contractuat l
obligation to make lease payments over the lease term. The Company's policy is to combine lease and non-lease components
and to not recognize ROU assets and lease liabia lities forff short-term leases. Leases with an initial term of twelve months or less
are classified as short-term leases. ROU assets are recorded and recognized at commencement forff the lease liabia lity amount,
plus initial direct costs incurred less lease incentives received. Lease liabia lities are recorded at the present value of futff urt e lease
payments over the lease term at commencement. The discount rate used is generally the Company's estimated incremental
borrowing rate unless the lessor's implicit rate is readily determinable. Incremental borrowing rates are calculated periodically
to estimate the rate the Company would pay to borrow the funds necessary to obtain an asset of similar value over a similar
term. Lease expenses relating to operating leases are recognized on a straight-line basis over the lease term.

The Company has operating leases forff administrative, research and development, sales and marketing and manufactff urt ing
facilities and equipment under various non-cancelable lease agreements. The Company's leases have remaining lease terms
rangi gng from 1 yyear to 7 yyears. Thhe Company's lease terms may include options to extend or terminate the lease where it is
reasonabla y certain that the Company will exercise those options. The Company considers several economic factors when
making this determination, including but not limited to, the significance of leasehold improvements incurred in the offiff ce space,
the diffiff culty in replacing the asset, underlying contractuat l obligations, or specific characteristics unique to a particular lease.
The Company's lease agreements do not contain any material residual value guarantees or material restrictive covenants.

The Company has asset retirement obligations (ARO) to returt n certain leased facilities to their original condition at the
end of the respective lease term. The estimated faiff r value of these ARO liabia lities is recognized in the period in which the
liabia lity is generated and a corresponding increase to the carrying value of the related asset is recorded and depreciated over the
usefulff life off f the asset. The Company's estimates of its ultimate AROs could change because of changes in regulations, the
extent of environmental remediations required, the means of reclamation, cost estimates, exit or disposal activities or time
period estimates. ARO liabia lities totaled $$2.2 imillillion and $2.3 million at March 31, 2025 and 2024, respectively. There was a
balance of $$2.2 illimillion ini cluded in other long-term liabilities in the consolidated balance sheets forff the fisff cal year ended March
31, 2025, and a balance of $0.1 million included in accruerr d other and a balance of $2.2 million included other long-term
liabia lities in the consolidated balance sheets forff the fisff cal year ended March 31, 2024. Accretion expense related to these
liabia lities was not material for any periods presented.

Most of the Company's lease agreements contain variabla e payments, primarily for common area maintenance (CAM),
which are expensed as incurred and not included in the measurement of the ROU assets and lease liabia lities.

The components of operating lease cost forff the fisff cal years ended March 31, 2025 and 2024 were as follows (in
thousands):

Fiscal Year Ended March 31,

2025 2024

Lease cost under long-term operating leases $ 11,773 $ 12,160
Lease cost under short-term operating leases 1,334 1,626
Variable lease cost under short-term and long-term operating leases 4,148 4,161
Total operating lease cost $ 17,255 $ 17,947
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The table below presents supplemental cash floff w inforff mation related to leases during the fiscal years ended March 31,
2025 and 2024 (in thousands):

Fiscal Year Ended March 31,

2025 2024
Right-of-use assets obtained in exchange for new operating lease liabia lities $ 5,660 $ 1,603

At March 31, 2025 and 2024, the weighted average remaining lease term in years and weighted average discount rate
were as follows:

March 31, 2025 March 31, 2024
Weighted average remaining lease term in years - operating leases 4.77 5.32

Weighted average discount rate - operating leases 4.4 % 4.2 %

Future minimum payments under non-cancellabla e leases at March 31, 2025 are as folff lows (in thousands):
Year Ending March 31,
2026 $ 11,719
2027 9,953
2028 8,900
2029 7,631
2030 6,617
Thereafteff r 3,112
Total lease payments $ 47,932
Less imputed interest (4,428)
Present value of lease liabia lities $ 43,504

NOTE 19 – COMMITMENTS AND CONTINGENCIES

Legal

As previously disclosed, in March 2016, Packet Intelligence LLC (Packet Intelligence or Plaintiff)ff filed a Complaint
against NetScout and two subsu idiary entities in the United States District Court forff the Eastern District of Texas asserting
infringement of five United States patents. Plaintiff'ff s Complaint alleged that legacy Tektronix GeoProbe products, including the
G10 and GeoBlade products, infriff nged these patents. NetScout filed an Answer denying Plaintiff'ff s allegations and asserting that
Plaintiff'ff s patents were, among other things, invalid, not infringed, and unenforff ceable due to inequitabla e conduct. In October
2017, a jury rrr endered a verdict finff ding in favor of the Plaintiff and that Plaintiff wff as entitled to $3.5 million forff pre-suit
damages and $2.3 million forff post-suit damages. In September 2018, the Court entered judgment and "enhanced" the jury
verdict in the amount of $2.8 million as a result of a jury frr inff ding. The judgment also awarded pre- and post-ju- dgment interest,
and a running royalty on the G10 and GeoBlade products until the expiration of the patents at issue, the last date being June
2022. Following the entry of final judgment, NetScout appealed, and in July 2020, the Court of Appeals forff the Federal Circuit
(Federal Circuit) issued a decision vacating the $3.5 million pre-suit damages award, affiff rming the $2.3 million post-suit
damages award, vacating the $2.8 million enhancement award, and remanding to the district court to determine what, if any,
enhancement should be awarded. In March 2021, NetScout filed a petition forff a writ of certiorari to the United States Supreme
Court, which was denied, challenging, among other issues, the basis forff enhanced damages and the patentabia lity of the claimed
technology. On September 8 and 9, 2021, in proceedings initiated by third parties that did not involve NetScout, the Patent Trial
and Appeal Board (PTAB) invalidated all the patent claims that were also asserted against NetScout in this case. Afteff r the
PTAB decisions were issued, NetScout moved, among other things, to dismiss the case and enter judgment in its favor on the
grounds that the PTAB decisions invalidating the asserted claims precluded Plaintiff fff roff m continuing to assert its patent
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infringement causes of action and from seeking damages from NetScout. The District Court denied NetScout’s motion with
respect to its request to dismiss the case and enter judgment in its favor. The District Court entered an amended finff al judgment
awarding Plaintiff $ff 2.3 million in post-suit damages, $1.1 million in enhanced damages, pre- and post-ju- dgment interest, and a
running royalty on the G10 and GeoBlade products until the expiration of the patents at issue, the last expiration date being
June 2022. On July 20, 2022, NetScout filed a notice of appea al to the Federal Circuit froff m, among other things, the amended
final judgment. On May 2, 2024, in a separate action the Federal Circuit affiff rmed the PTAB decisions, which as a result foundff
that all of the patent claims asserted by Packet Intelligence against NetScout were invalid. Also on May 2, 2024, the Federal
Circuit rulr ed in NetScout's favor in its appeal, vacating the District Court's finff al judgment and remanding the case to the District
Court to dismiss the case against NetScout as moot. As a result, durd ing the year ended March 31, 2024, NetScout concluded
that the risk of loss associated with damages that may result from this case was remote and recorded a $4.6 million reduction in
contingent liabia lities and legal feesff . On June 26, 2024, the District Court issued its Order dismissing the case against NetScout.

Unconditional Purchase Obligations

At March 31, 2025, the Company had unconditional purchase obligations of $80.4 million, which represent estiimat ded
open pur hchase o drders to pur hchas ie inventoryy arr s w lelll as com imitments forff pr doducts andd ser ivices us ded iin hthe normal course of
business.

NOTE 20 – SEGMENT AND GEOGRAPRR HIC INFORMATION

The Company's operating segments are determined based on the units that constitute a business forff which discrete
financial inforff mation is availabla e and for which operating results are regularly reviewed by the CODM. The Company's
President and CEO is the CODM. Operating results are reviewed by the CODM primarily at the consolidated entity level forff
the purposrr e of making resource allocation decisions and forff evaluating finff ancial performance, primarily by monitoring actual
results compared to forecasted results as well as by reviewing year-over-year results. The Company's CODM evaluates
company-wide performance and determines allocation of resources based on multiple performance measures, including but not
limited to net income (loss).

The Company has determined it operates as a single operating segment and has one reportabla e segment which includes
product and service revenue related to the sale of enterprise perforff mance management, carrier service assurance, cybersecurity,
and DDoS protection solutions. The Company's results for the one reportabla e segment are the same as presented in the
Company's consolidated statements of operations and there is no expense inforff mation that is supplemental to those disclosed in
these consolidated financial statements, that are regularly provided to the CODM. The measure of segment assets is reported on
the Company's consolidated balance sheet as total assets. Segment asset inforff mation is not used by the CODM to allocate
resources.

Geographic Inforff mation

The Company manages its business in the following geographic areas: United States, Europe, Asia and the rest of the
world. The Company's policies mandate compliance with economic sanctions and export controls. Total revenue by geography
is as follows (in thousands):

scal Year Ended March 31,
2025 2024 2023

United State $s 465,470 $ 470,338 $ 583,482
Europe 156,715 146,915 145,678
Asia 63,624 65,396 61,685
Rest of the world 136,870 146,806 123,685

$ 822,679 $ 829,455 $ 914,530

The United States revenue includes sales to resellers in the United States. These resellers fulfillff customer orders and may
subsu equently ship the Company's products to international locations. Further, the Company determines the geography of its
sales after considering where the contract originated. A majoa rity of revenue attributable to locations outside of the United States
is a result of export sales. Substantially all of the Company's identifiaff bla e assets are located in the United States.
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NetScout Systems, Inc.
Schedule II—Valuation and Qualifyiff ng Accounts

(in thousands)

Balance at
Beginning

of Fiscal Year

Additions
Resulting in
Charges to
Operations

Charges to
Other
Accounts

Deductions
Due to Write-

Offsff

Balance at
End of Fiscal

Year

Fiscal year ended March 31, 2023
Allowance forff credit losses $ 1,649 $ 479 $ 876 $ (2,329) $ 675
Deferred tax asset valuation allowance $ 13,126 $ 2,486 $ — $ — $ 15,612

Fiscal year ended March 31, 2024
Allowance forff credit losses $ 675 $ 485 $ — $ (681) $ 479
Deferred tax asset valuation allowance $ 15,612 $ 5,571 $ — $ — $ 21,183

Fiscal year ended March 31, 2025
Allowance forff credit losses $ 479 $ 195 $ (447) $ (13) $ 214
Deferred tax asset valuation allowance $ 21,183 $ 2,806 $ — $ (901) $ 23,088
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C o r p o ra t e
H e a d q u a r t e r s

NETSCOUT SYSTEMS, INC.
310 Littleton Road
Westford, MA 01886
Telephone: (978) 614-4000
Web: www.netscout.com

I n v e s t o r  R e l a t i o n s

NETSCOUT SYSTEMS, INC.
310 Littleton Road
Westford, MA 01886
Telephone: (978) 614-4000
Email: ir@netscout.com

F o r m

Stockholders may obtain copies of the exhibits to the

Securities and Exchange Commission at the SEC’s website, 
www.sec.gov, or by contacting NETSCOUT Investor Relations 
or by visiting the investor relations section of the Company’s
website, www.netscout.com.

A n n u a l  M e e t i n g

The Annual Meeting of Stockholders of the Company will be
held on Wednesday, September 10, 2025 at 10:00 a.m. ET.

C o m m o n  S t o c k

Common Stock of NETSCOUT SYSTEMS, INC. is traded on the
Nasdaq Global Select Market under the symbol “NTCT”

I n d e p e n d e n t  R e g i s t e r e d
P u b l i c  A c c o u n t i n g  F i r m

PricewaterhouseCoopers LLP
Boston, MA 

L e g a l  C o u n s e l

Cooley LLP
Boston, MA

T ra n s f e r  A g e n t

Computershare
P.O. Box 43006
Providence, RI 02940-3006
Stockholder Inquiries:
Telephone: (877) 239-1247
International Shareowners: (201) 680-6578 
www.computershare.com/investor

E x e c u t i v e  O f f i c e r s 

Co-Founder, President,
Chief Executive Officer and
Chairman of the Board

Sanjay Munshi*
Chief Operating Officer

Anthony Piazza*
Executive Vice President,
Chief Financial Officer
and Treasurer

John W. Downing
Executive Vice President,
Worldwide Sales Operations 

*Effective June 1, 2025

B o a r d  o f  D i r e c t o r s

Co-Founder, President,
Chief Executive Officer and
Chairman of the Board
NETSCOUT SYSTEMS, INC.

Michael Szabados
Vice Chairman of the Board
and Senior Advisor
NETSCOUT SYSTEMS, INC.

Robert E. Donahue
Former President and 
Chief Executive Officer
Authorize.net Holdings, Inc.

John R. Egan
Managing Partner
Carruth Associates

Alfred Grasso
Former President and 
Chief Executive Officer
The Mitre Corporation

Joseph G. Hadzima, Jr.
President and Co-Founder
Neurostim Technologies

Shannon Nash
Former Chief Financial Officer
Wing Aviation LLC

Marlene Pelage
Chief Financial Officer
Gen II Fund Services LLC

Christopher Perretta
Former Chief Information and 
Operations Officer
MUFG Americas Holding Corporation 

Vivian Vitale
Founder
Vivian Vitale Consulting, LLC

C o r p o ra t e
      I n f o r m a t i o n
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